Discussion3 Feedback

###### Post by [Beran Necat](https://www.my-course.co.uk/user/view.php?id=12095&course=7516)

[**22 days ago**](https://www.my-course.co.uk/mod/hsuforum/discuss.php?d=293147#p1023785)

*Re: Initial Post*

Hi Ying,

This case highlights the fact once again, that a lot of security is about processes, procedures, and the human element.

It is worth considering how the data itself can be encoded as part of security precautions as well as looking at alternative mechanisms that may be usable.

Regards, Beran

###### Post by [Michael Geiger](https://www.my-course.co.uk/user/view.php?id=15950&course=7516)

[**22 days ago**](https://www.my-course.co.uk/mod/hsuforum/discuss.php?d=293147#p1023705)

*Peer Response*

Thank you Ying for your well researched and argued post.

With regard to the information security manager, which you addressed in your recommendation, it should be noted that according to Art.37.1 of the GDPR, a data protection officer must be appointed if the processing is carried out by a public body, involves extensive and systematic monitoring of data subjects, or it concerns the extensive processing of data of special categories (GDPR (a), 2022).

According to Art. 9.1, the processing of special categories of personal data includes "Processing of personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, or trade union membership, and the processing of genetic data, biometric data for the purpose of uniquely identifying a natural person, data concerning health or data concerning a natural person's sex life or sexual orientation” (GDPR (b), 2022). Processing of those data is generally prohibited, but this does not apply to the social media app "Snapchat" because it processes personal data that the person has made public and thus fulfills Art. 9.2.e.

As a result, Snapchat must appoint a data protection officer, one of whose tasks is to instruct and advise the client and employees with regard to their obligations under the GDPR regulation and the data protection regulations of the respective country (Art. 39.1.a) and is responsible for monitoring compliance (Art. 39.1.b). The Data Protection Officer is accountable for the fulfillment of these duties under Art.39.2 and can therefore be held responsible for insufficient data breach prevention (GDPR (c), 2022).

It can be concluded that an information security manager, should this person be a data protection officer, can hold oneself responsible for a breach of data protection and must justify oneself in this regard. A person who fulfills the role should be aware of this.
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