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According to the Spears & Barki (2010) article, they used a multi-method research design. For Qualitative assessment, the data collection across five organizations complied with the Sarbanes-Oxley Act of 2002 (SOX). In two-stage of research combined with Quantitative method to analysis with Partial least squares (PLS) that allows latent constructs to be modelled either as reflective or formative indicators to separate samples to examine user participation in Security risk management (SRM). The study results were reinforced by triangulation across data sources, and the combination of qualitative and quantitative methodologies was shown to be advantageous and complimentary.

In the context of SRM for regulatory compliance of a product and service, or views in the workplace, the qualitative technique can capture shifting attitudes within user engagement. Provides a far more adaptable solution. It was exploratory since it permits data collection to be prompted by a researcher's instinctual sense of where valuable information may be located.

The quantitative method would analyse and weight a risk using statistical or historical data. Providing a method for analysing the cumulative impact of risks on goals. Instead of imprecise descriptive phrases like High or Low, use numbers or ranges for likelihood and impacts.

User participation benefited in the improvement of security control performance, which included growing attention, positive across information security risk management and the business environment, and effective management development. The development and performance of security controls have been strengthened. The requirement for regulatory compliance may stimulate user participation in SRM inside company operations.
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