오리지날 이미지를 A, 비교할 이미지를 B라 하면

1. target을 A=B인 사이트 이미지 말고, 다른 이미지, 예를 들면 은행이라면 보안 카드 입력창 이나(오리지날에선 다 입력하라고 하지 않음) 쇼핑몰 결제 창같은 이미지로 정함

-> 요구하는 액션이 다른 것, 팝업창

여러가지 사례, 가짜사이트가 하는 패턴

실제는 없는데 잡아내는 이미지, 위변조사이트의 통상적으로 사용하는 이미지세트들을 검출될 수가 있도록

위조사이트는 분명히 오리지널사이트와 트랜잭션이 다를 것 -> 이런 케이스를 모아서 종합하기

메뉴 모양 같은 이미지가 유사하게 비교되어 정보 요구

처음 우리가 얘기한 동기대로 해도 된다고 하심 우리가

GPU환경 잡은 절차를 부록으로 정리

2. 도메인 주소로 아이피 알아낼 수 있나? (가짜 사이트와 오리지날 사이트의 도메인이 같은데 만약 가짜 사이트를 url창에 쳤을 때 어디 ip로 가는지를 알아낼 수 있나?

-> 현재 내가 접속한 사이트의 서버의 ip주소를 알아낼 수 있는지

3. 도메인 쳤을 때 서버까지 가는 데에 중간에 프록시 서버(해커가 관여하여 경로를 바꾸는)가 있는 걸 알아내는 방법? => 우리가 해킹해서 알아낸다????

-> 2,3은 알아서 찾아보라고하심..