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**Part 1**

1. The purpose of identifying essential assets is to decide how resources should be distributed and to create a suitable security structure that lowers the risks related to a potential breach of these assets. Every important, successful, well-known company makes a huge effort and pays a substantial wage in order to protect their assets, such as their hardware, software, and data in order to maintain the information system’s confidentiality, integrity, and availability. The hardware assets for example such as the servers, laptops, end devices, and all physical devices can be affected by several factors that can cause to lack of availability of this hardware component. Such as, losing the device by theft or damage, or device failure due to an intentional failure or other causes. The company must consider hardware replacement costs, disruption losses, and recovery costs in case of any incidents.

Moving forward to the software assets, that includes applications, operating systems, database management system, and all the company’s system software that are important for the company to keep functioning. Here, the availability is critical because employees need them to be available in order to use what’s inside them of information’s. Another important asset is data and information assets, all the data and information’s in the company has to be protected from any potential risk that might occur, such as the loss of information or the theft and unauthorized access to the company’s important information, because someone could easily use this information for bad purposes or to change this information, and by that violating the confidentiality and the integrity of these data. The company has to consider the confidentiality (no unauthorized party can look at important information), also, they have to consider the integrity (no unauthorized party can make changes on information). And availability (so no one can take the information or delete it from the company’s system) it would be available for anyone who might need it.

Organization assets that do not fit into other categories are included in the business assets category. Human resources, business processes, and physical plant are all included.

|  |  |
| --- | --- |
| Asset Name (including the CIA) | Justification for why it’s critical |
| Confidentiality and reliability of the network | Because data breaches on the network can cause financial losses, and damage of the company’s reputation. |
| costumer’s data (confidentiality) | Maintaining the confidentiality of the customers data is critical to keep the customers trust, to avoid financial losses, as well as to avoid legal penalties. |
| Database information (confidentiality integrity and availability) | To avoid business loss, because the database contains all critical information, such as financial records, customers data. as well as to avoid legal penalties. |
| Transmitted Data (confidentiality and integrity) | To protect sensitive information during the transmission from unauthorized access, and to avoid losing customers. As well as legal penalties. |
| Availability of software applications in employee’s devices | In order for the employees to perform their jobs affectively. To ensure customers satisfaction. |
| servers’ availability and reliability | To avoid servers’ downtime to ensure the customer’s satisfaction. To avoid damaging the company’s reputation. As well as to avoid financial losses |
| Availability and reliability of company’s website | To ensure high levels of customers satisfaction, therefore, it would be a competitive advantage and good reputation for the company. |

1. First of all, it was mentioned before that not all existing office devices (endpoints) are secure. Hackers can create network entrances by using endpoints. And lot of these devices are connected to other important devices for the company that might contain important information’s, such as the company’s servers. After reading some studies about this, around 74.5% of organizations had an attack from an end point. Endpoint attacks impact can include server damages, data loss, or harmful programs downloaded by the attacker that might cause hard disk failure.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Asset Name (including the CIA)** | **Possible Risks** | **Impact** | **Likelihood** | **Justification for likelihood and impact** |
| Main software failure(availability) and data corruption or stollen (availability and Confidentiality) | - server damages  - data loss  - hard disk failure | (Minor) | (Likely) | Likelihood: because hackers usually target weak end points.  Impact: it depends on the breach type, but it might affect the server. |

Secondly, it is mentioned that all devices at all monitoring stations are connected to a single subnet, and this is risky because if an unknown user connects to the same LAN, the network could be hacked. So, I think that they should use subnetting to separate the important network from other networks as subnets prevent devices from accessing the entire network, and corporations can choose which hardware and users have access to sensitive data.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Asset Name (including the CIA)** | **Possible Risks** | **Impact** | **Likelihood** | **Justification for likelihood and impact** |
| Network connectivity (data breaches)  Confidentiality and reliability of the network | -hacker attack | (Major) | (Unlikely) | Likelihood: because the data is encrypted.  Impact: might include the servers if hacker could reach the whole network |

Thirdly, it is mentioned that the data from each branch using an internet connection will be uploaded to the system (in the cloud). When switching to cloud computing, there are various security risks to consider. Malware is a common threat to cloud security. As cloud usage grows, organizations are more likely to experience data breaches, as cybercriminals are developing their ways of hacking, the company is opening themselves to the possibility of leakage of sensitive data. There is a lot of critical information for important people, which will result in loss or leakage for everyone’s information in there.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Asset Name (including the CIA)** | **Possible Risks** | **Impact** | **Likelihood** | **Justification for likelihood and impact** |
| Transmitted costumer’s data (confidentiality) | leakage of sensitive data | (Major) | (Unlikely) | Likelihood: because they are transmitting the data over a highly secured web application.  Impact: if it happened all people that have their data in there are going to be affected as it might get stolen, which might result in affecting their business as well. |

Furthermore, it is mentioned that the back door of the data center is easily opened, therefore, it is likely that someone either from outside or inside the company will try to access the network devices to steal information or plant some kind of malware into the devices to harm the system. So, either someone will look through the data(confidentiality), change them(integrity), or disable the devices(availability). Also, the room’s temperature and humidity should be controlled in order to preserve the availability of the devices. It can make a long-term effect in terms of both energy efficiency and cost savings.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Asset Name (including the CIA)** | **Possible Risks** | **Impact** | **Likelihood** | **Justification for likelihood and impact** |
| Database information (confidentiality integrity and availability)  Web servers’ availability and reliability | -Malware planting  -stealing information or change them  -hardware failure | (Major) | (Likely) | Likelihood: if no action was taken it can easily happen  Impact: because it includes affecting data as well as the affecting servers and other hardware devices. |

Another aspect to consider is the VPN (virtual private network), as mentioned that some staff got VPN access to the data center and can remotely run some apps. Of course, employees having VPN access is important because it helps them to have a safe remote access to the company’s server. Moreover, the massages and information’s sent through the internet are encrypted so no one can access them. But the VPN still have some risks, such as, if the VPN disconnects, the data may be exposed, and the secure channel is no longer available. But this can be managed by having something called a kill switch, it ensures that if a device loses its VPN connection, the internet connection will be stopped. As a result, the internet address is not exposed.

Moreover, it mentioned that some third parties also have VPN access. Allowing a third-party access to an organization’s networks carries a significant security risk. Even if they have no malicious intent, they play a dangerous role in data breaches, which can cost the company millions of dollars. It said that a third party is involved in about half of all the data breaches, because it is the weakest link of network, and if a hacker had access through a third party to the network it allows him to reach a lot of data. A third party could be easily tricked by a hacker somehow and he could give him access to his network, such as by phishing attacks. Therefore, third parties should be granted access to parts of the company that they might need.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Asset Name (including the CIA)** | **Possible Risks** | **Impact** | **Likelihood** | **Justification for likelihood and impact** |
| Transmitted Data (confidentiality and integrity) | -hacker stealing information or change them | (Moderate) | (Possible) | Likelihood: It can happen considering the misconfiguration.  Impact: hacker can have important information and it might keep going without anyone knowing. |

Next, is the misconfiguration on the security devices such as, the VPN and firewalls. Misconfiguration happens when the security settings are not implemented or contains errors. These kinds of errors are dangerous because they create gaps that makes the data and the company itself exposed to a breach or cyber-attack. It is said that 73 percent of companies have at least one misconfiguration in their system. One of the impacts of misconfiguration is the exposure of private information’s.

Unpatched software is one of the main reasons for having a malware. If the software isn’t always updated hackers can use the previous versions to harm the systems. A survey made by (Ponemon Institute) show that 60% of breaches in two years were caused by unpatched software.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Asset Name (including the CIA)** | **Possible Risks** | **Impact** | **Likelihood** | **Justification for likelihood and impact** |
| Availability of software applications in employee’s devices | -hacker attack | (Minor) | (possible) | Likelihood: hackers can easily attack unpatched software.  Impact: may include sensitive data exposure |

Every company should manage their password policy. And the organization’s employees, customers and third parties should be involved in this policy. Using week password policy will make the company suffer severely. Examples of the risks are, Phishing due to lack of awareness, brute force due to week passwords.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Asset Name (including the CIA)** | **Possible Risks** | **Impact** | **Likelihood** | **Justification for likelihood and impact** |
| - System software availability and reliability  -user’s data confidentiality and integrity | -hacker accessing a device and network | (Almost certain) | (Major) | Likelihood: easy access to devices with week passwords  Impact:  -can result in a system authentication failure and compromise system security.  -Can affect huge parts of the network including data, hardware, software.  -loss of productivity due to system downtime. |

Auditing gives the opportunity to gain valuable insights on how their business is performing. The word audit means to evaluate something. And one of the main reasons to use security audit is to protect the privacy of the customers. Having issues in auditing can put your company in possible danger. Auditing the network access control, encryption mechanisms, and how sensitive activities are being performed ensures that the company is safe, and everything is performed as it is supposed to be. And most importantly is that auditing identifies gaps in your system in order to fix them to insure the protection of your company.

Auditing issues:

|  |  |
| --- | --- |
| Risk likelihood | (Likely) because there might be a lot of vulnerabilities in the company. |
| Risk (impact) | (Catastrophic) major security breaches can happen, might lead to losing customer or even the business. |

1. In the begging it said that they are using one subnet for all devices, but it doesn’t mean that anyone in the network can access any information at any time. They are probably using firewalls in order to give the access for the data for only the people who are permitted to access these data.

Secondly, as they are uploading the data to the system using an internet connection, they are probably using encryption for the data due to the high importance of the data and the customers privacy, and to protect themselves from any law breaking.

Moreover, the private information that the customer place in their profile is probably also encrypted in order to protect their privacy while it is being transported to the cloud.

Also, with VPN access the firewalls might be used to prevent third parties from accessing data they shouldn’t access.

|  |  |
| --- | --- |
| Asset Name (including the CIA) | Controls initially used by the company |
| * Confidentiality of customers data and business sensitive information. * Integrity of business different critical data. * Availability of servers in datacenter. * Reliability and availability of the network. | firewalls |
| * Confidentiality of sensitive information stored in laptops. * Confidentiality of sensitive information stored in servers. * Availability of stored data in the datacenter. | encryption |

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| Asset | Threat/s | vulnerability | Controls | Impact | Likelihood | Level of Risk | Risk Priority |
| Confidentiality of user’s data/ and the reliability endpoint devices | Malware, unavailability of endpoint device. | Not all endpoints are secure | Firewalls  encryption | Minor | Likely | Medium | 5 |
| Network reliability  software and data (confidentiality, integrity, availability) | Hacking network | Using the same subnet for all devices | Firewalls | Major  (Can affect multiple parts from the network). | Unlikely | High | 7 |
| confidentiality and integrity of the transmitted data | Malware, man-in-the-middle attack | No clear vulnerabilities | encryption | (Major) | (Unlikely) | High | 8 |
| Availability of servers and software in data center | Theft, disabling systems, planting malware | Data center is not well secured | Firewalls | Major to catastrophic | Likely | Extreme | 2 |
| Availability of all hardware devices in the data center | System failure-overheating in data center | Temperature is poorly control | Old or week air conditioner | Moderate | Likely | High | 3 |
| Confidentiality, integrity of data transmitted using VPN | Malware, man-in-the-middle attack | Misconfiguration in VPN | encryption | Moderate | Possible | High | 4 |
| Availability and reliability of company’s website | Denial-of-service-attack (DDOS) | Misconfiguration in firewalls | Firewalls | Insignificant | possible | Low | 9 |
| Availability of software in the employee’s devices | malware | Unpatched software | Firewalls | Minor | possible | Medium | 6 |
| System software availability and reliability, and user’s data confidentiality and integrity | system authentication failure | Password policy issues | Firewalls | compromise system security (Major) | Almost certain | Extreme | 1 |

1. ways to improve Warmaksan’s IT security via:
2. security controls that could be applied to protect the most critical assets:

In order to protect the customer and the business-critical assets we need to protect both the network and the data center because if both of these were hundred percent secure there will be nothing to be afraid of.

1. **First of all is the network security**.

This can be done by correctly applying three main parts (Network topology, Security devices, and Security services).

* + - Network topology: which is basically the arrangement of the hardware devices such as a firewall, in order to protect the network’s security.

The firewall’s main job is to protect the network from untrusted traffic based on a set of rules. One of the best topologies is the demilitarized zone (DMZ) which basically a zone between the public and the private network. It’s made to protect and serve the clients while protecting the company and the same time.

* + - Security devices: devices that are made in order to protect the company’s assets and the client’s data at the same time.

There are few types of security devices that can be used:

1. Firewalls: a system made to protect the networks by controlling the access between them. One of the best firewalls applications is the Next-generation firewalls. This type of firewall provides better capabilities beyond the other firewalls. It provides intrusion prevention, controlling and scanning to block untrusted application, methods for dealing with growing security threats.
2. Intrusion detection and prevention devices: both of these technologies can complement each other. Intrusion detection’s main job is to detect any malicious traffic, but Intrusion prevention’s main job is to stop the malicious traffic completely.
   * + Security services: services that provides security for data and information transfer system of an organization.
3. Ipv4: used as an address for each device, it helps to enhance the security by knowing the source of the packet to know wither it is trusted, or it might be a threat for the network. And this can be done with the helping of NAT which translates private address to a public address.
4. VPN: a private network that acts as a tunnel in the internet, and it is better when encryption is used to protect the confidentiality of the data.
5. **Data Center Security: (Physical Security)**

It’s very important to protect data center in order to achieve the availability, integrity, and confidentiality of the customer and business data. this can be achieved through multiple layers or steps:

1. Employees: such as the guard and employees and possible third parties can help in protecting the data center by preventing unauthorized people from accessing any part of the data center.
2. Fences and physical barriers: used as first step of protecting the data center by preventing unauthorized people to enter the data center completely.
3. Doors: have multiple shapes depending on the place it was placed in, but it’s main job is to give access to places in the data center for the allowed people only. Therefore, some might be able to enter a certain room but not another one by having an identity.
4. Badging policies to identify the person that is in the data center.
5. Access control policies that give access to people to the places they are allowed to, and to prevent them from going into another.

|  |  |
| --- | --- |
| Critical Asset Name (including the CIA) | Controls to improve security |
| Sensitive data (confidentiality and integrity) | * Encryption * Access controls, such as passwords. * Data backup * Regular security auditing |
| Data links (availability, reliability) | * Firewalls * Intrusion detection and prevention systems |
| Main Servers (reliability, availability, integrity) | * Regular updates and patches for software * Anti-virus and anti-malware software * Access controls (passwords) |
| Employees devices (availability, integrity, and reliability) | * Anti-virus and anti-malware software * Access controls (passwords) * Regular updates and patches for software * Encryption |
| Company’s website | * Regular audits and updates * Web application firewall |

|  |  |
| --- | --- |
| Recommended controls to protect customers | * Using encryption to protect the customers sensitive data from unauthorized access and theft. * Using strong access control methods. For example, using multi-factor authentication in order to prevent unauthorized people from accessing customers data. * Applying security audits in a regular basis in order to look for any vulnerabilities in the system, to protect the customers data. * Applying data backup by regularly backing up the customers data. as well as having disaster recovery plan to protect the data from loss. |
| Recommended controls to protect business-critical data | * Securing the business data through implementing firewalls, as well as intrusion detection and prevention systems. * Applying Anti-virus and anti-malware software to all devices in the company, such as servers, laptops. * Implementing physical security methods, such as using guard, access control for datacenter, and cameras. * Training employees on the importance of applying all security rules, as well as training them on how to prevent security breaches. |

1. Data protection:

Data protection is critical because it protects an organization’s information against actions such as hacking, phishing, and identity theft. Organizations must protect their data effectively and upgrade their security procedures on a regular basis in order to protect the confidentiality, integrity, and the availability of the data.

How to protect the data?

There are multiple practices that could be applied in order to protect the data:

**1. Encryption**: It is a method in which a normal readable text gets converted into meaningless text usually in order to preserve the integrity of the data.

**2. Data backup**: a procedure that include copying data from one point to another in order secure it in case of a disaster, accident, or criminal action. There are multiple types of data backup that can be applied, such as full backup, differential backup, and incremental backup. And all data backups should be protected from any potential threat.

**3. Fire walls**: Tools (software or hardware) that are used to filter the network’s traffic in order to prevent any malicious traffic from accessing the network.

**4. Data loss prevention**: A group of methods and practices that are used to protect data from theft, loss, deletion, misuse, or other unwanted or illegal kinds of engagement.

Moreover, other strategies can be performed in order to protect the data, such as auditing of sensitive data, assessing the internal and external risks that might affect the data, as well as applying a data protection policy.

**Data protection regulations:**

Data protection regulations are considered as group of laws and guidelines that controls the storage, collection, transfers, and use of personal information. The main idea of these regulations is to protect the privacy of individuals as well as to make sure that these information are handled correctly and in a secure manner. One of the data protection regulations examples includes the European Union's General Data Protection Regulation (GDPR). For example:

* Data storage: define the rules ‘security measure’ on how to store the data to protect personal information.
* Data collection: choosing what data can be collected and how ell they be used.

1. IT security audit:

IT security audit analysis:

|  |  |  |
| --- | --- | --- |
|  | **Issue** | **What can be done** |
| **Physical component** | Not all devices are well secured | -antivirus software  -password policy |
| Door easily opened | -using doors that needs authorized access to open. |
| Humidity and temperature are poorly controlled in the data center | -buy a new air conditioner. |
| **Application and software** | Unpatched services and applications | -Making regular updates and fixes |
| **Network Vulnerabilities** | -Using one subnet | -subnetting the network |
| -Misconfiguration on firewalls and VPN | -know the misconfiguration reason and fix it |
| **Human dimension** | Password policy issues | -Applying new policies and making sure all people are following them |
| Auditing Issues | -making regular scanning on all system components |

**Security audit impact:**

1. Helps in determining the current security status in all possible fields, which means gaining better understanding of how secure the organization is.
2. Help to discover week areas in order to know wither the polices and standards should be changed and updated or not.
3. Helps in protecting the system from attacks by identifying flaws in the system that any hacker might use to gain access to the systems and networks.
4. Make sure that the organization is following polices, and laws to protect themselves.
5. Helps in saving money by showing potential attacks that might happen and preventing them.
6. **Risk assessment procedures:**

|  |  |
| --- | --- |
| Risk assessment approach used | Combined approach:   * Baseline approach * Detailed risk analysis |
| Risk assessment steps taken | 1. Identify the assets in the organization 2. Identifying potential threats, as well as their types and sources. 3. Identifying the vulnerability (flaws and weaknesses) in the system. 4. Knowing the existing controls that are used within the system. 5. Specifying both the impact using (assets and threats). As well as the likelihood based on the (threats, vulnerabilities, and controls). 6. Specifying the level of risk. |
| **Acceptable Risk Level** | **Low** |
| **Risk Assessment Type** | Qualitative |

1. **Risk management approach:**

ISO 31000 risk management is an international standard that was developed in order to offer organizations with risk management principles and guidelines. ISO 31000 was designed to suit any size of organization.

1. **The Risk management process:**
2. Identify the possible risks that might affect the organization’s progress.
3. Analyzing the risks by understanding the reasons and causes of the threats detected in the organization (likelihood, consequences, level of risk).
4. Evaluating the risks by comparing risk analysis results to risk criteria, you can determine if the risk level is appropriate.
5. Risk treatment: taking advantage of all the existed information and changing them to achieve net grow benefits.
6. Establish the context: understanding the department objectives and defining the external as well as the internal environment of the department.
7. Monitoring and review: monitoring and identifying change from the performance level, then review the effectiveness of the risk management process including the risks, controls, and treatments to achieve goals.
8. Communication and consultation: Help stakeholders in understanding the risks, how decisions are made, and the reasons why certain action are required. Therefore, communications involve promoting awareness and understanding of the risk, whereas consultation involves taking feedbacks and information’s that helps in the decision-making process.
9. **Principles of ISO 31000:**
10. Inclusive: in order to make sure that the risk management is successful, all the stakeholders should be involved.
11. Dynamic: the organization always changes as well as it is risks. Therefore, risk analysis should be performed daily in order for the company to keep functioning.
12. Based on best available information
13. Always consider human and cultural factors (risk related to human error or to organization’s culture).
14. Continues improvement through learning and experience to ensure better risk mitigation overtime.
15. **ISO 31000 framework and guidelines:**
16. Leadership: leaders within the company should make sure that the ISO 31000 is applied to go with the company’s culture and business objectives.
17. Integration: it is essential to reduce risk within as many organizational processes as possible, it is also crucial to avoid negatively impacting the performance of essential business processes.
18. Design: designing the risk management strategy to suit the organization needs.
19. **Benefits of the ISO 31000**:
20. Gives competitive advantage: when a certain company follows a well-known standard, people well have trust in this company, which well make them prefer it on other companies.
21. Protect the company’s profitability by mitigating risks and reducing financial damage.
22. Helps the company to acquire funding easier because of the trust that the banks and investors well have in it.
23. **Misalignment of IT security policy**

Misalignment can happen when there are conflicts between the managers in the company. Or the policies aren’t followed as they are supposed to be. Or else, it is a flaw between the organizational policy rules and the IT security polices and the compatibility between them which would affect the business and its systems negatively.

1. Impact of policy Misalignment:
2. Having misalignment in the company’s policy leads to having errors in the system, which means that the system will have vulnerabilities that could be used by someone to harm the company.
3. Misalignment make employees loss within the company because of the lack of knowledge and misunderstanding what they are supposed to do.
4. Misalignment might destroy the company’s reputation and lead the company to fail.
5. How to avoid misalignment:
6. Understand all the business objectives
7. Regular training for employees and management, and to always have a opened communication between employees and their managers as well as their colleges.
8. The administrators should keep track of their employees and everyone who’s included in the policies to know wither they are following the rules or not.
9. Always make sure that all policies are well understood in order to implement them in the best possible way.
10. Security policy for Warmaksan, including the main components of an organizational disaster recovery plan.

|  |  |
| --- | --- |
| **Included Policies** | **List of sub-policies** |
| 1. Server Policy | * Services and applications must be disabled when not being used. * Access control methods should be used to access services, such as Firewalls, and authentication methods. * The operating system on the server must be regularly updated. * The server must be physically placed in a well secured environment, and the temperature must be controlled. |
| 1. Backup policy | * The frequency of backup depends on the importance of the information. * Any unwanted data copies should be broken and burn. * The backed-up data should be protected from unauthorized access or environment conditions. * The backed-up data must be tested regularly to insure they can be recoverable. |
| 1. Information Security policy,   Ex. (**Email Policy**). | * All Warmaksan data contained in the email must be secured. * Warmaksan email account should only be use for business purposes. * Important emails should be preserved if needed. * Emails received shouldn’t be opened unless it is from a trusted source. |
| 1. Information Security policy,   Ex. (**Clear Screen/Desk Policy**). | * All computers shall be closed and password-protected when unattended * The computer shall be automatically locked when not used for four minutes. * When print sensitive information, the printer should be cleared immediately. * Password should not be in an accessible location in the desk. |
| 1. Network Policy | * All data that are being send through the network should be encrypted * All devices should have software firewalls. * All devices should have antivirus software. * Hardware firewall must be implemented to protect the network. * Patches and updates must be applied regularly on all devices to ensure network security. |

1. Justifying and reasoning for the selected elements.

|  |  |
| --- | --- |
| **Policy Introduction** | |
| **Included Policies** | **Justification for the Included Policies** |
| 1. Server Policy | * Implementation of this policy insures secure access to data. * It highlights the rights of server users. |
| 1. Backup policy | * Insures the availability of data in case of a hardware/software failure or physical disaster. * Provide protection for data in case of human error or the accidental deleting of crucial data. |
| 1. Information Security policy,   Ex. (**Email Policy**). | * Insure the proper use of Warmaksan email system for users. * Making users aware of the possible attacks from untrusted emails. |
| 1. Information Security policy,   Ex. (**Clear Screen/Desk Policy**). | * Reduce risk of unauthorized access. * Reduce risk of stolen, losing or damaging information during and outside work hours. |
| 1. Network Policy | * Ensuring the security of the network. * Helps the network to operate in the best way. |

1. Evaluating the tools in this policy.

|  |  |
| --- | --- |
| **Tools used within the policy** | **The Evaluation of the Tool** |
| 1. Software and hardware firewalls | They are used to prevent unauthorized access to network and devices, by blocking malicious or unwanted traffic from accessing the network. |
| 1. Antivirus software | Used to detect and prevent malicious traffic from accessing the network. |
| 1. Access control method | Used to allow only trusted people to access a certain information or network. And prevent unauthorized users.  Also, prevent unauthorized people from accessing physical places in the business. |
| 1. Data backup software | Used to store critical information, so in case of an emergency the data well be preserved from any potential loss. And using the software well help in accessing the data faster. It also provides antivirus protection to protect data from any potential attack. |

1. **Stakeholder’s roles to implement security audit recommendations.**
2. Management:
3. Making sure that all recommendations of security audit are applied effectively and on time
4. Making sure that all necessary resources where organized to come up with recommendations. And the implementations have no bad effect on the company’s operations.
5. IT officers:
6. They are responsible of knowing the measures of technical security that were recommended by the security audit and implement them.
7. Making sure that all measures are correctly implemented, and they have no negative affect on the system’s performance.
8. Risk owners:
9. Making sure that risks that are related to the security vulnerabilities that are shown by security audit are reduced.
10. Working hand by hand with management and IT to apply the measures that were suggested and ensure that the risks are manageable.
11. Facility and security officers:
12. Making sure that the datacenter and all buildings are physically secured.
13. Making sure that the security measure that were recommended are applied and ensure the security of the data center.
14. Compliance officers:
15. Make sure that the company is following the suggestion of the security audit.
16. Working with other stakeholders in order to make sure that all measures recommended are applied and the organization is complying.

|  |  |  |
| --- | --- | --- |
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