# 第一周

# 项目前期调研

1. **项目背景**

随着民航信息化建设的发展，民航行业对网络和信息的依赖性越来越强，但相对应的安全管理体制不健全、监管制度不完善、安全顶层规划设计缺失和建设滞后使得应对当前日益复杂的攻防对抗局势乏力。为加大网络与信息安全监管力度，需要基于现有安全监管体系开发民航网络与信息安全管理平台。

1. **安全态势感知和威胁感知**

网络安全态势感知（Network Security Situation Awareness, NSSA）是对网络系统安全状态的认知过程，包括对从系统中测量到的原始数据逐步进行融合处理和实现对系统的背景状态及活动语义的提取，识别出存在的各类网络活动以及其中异常活动的意图，从而获得据此表征的安全态势和该态势对网络系统正常行为的影响的了解[[1]](#endnote-1)。

威胁感知是网络安全态势感知系统的核心功能之一，威胁感知基于一定的判别机制，实现对网络中恶意行为的识别和警报。目前威胁感知的基本方法有两种，一种是基于特征的分析方法，该方法基于已知的攻击方式，建立威胁模型，从而识别恶意行为。这种方式易于实施，但面对未知的攻击方式时，其辨识能力差，且无法及时对防御策略进行更新。另一种方法是基于异常的分析方法，该方法通过建立正常行为模型，并以此为基准判断网络行为是否正常，从而分辨恶意行为。该方法很好地克服了第一种方法的局限性，但若基准设置不精确，则会产生严重的误报问题。

1. **国内外研究现状**

网络态势感知源于空中交通监管(Air Traffic Control, ATC)态势感知，是一个比较新的概念[[2]](#endnote-2)。Time Bass于1999年在文献中首次提出网络安全态势感知的概念，其目的是关联相互独立的IDS以融合攻击信息用于评估网络安全[[3]](#endnote-3)。但是他仅限于理论上的研究，未能实现理论模型的应用。2001年，Information Extraction & Transport在研究攻击的检测方法和攻击对网络安全的影响时，为了检测广域计算机的攻击和评估态势响应，开发了一种SSARE工具，将理论方法付诸应用，但是该工具所用方法过于依赖专家主观经验[[4]](#endnote-4)。卡内基梅隆大学开发的SILK (the System for Internet-Level Knowledge)是一个流量分析工具集合。该系统支持高效的采集、存储及网络流量数据的分析，使网络安全分析师快速地查询大型历史流量数据集[[5]](#endnote-5)。

国内在网络态势感知方面的研究起步较晚，相应的研究成果也较少。2005 年冯毅在《中国信息战》中发表文章《关于我军信息与网络安全的几点思考》，提出从包括网络空间态势感知等四个方面入手，研究网络空间信息安全技术[[6]](#endnote-6)。文中提出网络空间态势感知的关键技术主要是网络空间多传感器数据融合技术和数据挖掘技术。华北电力大学李元诚等申请的专利《一种网络安全态势感知方法》，公开了信息安全技术领域中的一种网络安全态势感知方法[[7]](#endnote-7)。宋一非等人于2016年开发的《基于大数据的信息安全威胁感知平台》利用大数据技术实现了对网络安全的监管。吴小雄则进行了基于关联规则的威胁感知的研究，提出了一种新的数据转化的方法以及新的数据挖掘算法[[8]](#endnote-8)。史海滨提出了一种基于机器学习来进行威胁感知的方法，使用了神经网络框架Caffe来实现算法[[9]](#endnote-9)。

网络安全态势感知作为安全研究领域新热点之一，对网络环境内安全要素进行采集、分析，并预测未来发展趋势。网络安全态势感知已在数据融合、评估方法、体系结构等领域取得相应研究成果，但基本属于理论学术层面偏多，实际应用案例偏少[[10]](#endnote-10)。

1. **研究内容总结**

可以看出，随着网络规模不断增大，结构日益复杂，研究方向逐渐偏向利用以数据作为威胁感知的依据，人的主观经验不再占据主导地位，而仅仅提供方向指导以及辅助检测的作用。一方面，因为传统的威胁感知系统，例如防火墙等，大多基于正则匹配等人为设定的规则，这样的方法本身存在比较严重的误报问题，同时在面对未知威胁时也会由于规则更新不及时而失去感知能力，如今网络中攻击手段逐渐多样化，传统的威胁感知方法已经不能完全满足安全需求。另一方面网络规模的扩张使得日志和流量信息不断增加，在数据量足够大的情况下，数据可靠性有了一定保障，而硬件的传输、存储、计算能力的提升，为大批量的数据处理提供了条件。因此，数据挖掘和机器学习技术成为了研究的主流。

数据挖掘技术通过对数据进行人为的特征提取，进一步对威胁数据建立模型，最后从数据中挖掘出一定的关联规则，基于关联规则和威胁模型进行来判断攻击行为。机器学习是一种十分灵活的分类、回归方法，主要通过已经明确分类的数据来建立模型，但也能够应用一些聚类算法来进行初始分类，而根据应用领域以及数据结构的不同，又可以选择使用效果最佳的算法。但近几年的研究表明，其中效果最好的算法，如神经网络，并不具有良好的可解释性，这意味着在追求最佳感知性能的情况下，这种方法不能帮助加强人对攻击行为的理解，而目前来看，若需要进一步加强系统的感知能力，人为的指导是十分关键的，所以在实际应用中还需要做出权衡。另一个问题在于，虽然基于机器学习的威胁感知研究成果不断丰富，但大多数结果来自于公共数据集或实验室环境，在民航网络中的应用需要深入探究。

1. **对项目的个人理解**

根据本人对项目的了解，将主要开发工作内容总结为以下几个部分：

1. 数据采集：对相应数据源进行采集存储，形成原始的安全数据仓库。重点在于数据传输和存储，由于数据量巨大，对采集、传输、存储系统的性能要求较高，并且需要采取妥善的管理措施，以便于后续的开发和数据调用。
2. 数据处理：数据的处理工作可以分为三步，第一步是对原始数据进行清洗，去除无效数据。第二步是进行数据的统一，确定数据的标准后，去除无用信息，并对空缺部分补充默认值等，再将数据用统一格式重新保存。第三步是对数据的丰富，对数据的相关信息进行补充。
3. 数据呈现：利用所得数据对用户和管理员进行反馈，包括威胁感知和警报、数据可视化、资产管理、安全状况评估、安全策略管理等。
4. **个人研究意向**

**目前机器学习已经广泛应用于网络安全的研究中，但针对民航网络实际情况的研究却并不深入，主要原因是数据的匮乏。本次项目进行民航网络的数据采集和融合，并建立数据仓库，这将成为理想的研究资源。本人希望参加本次项目的开发工作，加深对数据的认识和理解，并利用所得部分数据完成进一步的分析研究，主要方向是基于机器学习的威胁感知，内容包括民航网络中恶意行为的识别、分类、预测等。**
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