GoDaddy憑證產生方法

產生RSA公私鑰，密鑰庫密碼 ssl@zonvan

|  |
| --- |
| keytool -genkey -alias mypay -keyalg RSA -keysize 2048 -keystore keystore.jks |

並且產生CSR給GoDaddy審核，將certreq.txt的內容複製到GoDaddy網站

|  |
| --- |
| keytool -certreq -alias mypay -file certreq.txt -keystore keystore.jks |

拿到核發的憑證後，執行以下命令安裝根憑證：

|  |
| --- |
| keytool -import -alias root -keystore keystore.jks -trustcacerts -file gd\_bundle-g2-g1.crt |

執行以下命令安裝中繼憑證：

|  |
| --- |
| keytool -import -alias intermed -keystore keystore.jks -trustcacerts -file gdig2.crt |

執行以下命令，在 keystore 中安裝已簽發的憑證：

|  |
| --- |
| keytool -import -alias tomcat -keystore keystore.jks -trustcacerts -file fcce95b7a69531a9.crt |

修改tomcat目錄下的conf/Server.xml，新增以下內容

|  |
| --- |
| <Connector port="443"  maxThreads="150" SSLEnabled="true" scheme="https" secure="true"  keystoreFile="conf/keystore.jks" keystorePass="ssl@zonvan"  clientAuth="false" sslProtocol="TLS" /> |
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