問題１【解答：エ】

　のセキュリティは、セキュリティポリシをさせるためにを

することで、セキュリティにするのをめることをとしている。の「は、の、びにじてする」ことがである。

ア：　は、にするべきである。

イ：　にしては、されたでをするにするべきである。

ウ：　すべてのをとしてするべきである。

問題２【解答：ウ】

　バイオメトリクス（）は、のによってすることである。のをあらかじめし、としてする。したがって、バイオメトリクスのとしてなものは、「のでする」ことである。

問題３　【解答：ウ】

ア：　ウィルスは、みきをったファイルにするもあるので、ハードディスクのはにうべきである。

イ：　ウィルスは、システムがしている、いつでもしてくるがあるので、ウィルスソフトはにさせてするべきである。

ウ：　コンピュータウィルスはがされており、てがのウィルスとはらないのでもウィルスがいるのをしてうべきである。

エ：　プロバイダのウィルスチェックはであるが、USBメモリやCD-ROMなどからするもあるので、PCにもウィルスソフトをするべきである。

問題４【解答：ア】

・（CAPTCHA）

：プログラムによるをするである。にされたんだやをさせ、がしたかどうかする。

・コンテンツフィルタ

：Webサイトのデータ（コンテンツ）をふるいける（フィルタリング）である。セキュリティのやにのあるWebサイトなどをする。

・かし

：コピーなどをするである。などのデータに、はされない（けてえる）やなどをめむ。

・バイオメトリクス（））

：のによってすることである。されていないを、がされているなどにれないようにするためにされる。

問題５【解答：ウ】

　アクセスは、（データベース）へのアクセスをごとにすることでアクセスによるの（②）やざん（③）をぐことをとする。

①　DoS（Denial of Service）は、のサーバにのデータをしけ、サーバのCPU、メモリなどになをかけてサービスをするであり、などをわなくてもなので、アクセスをしてもぐことはできない。

②ショルダハッキングは、パスワードをしているのキーボードのやにされたを、からであり、アクセスをしてもぐことはできない。

したがって、なアクセスをすることによってがあるものは、「②、④」である。

問題６【解答：イ】

ａ：　にをするがされているので、のあるだけにをすることができる。（適切）

ｂ：　はしていないので、がにいたはできない。

ｃ：　システムにはをするので、をみてされたをすることはできる。（適切）

ｄ：　はしていないので、にいるをすることはできない。

したがって、このシステムでできることは「ａ、ｃ」である。

問題７【解答：エ】

　SSLマークは、データのとサーバによるをえたセキュリティプロトコルSSL（Security Sockets Layer）がされていることをすマークである。

ア：　SSLは、をえたセキュリティプロトコルなので、サーバをできたことによってのサイトでないとできる。しかし、のサイトでないことができるだけであり、ショッピングサイトのがしていることをするものではない。

イ：　したがににくかは、ショッピングサイトのやシステムなどのであり、SSLでできることではない。

ウ：　SSLでは、ディジタルをしてざんをするみはあるが、ざんされたをすることはできない。

エ：　SSLは、データのをえたセキュリティプロトコルなので、などがしたはされてられる。その、でされたとしても、されたができなければ、することはない。（正解）