２．３　情報セキュリティ（アクセス制御）

問題１

　パスワードに関する記述のうち、適切なものはどれか。

ア：　パスワードには、英単語など意味のある言葉を使用する。

イ：　パスワードは必ずメモして起き、だれからも見やすい場所に貼っておく。

ウ：　パスワード漏洩の事実が発覚した場合、速やかに管理者に報告する。

エ：　忘れないようにするために、できるだけ短いパスワードを設定する。

問題２

　一度の認証で、許可されている複数のサーバやアプリケーションなどを利用できる仕組みを何というか。

ア：　シングルサインオン

イ：　ディジタルフォレンジックス

ウ：　バイオメトリクス認証

エ：　ワンタイムパスワード

問題３

　ネットワークにいて、外部からの不正アクセスを防ぐために内部のネットワークと外部のネットワークの間に置かれるものはどれか。

ア：　DNSサーバ

イ：　サーチエンジン

ウ：　スイッチングハブ

エ：　ファイアウォール

問題４

　セキュリティに問題があるPCを社内ネットワークなどに接続させないことを目的とした仕組みであり、外出先で使用したPCを会社に持ち帰った際に、ウィルスに感染していないことなどを確認するために利用するものはどれか。

ア：　DMZ

イ：　IDS

ウ：　検疫ネットワーク

エ：　ファイアウォール

問題５

システムの利用者認証技術に関する記述のうち、適切なものはどれか。

ア：　一度の認証で、許可されている複数のサーバやアプリケーションなどを利用できる仕組みをチャレンジレスポンス認証という。

イ：　指紋や音声など、身体的な特徴を利用して本人認証を行う仕組みをシングルサインオンという。

ウ：　特定の数字や文字の並びではなく、一についての情報を覚え、認証時には画面に表示された表の中で、自分が覚えている位置に並んでいる数字や文字をパスワードとして入力する方式をバイオメトリクス認証という。

エ：　認証のために一度しか使えないパスワードのことを、ワンタイムパスワードという。

問題６

　企業内ネットワークからも、外部ネットワークからも論理的に隔離されたネットワーク領域であり、そこに設置されたサーバが外部から不正アクセスを受けたとしても、企業内ネットワークには被害が及ばないようにするためのものはどれか。

ア：　DMZ

イ：　DNS

ウ：　DoS

エ：　SSL

問題７

　無線LANのセキュリティにおいて、アクセスポイントが接続要求を受け取ったときに、端末固有の情報をもとにアクセス制御を行う仕組みはどれか。

ア：　ESSID

イ：　MACアドレスフィルタリング

ウ：　WEP

エ：　WPA
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問題１【解答：ウ】

　パスワードは、利用者本人しか知らない文字列（キーワード）である。利用者が入力したIDとパスワードを使用して、システムがアクセスを許可した本人かどうか確認（利用者認証）する。パスワードの運用では、パスワードが推測されないことと、第三者に漏洩しないことに注意する。

ア：　パスワードは、英数字などを組み合わせた、意味のない文字列にすべきである。英単語などを利用すると、辞書攻撃で簡単に解読されてしまう。

イ：　パスワードを書いたメモなどは、人目に触れるところに空いておくべきではない。メモしたい場合には、その管理方法に十分配慮する必要がある。

ウ：　パスワード漏洩の事実が明らかになった場合は、速やかに管理者に連絡すべきである。また、漏洩したパスワードはすぐに変更するか、管理者が無効にする。（正解）

エ：　パスワードは、必要十分な長さ（最低６から８文字）にすべきである。短いパスワードは、総当たり攻撃で解読されやすい。

問題２【解答：ア】

問題３【解答：エ】

問題４【解答：ウ】

問題５【解答：エ】

問題６【解答：ア】

問題７【解答：イ】

・ESSID（Extended SSID；ネットワーク識別子）

：無線LANのアクセスポイントを識別するネットワーク識別子である。

・MACアドレスフィルタリング

：接続を許可する端末のMACアドレス（端末固有の情報）をアクセスポイントにあらかじめ登録しておき、登録されていないＭＡＣアドレスを持つ端末からの接続を拒否する機能である。（正解）

・WEP（Wired Equivalent Privacy）

：WEPパスワードとSSIDを利用して、無線LANの暗号化を行う方式である。

・WPA（Wi-Fi Protected Access）

：ＷＥＰを改良した方式で、一定時間ごとに鍵を生成／更新する暗号化プロトコルTKIP（Temporal Key Integrity Protocol）を利用して無線LANの暗号化を行う。