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| **1과목 : 시스템 보안** |

**1. 내부 정보 유출 차단을 위한 보안 제품은 무엇인가?**
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   ① DRM **❷**DLP

   ③ VDI ④ EDMS

**2. 다음 중 Windows에서 사용하는 일반사용자 그룹인 Users 그룹에 대한 설명 중 적합하지 않은 것은?**

   ① User는 시스템 크기의 레지스트리 설정, 운영체제 파일 또는 프로그램 파일을 수정할 수 없다.

   ② User는 워크스테이션을 종료할 수는 있지만 서버는 종료할 수 없다.

   ③ Users가 로컬 그룹을 만들 수는 있지만 자신이 만든 로컬 그룹만 관리할 수 있다.

**❹**Users 그룹의 구성원은 다른 Users 그룹에서 실행할 수 있는 프로그램을 설치할 수 있다.

**3. 파일 무결성 점검 도구에 해당하는 것은?**

   ① John the Ripper **❷**Tripwire

   ③ Snort ④ Nmap

**4. 주체가 주도적으로 자신이 소유한 객체(파일 등)에 대한 접근권한(Read, Write, Execution, Append 등)을 다른 주체(사용자)에게 양도하는 등의 행위가 가능한 접근통제 정책은?**

   ① MAC ② RBAC

   ③ CBAC **❹**DAC

**5. 다음 지문이 설명하는 파일 시스템은?**
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**❶**exFAT(Extended File Allocation Table)

   ② ext4(extended file system)

   ③ HFS(Hierarchical File System)

   ④ ReFS(Resilient File System)

**6. 다음은 윈도우 부팅 순서이다. 올바르게 나열된 것은?**
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   ① 바-다-라-가-마-나 **❷**나-바-가-다-라-마

   ③ 나-바-다-라-가-마 ④ 바-가-마-나-다-라

**7. 소유자 외에는 읽기, 쓰기, 실행 등 일체의 접근을 불허하기 위한 umask 설정값으로 알맞은 것은?**

   ① umask 077 ② umask 020

   ③ umask 022 **❹**umask 066

**8. 'last' 명령을 사용하여 정보를 확인할 수 있는 로그파일은?**

**❶**wtmp ② utmp

   ③ pacct ④ lastlog

**9. 다음 지문에서 설명하는 파일은 무엇인가?**
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   ① hosts.equiv **❷**hosts

   ③ inetd.conf ④ shadow

**10. 다음 지문에서 설명하는 것은?**
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    ① Session **❷**Web Beacon

    ③ Super Cookie ④ History Stealing

**11. access log에는 referer라는 필드가 존재한다. 이 필드가 의미하는 것은?**

    ① 서비스에서 발생하는 이벤트 서버와 글로벌 카달로그 사이의 연결문제를 기록한다.

**❷**사이트를 방문한 사용자가 어떤 경로를 통해 사이트를 방문했는지 알 수 있게 해준다.

    ③ 시스템 구성요소가 기록하는 이벤트로 시스템 부팅 시 드라이버가 로드되지 않는 경우와 같이 구성요소의 오류를 기록한다.

    ④ 응용프로그램이 기록한 다양한 이벤트가 저장되며, 저장되는 부분은 소프트웨어 개발자에 의해 결정된다.

**12. 루트 사용자 소유로 SUID 권한을 부여한 경우, 이러한 파일로 의심되는 파일을 검색하는 명령어로 알맞은 것은?**

    ① find / -user –perm –1000 -print

    ② find / -user –perm –2000 -print

    ③ find / -user –perm –3000 -print

**❹**find / -user –perm –4000 -print

**13. Unix 명령($ ls -l)의 실행 결과에 대한 설명으로 가장 옳은 것은?**
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    ① 파일 aaa에 대한 소유자는 bbb이다.

    ② 파일 bbb에 대한 소유자는 aaa이다.

**❸**파일 ccc에 대한 소유자는 aaa이다.

    ④ 파일 aaa에 대한 소유자는 ccc이다.

**14. Crontab을 이용해 정기적으로 매일 오전 1시에 아파치 웹 서버 로그를 백업하고자 한다. 백업 경로는 /backup/logs/ 이며, 파일 이름은 “log-년월일시분” 형식을 따른다. 정상적으로 작동시키기 위해 Crontab에 등록해야할 값으로 올바른 것은? (파일이름 예시: log-201903210019)**

    ① \* \* \* 1 0 cp /etc/httpd/logs/access\_log /backup/logs/log-'date + ∖%Y∖%m∖%d∖%H∖%M'

**❷**0 1 \* \* \* cp /etc/httpd/logs/access\_log /backup/logs/log-'date + ∖%Y∖%m∖%d∖%H∖%M'

    ③ \* \* \* 0 1 cp /etc/httpd/logs/access\_log /backup/logs/log-'date + ∖%Y∖%m∖%d∖%H∖%M'

    ④ 0 1 \* \* 0 cp /etc/httpd/logs/access\_log /backup/logs/log-'date + ∖%Y∖%m∖%d∖%H∖%M'

**15. 하드웨어 및 소프트웨어를 탑재한 시스템 요소를 의미하는 것은?**

**❶**TCB ② EGID

    ③ PCB ④ CC

**16. 다음 지문에서 설명하고 있는 공격은 무엇인가?**
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    ① 스펙터 ② 캐시 포이즈닝

**❸**멜트다운 ④ 미라이

**17. 윈도우 로그는 무엇인가?**
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    ① 응용 프로그램 로그 **❷**시스템 로그

    ③ 보안 로그 ④ 설정 로그

**18. 파일 공유와 관련된 서비스 포트에 대한 내용으로 적절하지 않은 것은?**

    ① 445(TCP/UDP, Direct Host)

② 139(TCP, NetBIOS Session)

    ③ 137(UDP, NetBIOS Name)

**❹**335(UDP, NetBIOS Datagram)

**19. 유닉스 시스템에서 계정과 패스워드에 관련된 설명으로 틀린 것은?**

    ① 유닉스 시스템에서 사용자들은 각각 고유의 아이디를 갖고 있으며, 그 아이디에 대한 정보는 /etc/passwd에 저장된다.

    ② 유닉스 시스템에서는 각각의 사용자만이 접근 가능한 파일과 디렉터리가 존재할 수 있다.

    ③ 사용자 패스워드는 /etc/passwd 또는 /etc/shadow 파일에서 관리한다.

**❹**/etc/shadow 파일에는 사용자의 패스워드가 AES-256 알고리즘에 의해 암호화되어 저장된다.

**20. 접근권한을 확인하였더니 'rwSr- -r- -'이었다. 권한 내의 대문자 S에 대한 설명으로 옳은 것은?**

**❶**SetUID를 실행 권한이 없는 파일에 설정할 경우 대문자 S로 표기된다.

    ② SetGID를 실행 권한이 없는 파일에 설정할 경우 대문자 S로 표기된다.

    ③ 디렉터리에 스티키 비트가 설정되어 대문자 S로 표기하였다.

    ④ SetGID를 설정하여 대문자 S로 표기하였다.

|  |
| --- |
| **2과목 : 네트워크 보안** |

**21. 다음은 WEP에 대한 설명이다. 빈칸 ㉠에 들어갈 내용으로 적절한 것은?**
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    ① Encryption Key ② Initial Key

**❸**Initial Vector ④ Encryption Vector

**22. 무선랜의 전송 패킷에 덧붙여지는 32bytes 길이의 고유 식별자로서, 무선장치들이 BSS(Basic Service Set)에 접속할 때 패스워드같이 사용되는 코드는 무엇인가?**

**❶**무선 네트워크 아이디(SSID)

    ② WEP(Wired Equivalent Privacy)

    ③ MAC(Message Authentication Code)

    ④ RFID 태그

**23. 지문에서 설명하고 있는 것은?**
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    ① NFV(Network Function Virtualization)

    ② MDR(Managed Detection &Response)

    ③ EDR(Endpoint Detection &Response)

**❹**SDN(Software Defined Networking)

**24. 다음 중 지능형 지속 위협에 대한 설명으로 옳은 것은?**

    ① 공격의 설계부터 침투까지 매우 빠른 시간 내에 이루어진다.

    ② 다른 형태의 공격들에 비해 대체로 공격자의 비용이 적게 든다.

**❸**시스템관리자는 가능한 모든 공격을 고려해야 되기 때문에 방어가 매우 어렵다.

    ④ 하나의 타깃에 대해서 같은 방법으로 지속적으로 뚫을 때까지 공격하는 것이다.

**25. 다음 지문의 빈칸 ㉠, ㉡에 들어갈 용어로 올바르게 짝지어진 것은?**
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    ① ㉠ MAC ㉡ 암호화 **❷**㉠ MAC ㉡ 인증

    ③ ㉠ 스위치 ㉡ 인증 ④ ㉠ 스위치 ㉡ 암호화

**26. OSI 7 Layer 중 어느 계층에 대한 설명인가?**
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**❶**Transport Layer ② Network Layer

    ③ Session Layer ④ Physical Layer

**27. 틀린 것은?(문제 복원 오류로 문제 내용이 정확하지 않습니다. 정확한 문제 내용을 아시는분 께서는 오류신고를 통하여 내용 작성 부탁 드립니다. 정답은 2번 입니다.)**

    ① 출발지 211.1.99.1 / 목적지주소 32.15.1.1인 패킷은 규칙 1에 의해 거부된다.

**❷**출발지 211.1.99.1 / 목적지주소 32.15.6.15인 패킷은 규칙 2에 의해 허용된다.

    ③ 출발지 211.1.37.15 / 목적지주소 32.15.6.15인 패킷은 규칙 2에 의해 허용된다.

    ④ 출발지 211.1.37.15 / 목적지주소 32.15.1.1인 패킷은 규칙 3에 의해 차단된다.

**28. TCP의 3-Way Handshaking을 통한 서버와의 연결 설정 과정에서, 연결에 성공한 클라이언트 측의 연결 상태 천이 다이어그램상의 상태 변화의 순서를 바르게 나열한 것은?**

    ① CLOSED→SYN\_RCVD→ESTABLISHED

**❷**CLOSED→SYN\_SENT→ESTABLISHED

    ③ LISTEN→SYN\_RCVD→ESTABLISHED

    ④ LISTEN→SYN\_SENT→ESTABLISHED

**29. 보안 솔루션은 무엇인가?**

![EMB000043b06dde](data:image/gif;base64,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)

    ① SIEM **❷**SOAR

    ③ NGFW ④ UTM

**30. 다음 지문은 무엇에 대한 설명인가?**

![EMB000043b06de0](data:image/gif;base64,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)

**❶**traceroute ② ping

    ③ netstat ④ route

**31. NMAP 포트 스캔에 대한 설명으로 올바르지 못한 것은?**

    ① TCP Connect Scan: 대상 포트에 대해 3-Way Handshaking을 정상적으로 통신하는 방식으로 정상적이면 포트가 열려있다고 판단할 수 있다.

**❷**TCP FIN Scan: 대상 포트로 FIN 패킷을 전송하는 방식으로 응답을 받으면 포트가 열려있다고 판단할 수 있다.

    ③ TCP X-MAS Scan: 대상 포트로 FIN, URG, PSH 플래그가 모두 설정된 패킷을 전송하는 방식으로 응답을 받으면 포트가 닫혀있다고 판단할 수 있다.

    ④ TCP Null Scan: 대상 포트로 NULL 패킷을 전송하는 방식으로 응답을 받으면 포트가 닫혀있다고 판단할 수 있다.

**32. 다음 중 스푸핑 공격의 종류가 아닌 것은?**

    ① ARP ② DNS

    ③ IP **❹**UDP

**33. 가장 상위의 계층에서 이루어지는 서비스 거부 공격은 무엇인가?**

    ① ICMP Flooding Attack ② LAND Attack

**❸**HTTP GET Flooding Attack ④ Teardrop Attack

**34. 침입탐지시스템(IDS)에 대한 설명으로 가장 옳은 것은 무엇인가?**

**❶**침입 경로를 찾을 수 있도록 탐지대상으로부터 생성되는 로그를 제공한다.

    ② Host-IDS는 운영체제에 독립적이다.

    ③ 오용 침입탐지 기법은 오탐률(False Positive)이 높다.

    ④ '침입분석 및 탐지→ 데이터수집→데이터 가공 및 축약→보고 및 대응'의 단계로 실행된다.

**35. 공격 특징 및 대응방안과 관련성이 가장 높은 것은?**
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    ① UDP Flooding **❷**SYN Flooding

    ③ ICMP Flooding ④ GET Flooding

**36. VPN에 대한 설명으로 올바르지 못한 것은?**

    ① SSL VPN은 웹브라우저만 있으면 언제 어디서나 사용이 가능하다.

    ② IPSec VPN은 네트워크 계층에서 안전하게 정보를 전송하는 방법이다.

**❸**IPSec VPN은 운영방식에 따라 트랜스포트 모드만 지원하고 암호화 여부에 따라 ESP, AH 프로토콜을 사용한다.

    ④ 기본적으로 SSL VPN과 IPSec VPN은 데이터의 기밀성과 무결성이 동일하며, 단지 데이터의 암호화 구현 방식에 차이가 있다.

**37. 다음 지문에서 빈칸 ㉠에 해당하는 것은?**
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**❶**Proxy ② Cookie

    ③ Apache ④ ActiveX

**38. 침입탐지시스템(IDS)에 대한 설명으로 가장 적절하지 않은 것은?**

**❶**패킷의 유형에 따라 차단하거나 보내주는 간단한 패킷 필터링 기능을 제공한다.

    ② 네트워크상의 패킷을 분석하여 침입을 탐지하거나, 내부 사용자들의 활동을 감시하여 해킹 시도를 탐지한다.

    ③ 네트워크 기반, 호스트 기반, 오용 탐지, 비정상 탐지 등이 있다.

    ④ 침입 경로를 찾을 수 있도록 탐지대상으로부터 생성되는 로그를 제공한다.

**39. 비대면 업무 환경에 대한 설명으로 올바르지 않은 것은?**

    ① 기업 업무망에 안전하게 접속하기 위해서는 VPN 또는 암호통신이 필수적이다.

**❷**원격 근무자가 기업 업무망에 VPN을 통해 접속할 경우 다중 인증을 사용하지 않아도 안전하다.

    ③ 구축형 영상회의 플랫폼을 이용할 경우 참가자는 기업에서 제공하는 VPN을 이용해서 접속해야 한다.

    ④ 비대면 업무에 사용하는 네트워크 환경이 안전하지 않을 경우 통신 내용 또는 데이터가 유출될 수 있다.

**40. traceroute 프로그램은 icmp protocol을 이용하여 패킷의 전송경로를 보여주는 프로토콜이다. 다음 icmp 메시지 중 traceroute와 연관이 있는 것은?**
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**❶**가, 나 ② 나, 다

    ③ 다, 라 ④ 가, 라

|  |
| --- |
| **3과목 : 어플리케이션 보안** |

**41. 다음 지문에서 설명하는 DRM 기술은 무엇인가?**
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    ① DOI ② 핑거프린팅

    ③ 안티탬퍼링 기술 **❹**워터마킹

**42. 서버를 점검하던 중 다음과 같은 문장이 포함된 ASP 스크립트가 존재하는 것을 알게 되었다. 의심되는 공격은 무엇인가?**
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    ① Buffer Overflow ② CSRF

**❸**웹셸(WebShell) ④ DoS/DDoS

**43. 다음 지문에서 설명하고 있는 DNS 구성요소는?**
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    ① whois 클라이언트  ② 리소스 레코드 에이전트

    ③ 도메인 제어기     **❹**리졸버

**44. HTTP 요청 방식은 무엇인가?**

![EMB000043b06dee](data:image/gif;base64,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)

    ① GET 방식 **❷**POST 방식

    ③ HEAD 방식 ④ CONNECT 방식

**45. FTP 공격 유형 중 어떤 공격 유형인지 고르면?**
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    ① FTP 무차별 대입 공격 **❷**FTP 바운스 공격

    ③ 익명 FTP 공격 ④ TFTP 공격

**46. 다음 빈칸 ㉠에 들어갈 내용으로 알맞은 것은?**

![EMB000043b06df2](data:image/gif;base64,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)

    ① Cookie **❷**Set-Cookie

    ③ Session ④ Keep-alive

**47. 전자서명(Digital Signature) 메커니즘에서 제공되는 기능과 가장 거리가 먼 것은?**

    ① 메시지 송신자에 대한 인증

    ② 전자서명 메시지에 대한 부인방지

    ③ 전자서명 검증 과정을 통한 메시지 무결성

**❹**송수신 메시지에 대한 비밀성

**48. 다음 지문에서 설명하는 서명 방식은?**
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**❶**이중 서명 ② 은닉 서명

    ③ 비밀 서명 ④ 지불 서명

**49. TFTP에 대한 설명으로 옳지 않은 것은?**

    ① RRQ와 WRQ 메시지는 클라이언트가 서버에게 전송하는 요청이다.

    ② DATA 메시지는 클라이언트와 서버가 모두 사용한다.

    ③ ACK 메시지는 클라이언트와 서버가 모두 사용한다.

**❹**TCP 69번 포트를 통해 데이터를 전송한다.

**50. PGP는 전자우편 보안 시스템이다. PGP가 제공하지 않는 기능은?**

    ① 전자서명 ② 압축

**❸**수신 부인방지 ④ 단편화와 재조립

**51. ㉠, ㉡에 들어갈 내용으로 올바르게 짝지어진 것은?**

![EMB000043b06df6](data:image/gif;base64,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)

**❶**㉠ 21 ㉡ 1024 ② ㉠ 20 ㉡ 1024

    ③ ㉠ 21 ㉡ 2048 ④ ㉠ 20 ㉡ 2048

**52. 인터넷 메일 구조의 핵심요소에 대한 설명으로 옳지 않은 것은?**

    ① MUA－사용자 액터(actor)와 사용자 응용프로그램을 대신하여 동작한다.

**❷**MSA－원격서버로부터 POP3 또는 IMAP를 사용하여 메시지를 추출한다.

    ③ MDA－메시지를 MHS에서 MS로 메시지를 전달한다.

    ④ MTA－메시지가 목적지 MDA에 도달할 때까지 중계 역할을 한다.

**53. 다음 중 웹(Web) 방화벽이 수행하는 주요 기능이 아닌 것은?**

    ① 파일 업로드 제어 및 검사 기능

    ② HTTP 공격 패킷 탐지 및 차단

    ③ 웹 서버 오류 필터링 및 기밀 정보 유출 차단

**❹**IP 주소와 포트 기반 패킷 탐지 및 차단

**54. 다음 지문에서 설명하고 있는 원칙으로 적절한 것은?**
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    ① 재현의 원칙 ② 무결성의 원칙

    ③ 정당성의 원칙 **❹**연계보관성의 원칙

**55. 웹 보안 취약점은 무엇인가?**
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    ① XSS **❷**CSRF

    ③ WebShell ④ Injection Flaws

**56. 다음 중 OTP에 대한 설명으로 틀린 것은?**

**❶**OTP는 전송계층에서 동작한다.

    ② 정적인 일반 패스워드와 달리 단방향 암호 기반의 해시를 매번 다르게 계산하여 패스워드로 사용한다.

    ③ OTP 생성 및 인증 방식에는 S/KEY 방식, 시간 동기화 방식 등이 있다.

    ④ 온라인 뱅킹, 전자상거래, 온라인 게임 등에 사용된다.

**57. 다음에 제시된 <보기 1>의 사용자 인증방법과 <보기 2>의 사용자 인증도구를 바르게 연결한 것은?**
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    ① ① ② ②

**❸**③ ④ ④

**58. DNS 공격 유형은 무엇인가?**

![EMB000043b06dfe](data:image/gif;base64,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)

    ① DNS 터널링 ② DNS 스푸핑

**❸**DNS 하이재킹 ④ NXDOMAIN 공격

**59. 다음 중 유일하게 HTTP(HyperText Transfer Protocol) 응답(response)에 body data가 없는 메소드는?**

**❶**HEAD ② GET

    ③ TRACE ④ POST

**60. 전자상거래 SET 보안 프로토콜의 송신측 암호화 절차이다. 빈칸 ㉠, ㉡, ㉢, ㉣에 들어갈 용어로 적절한 것은?**

![EMB000043b06e00](data:image/gif;base64,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)

    ① ㉠ 공개키 ㉡ 대칭키 ㉢ 대칭키 ㉣ 개인키

    ② ㉠ 개인키 ㉡ 공개키 ㉢ 대칭키 ㉣ 공개키

    ③ ㉠ 공개키 ㉡ 대칭키 ㉢ 공개키 ㉣ 공개키

**❹**㉠ 개인키 ㉡ 대칭키 ㉢ 대칭키 ㉣ 공개키

|  |
| --- |
| **4과목 : 정보 보안 일반** |

**61. 다음 지문에서 BLP 모델에 대한 설명으로 옳지 않은 것은?**

    ① No-write-down 정책은 인가받은 보안등급 이하의 정보를 수정하지 못하게 하는 정책이다.

    ② BLP 모델에서는 정보를 Top Secret, Secret, Unclassified 등과 같은 보안 등급에 따라 분류하고 있으며 정보의 기밀성 보장에 초점을 두고 있다.

    ③ BLP 모델에서 주체와 객체의 보안등급은 각각 취급등급(clearance), 비밀등급(security label)을 사용한다.

**❹**No-read-up 정책은 낮은 보안등급을 인가받은 주체가 보안등급이 높은 객체에 대한 읽기/쓰기 접근을 허용하지 않음으로 정보의 기밀성을 보장하게 된다.

**62. 다음 해시함수 설명 중 잘못된 것은?**

    ① 해시함수는 임의의 유한 길이의 비트 스트링을 고정된 길이의 비트 스트링으로 변환하는 함수이다.

    ② 효율적 전자서명 생성을 위해 전자서명 생성 과정에서 해시함수가 사용된다.

    ③ 일방향 특성으로서 해시함수 h에 대해 해시값 y로부터 h(x)=y가 되는 입력값 x를 찾는 것이 계산상 불가능해야 한다.

**❹**강한 충돌방지 특성으로서 해시함수 h에 대해 h(y)=h(x)가 되는 입력값 쌍 y와 x(단, y ≠ x)를 찾는 것이 어렵지 않아야 한다.

**63. RSA 암호화 방식에서 공개키가 (7,33), 개인키가 (3,33)일 경우, 공개키로 암호화 한 값이 3이라고 할 때 이를 복호화 한 값은 무엇인가?**

    ① 99 **❷**27

    ③ 2,187 ④ 343

**64. CRL에 포함되어야 하는 기본 필드에 속하지 않는 것은?**

    ① 버전(Version)

    ② 서명 알고리즘(Signature)

    ③ 다음 발급일자(Next Update)

**❹**인증서 효력정지 및 폐지 목록 번호(CRL Number)

**65. RADIUS 프로토콜의 기본 기능과 가장 거리가 먼 것은?**

    ① 인증 ② 계정 관리

    ③ 권한 부여 **❹**책임추적성

**66. 한국형 암호 알고리즘은 무엇인가?**

![EMB000043b06e02](data:image/gif;base64,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)

    ① SEED ② ARIA

    ③ HIGHT **❹**LEA

**67. 해시함수 h의 성질에 관한 설명 중 틀린 것은?**

    ① 역상저항성은 주어진 임의의 출력값 y에 대해 y =h(x)를 만족하는 입력값 x를 찾는 것이 계산적으로 불가능한 성질이다.

    ② 두 번째 역상 저항성은 주어진 입력값 x에 대해 h(x)=h(x')를 만족하는 다른 입력값 x'을 찾는 것이 계산적으로 불가능한 성질이다.

    ③ 충돌 저항성은 h(x)=h(x')를 만족하는 두 입력값 x와 x'을 찾는 것이 계산적으로 불가능한 성질이다.

**❹**충돌 저항성은 역상 저항성을 보장한다.

**68. 암호 알고리즘 공격 방법은 무엇인가?**

![EMB000043b06e04](data:image/gif;base64,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)

    ① 암호문 단독 공격 ② 기지 평문 공격

**❸**선택 평문 공격 ④ 선택 암호문 공격

**69. Kerberos 키 분배 프로토콜의 기반 기술에 해당하는 것은?**

**❶**Needham-Schroeder 프로토콜

    ② Challenge-Response 프로토콜

    ③ Diffie-Hellman 프로토콜

    ④ RSA 이용 키 분배 프로토콜

**70. 다음 지문이 설명하는 해시(Hash) 함수에 해당하는 것은?**
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    ① MD4 **❷**MD5

    ③ SHA-1 ④ SHA-256

**71. 전자서명이 갖추어야 할 조건이 아닌 것은?**

    ① 개인키를 알고 있는 서명자만 서명을 생성할 수 있다.

    ② 서명자를 누구든지 검증할 수 있다.

**❸**문서의 해시값에 서명하므로 생성된 서명은 다른 문서에 재사용할 수 있다.

    ④ 서명자는 자신의 서명 사실을 부인할 수 없다.

**72. 다음 지문이 설명하는 키 교환 방식은?**
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    ① KDC 교환 방식     ② RSA 키 교환방식

**❸**Diffie-Hellman 키 교환방식 ④ 사전공유 키 교환방식

**73. 전자서명의 요구사항으로 가장 적절하지 않은 것은?**

    ① 전자서명을 위조하는 것이 계산적으로 실행 불가능해야 한다.

    ② 전자서명 생성이 비교적 용이해야 한다.

    ③ 기억장소에 전자서명의 복사본을 유지하는 것이 실용적이어야 한다.

**❹**위조와 부인을 방지하기 위하여 수신자에 대한 정보를 사용해야 한다.

**74. 블록암호 모드는 무엇인가?**
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    ① 암호 블록체인 모드(Cipher Block Chaining Mode)

**❷**암호 피드백 모드(Cipher Feedback Mode)

    ③ 출력 피드백 모드(Output Feedback Mode)

    ④ 카운터 모드(Counter Mode)

**75. 공개키 암호화 방식에 대한 설명으로 옳은 것은?**

    ① 고급 데이터 암호화 기법

    ② DES(Data Encryption Standard)

**❸**부인방지 및 인증 지원

    ④ 암호화 속도가 빠름

**76. 해시함수에 대한 내용으로 옳지 않은 것은?**

    ① 정보의 무결성을 확인하기 위한 목적으로 사용한다.

    ② 해시함수는 일방향성, 충돌 회피, 효율성의 특징이 있다.

    ③ SHA-1 함수는 MD5보다 조금 느리지만 보안성 측면에서 좀 더 안전하다.

**❹**인증에서 증명 용도로 사용될 수 있다.

**77. ㉠, ㉡, ㉢에 들어갈 내용으로 적절한 것은?**
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**❶**㉠ 취약점 ㉡ 위협 ㉢ 위험

    ② ㉠ 위험 ㉡ 위협 ㉢ 취약점

    ③ ㉠ 위험 ㉡ 취약점 ㉢ 위험

    ④ ㉠ 취약점 ㉡ 위험 ㉢ 위협

**78. 생체인증 기술의 정확성을 나타내는 FRR(False Rejection Rate)과 FAR(False Acceptance Rate)에 대해서 잘못 설명한 것은?**

    ① 시스템에 접근하려 할 때 FRR이 낮으면 사용자 편의성이 증대된다.

    ② 시스템에 접근하려 할 때 FAR이 높으면 사용자 편의성이 증대된다.

    ③ 시스템의 생체인증 보안성을 강화하게 되면 FRR이 높아진다.

**❹**시스템의 생체인증 보안성을 강화하게 되면 FAR이 높아진다.

**79. 공격과 이를 방어하는 기술로 알맞게 짝지어진 것은?**
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    ① 키 추측공격 – 의사난수 알고리즘, 키 길이 확대

    ② 중간자공격 – 대칭암호, 공개키 암호

**❸**재전송공격 – 순서번호, 타임스탬프, 비표

    ④ 위조공격 – 일방향 해시함수, 메시지 인증 알고리즘

**80. 다음 지문은 Diffie-Hellman 키 사전 분배에 대한 내용을 설명한 것이다. ㉠~㉣에 들어가야 할 단어로 옳은 것은?**
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    ① ㉠ 이산대수문제 ㉡ 큰 정수 ㉢ 공개키 ㉣ 개인키

**❷**㉠ 이산대수문제 ㉡ 큰 소수 ㉢ 개인키 ㉣ 공개키

    ③ ㉠ 소인수분해문제 ㉡ 큰 정수 ㉢ 개인키 ㉣ 공개키

    ④ ㉠ 소인수분해문제 ㉡ 큰 소수 ㉢ 공개키 ㉣ 개인키

|  |
| --- |
| **5과목 : 정보보안 관리 및 법규** |

**81. BCP의 접근 5단계 방법론을 순차적으로 올바르게 나열한 것은?**

    ① 프로젝트의 범위 설정 및 기획 → 복구전략 개발 → 사업영향평가 → 복구계획 수립 → 프로젝트의 수행 테스트 및 유지보수

**❷**프로젝트의 범위 설정 및 기획 → 사업영향평가 → 복구전략 개발 → 복구계획 수립 → 프로젝트의 수행 테스트 및 유지보수

    ③ 프로젝트의 범위 설정 및 기획 → 복구계획 수립 → 사업영향평가 → 복구전략 개발 → 프로젝트의 수행 테스트 및 유지보수

    ④ 프로젝트의 범위 설정 및 기획 → 복구계획 수립 → 복구전략 개발 → 사업영향평가 → 프로젝트의 수행 테스트 및 유지보수

**82. '사이버위기경보'의 등급 중 복수 정보통신서비스제공자(ISP)망에 장애 또는 마비가 발생하였을 경우, 발령하는 경보의 단계는 무엇인가?**

    ① 심각 단계 **❷**경계 단계

    ③ 주의 단계 ④ 관심 단계

**83. 정보통신기반보호법에 따르면 관리기관의 장은 대통령령이 정하는 바에 따라 정기적으로 소관 주요정보통신기반시설의 취약점을 분석⋅평가하여야 한다. 이때 관리기관의 장은 특정 기관으로 하여금 소관 주요정보통신기반시설의 취약점을 분석⋅평가하게 할 수 있는데, 그에 속하지 아니 하는 기관은?**

    ① 한국인터넷진흥원

**❷**국가정보원

    ③ 대통령령이 정하는 기준을 충족하는 정보공유⋅분석센터

    ④ 정부출연 연구기관 등의 설립⋅운영 및 육성에 관한법률의 규정에 의한 한국전자통신연구원

**84. A기업은 정보보호관리체계 수립을 위한 일환으로 보호해야 할 정보자산을 식별하고 식별된 정보자산에 대한 가치평가를 하려고 한다. 이때 정보자산의 가치평가에 사용하는 평가항목으로 적절하지 않은 것은?**

    ① 무결성 평가 ② 가용성 평가

    ③ 기밀성 평가 **❹**부인방지 평가

**85. 「정보보호산업의 진흥에 관한 법률」에 따른 '정보보호 공시제도'에 관한 설명이다. 가장 거리가 먼 것은?**

    ① 정보보호 공시제도는 정보보호에 대한 기업의 투자 현황 및 활동을 공개하여 주주의 알권리를 확보하고, 투자자들에게 투자정보를 제공하기 위한 제도이다.

    ② 정보보호 공시제도는 이용자들에게 정보보호에 대한 기업의 투자 현황과 활동을 공개하여 정보보호에 대한 기업의 투자를 촉진하기 위한 제도이다.

    ③ 정보보호 공시제도는 기업의 책임 하에 제공되는 정보이지만 공시내용의 투명성 확보를 위해 정부는 모니터링 점검단을 통해 정기적으로 공시내용에 대한 정확성을 검증한다.

**❹**정보보호 공시제도를 통해 해당 기업의 정보보호 관련 투자현황, 전문인력현황, 인증현황, 정보보호 위반 관련 행정처분 내역 등을 알 수 있다.

**86. 정보통신기반보호법상 중앙행정기관의 장은 소관분야의 정보통신기반시설 중 전자적 침해행위로부터의 보호가 필요하다고 인정되는 정보통신기반시설을 주요정보통신기반시설로 지정할 수 있는데, 이 경우에 고려할 사항으로 명시되지 않은 것은?**

    ① 당해정보통신기반시설을 관리하는 기관이 수행하는 업무의 국가 사회적 중요성

**❷**침해사고가 발생할 경우 국제적으로 미칠 수 있는 피해의 범위

    ③ 다른 정보통신기반시설과의 상호 연계성

    ④ 침해사고의 발생가능성 또는 그 복구의 용이성

**87. 다음은 「정보통신망 이용촉진 및 정보보호 등에 관한 법률」상 정보통신망에 유통되어서는 안 되는 불법정보 관련 조항을 나열한 것이다. 실제 내용과 다른 것은 무엇인가?**

    ① 음란한 부호⋅문언⋅음향⋅화상 또는 영상을 배포⋅판매⋅임대하거나 공공연하게 전시하는 내용의 정보

    ② 법령에 따라 금지되는 사행행위에 해당하는 내용의 정보

**❸**사람을 비방할 목적으로 공공연하게 사실이나 거짓의 사실을 드러내어 타인을 모욕하는 내용의 정보

    ④ 공포심이나 불안감을 유발하는 부호⋅문언⋅음향⋅화상 또는 영상을 반복적으로 상대방에게 도달하도록 하는 내용의 정보

**88. 다음 중 「개인정보 보호법」의 개인정보 보호 원칙이 아닌 것은 무엇인가?**

    ① 개인정보를 익명 또는 가명으로 처리하여도 개인정보 수집목적을 달성할 수 있는 경우 익명처리가 가능한 경우에는 익명에 의하여, 익명처리로 목적을 달성할 수 없는 경우에는 가명에 의하여 처리될 수 있도록 하여야 한다.

**❷**개인정보의 처리 목적에 필요한 범위에서 개인정보의 독립성, 객관성 및 공정성이 보장되도록 하여야 한다.

    ③ 개인정보의 처리 목적에 필요한 범위에서 적합하게 개인정보를 처리하여야 하며, 그 목적 외의 용도로 활용하여서는 아니 된다.

    ④ 개인정보 처리방침 등 개인정보의 처리에 관한 사항을 공개하여야 하며, 열람청구권 등 정보주체의 권리를 보장하여야 한다.

**89. 조직의 위험평가 수립 및 운영에 대한 사항으로 가장 적절하지 않은 것은?**

    ① 위험관리 계획에 따라 위험평가를 연 1회 이상 정기적으로 또는 필요한 시점에 수행하여야 한다. 매년 위험평가 대상에 변동이 없어도 위험평가는 수행되어야 한다.

**❷**위험관리를 위한 수행인력, 기간, 대상, 방법, 예산 등의 방법 및 절차를 구체화한 위험관리 계획을 수립하여야 하며, 위험평가 참여자는 위험관리를 운영하는 IT 부서 또는 정보보호 부서 인력으로 구성된다.

    ③ 위험관리를 위한 위험평가 방법 선정은 베이스라인 접근법, 상세위험 분석법, 복합 접근법, 위협 및 시나리오 기반 등의 다양한 방법론 중에서 해당 조직에 맞는 방법론을 선정하고 유지하여야 한다. 선정한 방법론을 운영하는 과정에서 해당 조직에 적절하지 않다고 판단하여 위험분석 방법론을 변경하여도 상관없다.

    ④ 조직에서 수용 가능한 목표 위험수준을 정하고 그 수준을 초과하는 위험을 식별하여야 한다. 수용 가능한 목표 위험수준(DoA, Degree of Assurance)을 정보보호 최고책임자 등 경영진 의사결정에 의하여 결정하여야 한다.

**90. 디지털 저작권에 관련된 사항 중 적절하지 않은 것은?**

    ① 본인이 촬영하고 편집한 동영상은 저작물에 따로 등록하지 않아도 저작권이 적용될 수 있다.

    ② 온라인 비대면 수업과 회의 참가자의 사진을 허락없이 촬영하여 업로드한 경우 초상권 침해가 될 수 있다.

    ③ 공공 데이터포털에서 공개하고 있는 데이터의 경우 저작권자는 공개한 공공기관이므로 공공데이터는 별도의 저작권자의 이용 허락 없이 활용할 수 있다.

**❹**비영리적 목적으로 사용하도록 승인한 공개 소프트웨어는 개인, 기업 모두 자유롭게 사용할 수 있다.

**91. 개인정보 보호책임자의 책임 및 역할로 가장 적절하지 않은 것은 무엇인가?**

    ① 개인정보 처리와 관련한 불만의 처리 및 피해 구제

    ② 개인정보 유출 및 오용⋅남용 방지를 위한 내부통제시스템의 구축

**❸**개인정보파일의 현행화 작성

    ④ 개인정보 처리 실태 및 관행의 정기적인 조사 및 개선

**92. 「정보통신망법」 제44조의9에 의거하여 일정 규모 이상의 정보통신서비스제공자가 운영 및 관리하는 정보통신망을 통하여 일반에게 공개되어 유통되는 정보의 유통을 방지하기 위한 불법촬영물 등 유통 방지 책임자를 지정하도록 되어 있는 기준에 해당되지 않는 것은 무엇인가?**

**❶**「영유아보육법」 제15조의4제3호에 따른 영상정보

    ② 「아동⋅청소년의 성보호에 관한 법률」 제2조제5호에 따른 아동⋅청소년성착취물

    ③ 「성폭력범죄의 처벌 등에 관한 특례법」 제14조의2에 따른 편집물⋅합성물⋅가공물 또는 복제물

    ④ 「성폭력범죄의 처벌 등에 관한 특례법」 제14조에 따른 촬영물 또는 복제물

**93. 「정보통신망법」 제22조의2에 의거하여 해당 서비스를 제공하기 위하여 반드시 필요한 접근권한이 아닌 경우에 고지해야 할 사항이다. 다음 중 가장 적절하지 않은 것은?**

![EMB000043b06e12](data:image/gif;base64,R0lGODlhMgGmAHcAACH5BAAAAAAALAAAAAAyAaYAgAAAAP///wj+AAMIHEiwoMGDCBMqXMiwocOHECNKnEixosWLGDNq3Mixo8ePIEOKpAigpMmTKFOqXMmypcuXMGPKnEmzps2bOHPq3GkQwMifQIMKHUoUpM+CR4sqXcq0qdOOSQdGfUq1qtWrS6cG0Iq1q9evYCNq5Rq2rNmzWMeiXcu2bdaeF1MKjKpWqkq4Uu2enMtwL1+CcnuaRCqX7FyUfxEGpos3cV7CJQUHPpzX8GG/dCM/VgzYccK6EP1uRdqZ9GaFjB0ftTz6cerSoWEfTM269WnQtk/3Rf3XZ+3SrC3TbojbYV3RW+/qRWw68XDermWrVi5bOPDdyTVfZr5ddEvdplf+5/7cu7tm4SuJN3449vX43LV9b6atfb14wNwJc05qPfrC+u6ptl55kHF3n3y78ddZZmQ999+A6l0nYHPZ5dfafRWe96B/t0F2WXieFaghdAqCF+B4J5I42G9TrTgfdARuKF2EEzJoIXjwvUfhbBJmeKOOjP22I4UY+gggdROah1l5wRX2Yoj4LYndjFNK1F56QMbVY18sQSnkYBwF9xmY7DE5EYNUZlQcST9CeaaI8W3pI0ZCitWmjmniOKd/CIolI2dD8hion4M2aKGYg3aYI5FI1rkccoKmiSh5EJYoXpwwsockpXmW2dx3IaY4Y3xknjgpnsR92RiorHYZKn7+lVUZqaedmqjmnWNCiuWjjko3GadGNrlafYrhahSufeaa367F/gqsm25FK+20JEFI7bXYZlupttx2m+2a3oYrbljgjmvuuU+Vi+667AalbrvwxhumtfLWa29F7yrZa5SRJUtmdvwi512UsC0WcKnMoXmbgobtVeS/6P06MLQBo5bwqAcTC2itG1fLV4kX4ogbhpYOeKqcq5rZcZGz0ltjrS3+uWh1HnPM7JsfPwkyxhyW/KnGhfZmMIHJEin0xc8aPXOkO+MlcKObdkzx1DiPxtWaRTu44GyiitwhmgeiqrW/QAeraMxMdw0gz1RLjaq+ZRsHMNYp82vreyRnehf+yHxvJ3aPfdNot2cN0izoziNH3fLbiibKNIomo/1s0w6C2njgIVsN7MS2Neyq1IU3briNkOrpNqnOMr615ne7vTLHHkO8NtF/cwiw6TW76d6+lX6eNO/5rt5nvqoSvi2hU/tc9OgyS/Yv6K+bnjruVrrMq8bFa94041dOVhyzJy/tdM7Rd3369bNvvH3rhRrLvuvWF8x6ht3B3R/9kCudtOPJxdosguZb3KlOdr/5fC54eOOS955XJt5VT29Qk1gE77Q8QJGOgXCaEotK57y4KcuDbLuXCEcYG/6R8IQnRCAKV1gvFbLwhexyIQxnOC4Z0vCG3LIhDndILR3y8If+bfEhEIdoFhWaSn62G5XD4EOdvcEOVuTbE4uQGKNA3axiZJPga4aWq4XtrlSCa5v4ZqY1Sfnvd4ar1vqm+KQqPnFSFYSZBWHEsrq58XyCG9nZ4Mewx+nPbFxb4hrzuMfFAZJTFbQUF0GEyKNJiYkgfFWC2Ic4L2UpiigbI746F8g/VTJLOuzj+Jp3RyTCMZPH21Adh8UfpFGxMv0ypOisJEojqe5C2lmkczKGQVgmsllm5F4uCdbGzDUPU5ic3yczo58XtRJ8neuX7yTUS+ops5CUgWLNhucqvhFrfXQ0oL/aRryWDQ+b6rmUn8AZIXVqCXPGTNX0/BdHP15SbE7+2qU+/SarW9qnZ6jcTzKd5TOcuZNXGtxnPKvGo4Oah4p69GQblxlG1Z2Sk0kM5zj197ASOrScMSrjfxS3y41CVDeS29xE0YlGUqI0mo9kVayOaLwACuaMCZwcTMH0zCaWUHshhJhd4pdSoS7Hmjm12Dyp58D5PdSTJG1oBh+4vw9WEy4tcl/4XMrUijaViGDtihDDSlarjLWsaG3KWdPKVqKsta1w/clb40rXj8y1rnjVyF3zytdNmpBzT1USJNk5uME+LXVbdCUXnUjMW46tllblJmJ6OiJ+OhaMSBWgRMcY0UUhM55b/aclX/ZHWSpNef7k7CuLWUfR2hSPKlX+LUcDik5h3WiL9sTl7q7nWMCpjJCzteNCZ/WwqIaQuIT7EW4z6lpe2gyjQIplEiWbRr3p06GbPaOLhNva06qJqHJK0ReHudnQwembIU3bIzHaWeuyd7vpNKoxr+bFDZJXS/yrnO+oCz/m2c+QQeJtnWLW3s1hFrvkgacyFUtbOk5Ts+7t1TkzVT5NYYm+EFyqQMnp25CpirDR86xawTvdQzH3uSXmIPL6m9zSTbi8fOqtG6e33FKqT68krmJnSXbF5r6PoFzVV1BP7F3asRG0qYTucBv5xCT/b5ZKdqppC0tTSSYvyEklsDwBqM16vrTKjLXsh53qQB9mVcVyZOj+ng523gseiaBafWDDUrsjDV95pBM17vv6ymd3xa/PgJ6XCQNNaPw2udCI/mlmE81orzb60YZeNKQnfVxKW5rCwlwv8Vz55Olo8bYFU6yoJ+uh6eA0tnoRJ09Hqmk8J7NAoE0fpo+cpK4SWcS2zi6GcV1dPyIYueH885b682uWChuBrHTzACk2NlaDupis/dDl8pk5L1PGO9TedTuda+QIC1bGsJM1SG1MWiFb88VXk+6MYZrGsMVpe4ldL3YG/Ftgh3ZImPokzDjtY2vdLGyjlaIpRatbaxcUyq/tWTf9VsDivnbcsbYzi/XbY21LdolyW1276y1s2YoxyiR6dXX+MMvuWQs6NJEUaWRXneNDyi1wxUYfabxJ6oyn1t3e3ietyUnBkJRR4v3M71Q1jtp9afnOVTqzUWPOawXDtqUdd3m/kxpYpP9PYATPm4edjXUd587jOI8t5nZu0VU9uFjGITnVC9xyCEOOmSLv1NE/PtTSMvHUsHZ4uI/tPnlKW9FrRii3zU34qvfX4HpWtpo1bO0Gk/2rly70XiPf18lTPq+Wv3xdM6/5uHK+8239POjTKvrRlzV4gO2gw03c5C+pXcKclm+FcBfmo5aa2fyWeOo/DV9dPt3eskKUcuid9FrLWUYq7zCUo951uQ87yaF7PFRTnmrrKow3n109mkf+OXxjM1K23c94lYG/Z1F1F98wdjXSnZ5b8tPpawRLPkApCcmE7tm/grc7uStdZEoR9sz71kydRmeqh27R9ja1tzTsh1XPY2c/RyXmx2FCd2sUp2dAQVlxtlIKdX4oh14KJRmDJnboszbP9DPhM0BXdStAVxWs1FhKxoFSFyCyd4ENhlVeI4Fptn9Up2ZtRn10515MpoPmhGJKJTs9Vm6Gd3DG93tTF0jLwnUpeGiUQ1XL532DZ3xGRy+01lHBlVLgdm5q53bcYxH0Jh8Jl4MDeG/Bcl+0oieux4agMXfY42hU6ISHtSwWiFT3hYEgBD6JB4WRdIVXN2dfp3tYZmX+phd5pZeIYLWIjDhEjviIPxSJkrhDlFiJN3SJmDhDmriJL7Rp8qaA6bMkEUNzGPdSNleE9XWH28c5i3SEYjZ0tmQjtDdBethy2FZzLVVPIkUf/IZpU5eFFXY4XNVs6HeABdSETNh/UZRsLHcdhHhHu3V9CZZ+yRNVvjhKVcVrO0hGtNVwOJhrs6czcXMctSONJ4WD4KhJUohKMBiNC0Vjr8SBuyJ//MdmKAKHssZwIvhHM3hT2uQ8VShzyqJqlTWQD3iDngZiIhOGy9hPNVaC0VGKXyZpRiGIFgltiAiPPAZNEmlaljNl99eBp6hgkBVGLyZ1Q9E9S1WPYsiRP5j+kiJZhw8pi/aXP1JWfDpYig4oPRcZcBqJf0l4a5kWhdJ3TIMHTwG2jdeFkUz5KfsDi4ekbWJkjBu3U8hidnmIerg4ijMHjBWZkW8EVP/FlDypbiEJa0s4hWoIcVBXhD64jV4mlYYVhWAYlG1YgGq4eBn4lIYIkZ4IaZ0YmCg0mIRJQoZ5mCKUmIppL4zZmPLymJAJL5I5mTEUdZaJVqiHjcP2eg7pghj4g5npV4fmk/OXXkQpXGI5mjSJOhSUMOo2X+64WDPJmu/3V4qmdah5NBv2IVRpmx4BiiRVOcq3ZDqnkMBpV5i5ZZWVjfI3dp2UnMH5Z3SZc9wIgkEJedJx+ZZ52WbYlI0295vb+V1/ZVzrSFFmWZvjuWJUI2HOVl+0B5douZ7kaTPm+YdgWXjtR588qJ38iZjL+Z8wVJkCOi0EWqDRcqAIGkQBuqAp1KAOOkIKGqFnwZI7caEYmqEauqEc2qEe+qFnR6EiOqJMERAAOw==)

    ① 접근권한이 필요한 이유

    ② 접근권한이 필요한 정보 및 기능의 항목

**❸**접근권한이 필요한 기간

    ④ 접근권한 허용에 대하여 동의하지 아니할 수 있다는 사실

**94. 개인정보 영향평가 시 고려할 사항으로 가장 거리가 먼 것은?**

    ① 처리하는 개인정보의 수

    ② 개인정보의 제3자 제공 여부

    ③ 정보주체의 권리를 해할 가능성 및 그 위험 정도

**❹**개인정보의 위탁 관리 여부

**95. 다음 중 개인정보보호법에서 정의하는 개인정보를 수집할 있는 경우에 해당되지 않는 것은?**

    ① 정보주체의 동의를 받는 경우

    ② 법률에 특별한 규정이 있거나 법령상 의무를 준수하기 위하여 불가피한 경우

    ③ 정보주체와의 계약의 체결 및 이행을 위하여 불가피하게 필요한 경우

**❹**정보주체의 정당한 이익을 달성하기 위하여 필요한 경우로서 명백하게 개인정보처리자의 권리보다 우선하는 경우

**96. 「개인정보 보호법」에 의해 정보주체는 자신의 개인정보처리와 관련하여 권리를 가지는데, 다음 중 정보주체의 권리로 적절하지 않은 것은 무엇인가?**

    ① 개인정보의 처리에 관한 동의 여부, 동의 범위 등을 선택하고 결정할 권리

    ② 개인정보의 처리 정지, 정정 삭제 및 파기를 요구할 권리

**❸**개인정보의 처리에 관한 정보를 제공할 권리

    ④ 개인정보의 처리로 인하여 발생한 피해를 신속하고 공정한 절차에 따라 구제받을 권리

**97. 침해사고 발생 대응 방법론의 일반적인 수행과정의 순서로 올바른 것은?**

    ① 사고 전 준비 → 초기대응 → 사고탐지 → 대응전략 체계화 → 보고서 작성 → 사고조사

**❷**사고 전 준비 → 사고탐지 → 초기대응 → 대응전략 체계화 → 사고조사 → 보고서 작성

    ③ 사고 전 준비 → 사고탐지 → 초기대응 → 사고조사 → 대응전략 체계화 → 보고서 작성

    ④ 사고 전 준비→ 사고탐지 → 대응전략 체계화 → 초기대응 → 사고조사 → 보고서 작성

**98. 정보보호 최고책임자가 수행하는 정보보호 업무와 관련 없는 것은?**

    ① 정보보호 관리체계의 수립 및 관리⋅운영

**❷**개인정보보호 업무

    ③ 침해사고의 예방 및 대응

    ④ 중요 정보의 암호화 및 보안서버의 적합성 검토

**99. 정보보안의 위험 관리 과정에서 조직의 보안 요구사항에 대한 효과적인 식별 및 효율적인 위험의 감소를 실현하기 위해 세부적인 위험 분석 방법들이 존재한다. ＜보기＞에서 설명하는 (가)에 해당하는 위험 분석 방법으로 가장 옳은 것은?**

![EMB000043b06e14](data:image/gif;base64,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)

    ① 비정형 접근법 ② 복합 접근법

    ③ 상세위험 분석 **❹**베이스라인 접근법

**100. 개인정보 보호법에 따르면 정보주체의 동의 외에도 당초 수집 목적과 합리적으로 관련된 범위 내에서 개인정보를 추가 활용할 수 있도록 허용하고 있다. 다음 중 그 합리성을 판단하는 기준과 거리가 먼 것은?**

    ① 당초 개인정보를 수집한 목적과 관련성이 있는지 여부

    ② 정보주체의 이익을 부당하게 침해하는지 여부

    ③ 개인정보의 추가적인 이용 또는 제공에 대한 예측 가능성이 있는지 여부

**❹**개인정보처리자의 정당한 이익을 달성하기 위해 필요한 경우로 명백히 정보주체 권리보다 우선하는 경우인지 여부

**전자문제집 CBT PC 버전** : [www.comcbt.com](https://www.comcbt.com/)  
**전자문제집 CBT 모바일 버전** : [m.comcbt.com](https://m.comcbt.com/)  
**기출문제 및 해설집 다운로드**: [www.comcbt.com/xe](https://www.comcbt.com/xe)  
  
**전자문제집 CBT란?**  
종이 문제집이 아닌 인터넷으로 문제를 풀고 자동으로 채점하며 모의고사, 오답 노트, 해설까지 제공하는 무료 기출문제 학습 프로그램으로 실제 시험에서 사용하는 OMR 형식의 CBT를 제공합니다.  
PC 버전 및 모바일 버전 완벽 연동  
교사용/학생용 관리기능도 제공합니다.  
  
**오답 및 오탈자가 수정된 최신 자료와 해설은 전자문제집 CBT 에서 확인하세요.**

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 |
| ② | ④ | ② | ④ | ① | ② | ④ | ① | ② | ② |
| 11 | 12 | 13 | 14 | 15 | 16 | 17 | 18 | 19 | 20 |
| ② | ④ | ③ | ② | ① | ③ | ② | ④ | ④ | ① |
| 21 | 22 | 23 | 24 | 25 | 26 | 27 | 28 | 29 | 30 |
| ③ | ① | ④ | ③ | ② | ① | ② | ② | ② | ① |
| 31 | 32 | 33 | 34 | 35 | 36 | 37 | 38 | 39 | 40 |
| ② | ④ | ③ | ① | ② | ③ | ① | ① | ② | ① |
| 41 | 42 | 43 | 44 | 45 | 46 | 47 | 48 | 49 | 50 |
| ④ | ③ | ④ | ② | ② | ② | ④ | ① | ④ | ③ |
| 51 | 52 | 53 | 54 | 55 | 56 | 57 | 58 | 59 | 60 |
| ① | ② | ④ | ④ | ② | ① | ③ | ③ | ① | ④ |
| 61 | 62 | 63 | 64 | 65 | 66 | 67 | 68 | 69 | 70 |
| ④ | ④ | ② | ④ | ④ | ④ | ④ | ③ | ① | ② |
| 71 | 72 | 73 | 74 | 75 | 76 | 77 | 78 | 79 | 80 |
| ③ | ③ | ④ | ② | ③ | ④ | ① | ④ | ③ | ② |
| 81 | 82 | 83 | 84 | 85 | 86 | 87 | 88 | 89 | 90 |
| ② | ② | ② | ④ | ④ | ② | ③ | ② | ② | ④ |
| 91 | 92 | 93 | 94 | 95 | 96 | 97 | 98 | 99 | 100 |
| ③ | ① | ③ | ④ | ④ | ③ | ② | ② | ④ | ④ |