(Subject) 1과목 : 시스템 보안 (Subject)

<<<QUESTION>>>

**1. 리눅스 서버에서 xinetd 데몬을 이용한 접근 제어 시 지정된 원격지 IP 주소 대역에 대해 접근을 허락할 때 xinetd.conf 파일에서 사용하는 옵션은?**

[choice]

① enable

② allow

③ enable\_access

④ only\_from

<<<QUESTION>>>

**2. i-node가 가지고 있지 않은 정보는?**

[choice]

① 파일 이름

② 파일의 링크 수

③ 파일 크기

④ 마지막으로 수정된 시간

<<<QUESTION>>>

**3. /etc/shadow 파일의 일부분이다. 이를 통해 알 수 있는 내용이 아닌 것은?**
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[choice]

① sec\_admin 사용자는 비밀번호 변경 후 최대 30일간 이를 사용할 수 있다.

   ② sys\_admin 사용자의 비밀번호는 아직 부여되지 않은 상태이며, 계정은 막혀 있다.

   ③ prog\_user 사용자는 비밀번호 유효기간이 만료되기 7일 전부터 비밀번호 만료에 관한 경고메시지를 받는다.

   ④prog\_user 사용자는 비밀번호를 변경한 후 3일 이내에 자신의 비밀번호를 변경할 수 있다.

<<<QUESTION>>>

**4. 파일 시스템이란 운영체제가 파일을 시스템의 디스크 상에 구성하는 방식을 말한다. 운영체제는 시스템의 디스크 파티션 상에 파일들을 일정한 규칙을 가지고 저장하는데 파일 시스템은 이러한 규칙들의 방식을 제시하는 역할을 한다. 다음 중 윈도우 운영체제에서 사용하는 파일 시스템이 아닌 것은?**

[choice]

① FAT16

② FAT32

③ EXT3

④ NTFS

<<<QUESTION>>>

**5. 좀비 프로세스를 확인하고 중지시키기 위한 UNIX 명령어에 대한 설명으로 올바른 것은?**

[choice]

① ps 명령어 실행 후 STAT 값이 Z로 표시되는 프로세스가 좀비 프로세스이며, kill 명령어 사용

   ② ss 명령어 실행 후 STAT 값이 B로 표시되는 프로세스가 좀비 프로세스이며, kill 명령어 사용

   ③ ps 명령어 실행 후 STAT 값이 B로 표시되는 프로세스가 좀비 프로세스이며, halt 명령어 사용

   ④ zs 명령어 실행 후 STAT 값이 Z로 표시되는 프로세스가 좀비 프로세스이며, halt 명령어 사용

<<<QUESTION>>>

**6. 매일 오전 8시 40분에 /usr/logreport.sh 스크립트가 실행되도록 하기 위해 contab에 넣을 설정 내용으로서 적절한 것은?**

[choice]

① \* 40 08 \* \* -exec {/usr/logreport.sh}

   ②40 08 \* \* \* /usr/logreport.sh

   ③ \* \* \* 08 40 /usr/logreport.sh

   ④ \* \* \* 08 40 –exec {/usr/logreport.sh}

<<<QUESTION>>>

**7. 다음 지문에서 설명하는 유닉스 시스템 관리자용 명령어는?**

![EMB000072286dc0](data:image/gif;base64,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)

[choice]

① df

② ps

③ file

④ find

<<<QUESTION>>>

**8. 다음 중 버퍼 오버플로우(Buffer Overflow)에 대한 대책으로 옳지 않은 것은?**

[choice]

① 경계 검사를 하는 컴파일러 및 링크를 사용한다.

   ② 경계를 검사하는 함수를 사용한다.

   ③ 운영체제 커널 패치를 실시한다.

   ④최대 권한으로 프로그램을 실행한다.

<<<QUESTION>>>

**9. 하이퍼바이저에 대한 내용으로 옳지 않은 것은?**

[choice]

① 가상머신과 하드웨어 사이에 위치하여 다수의 가상머신들이 각각의 운영체제가 구동될 수 있도록 논리적으로 독립된 가상머신 환경을 제공한다.

   ② 주 기능은 CPU, 메모리 등 하드웨어 자원을 각 가상머신에 논리적으로 분할 할당ㆍ스케줄링하는 것이다.

   ③하이퍼바이저는 bare-metal 타입, hosted 타입으로 나누어지며, bare-metal 타입은 하드웨어 상에서 동작하는 것이 아니라 호스트 운영체제 위에서 동작한다.

   ④ hosted 타입은 VMware Workstation, Parallels Desktop 등이 대표적이다.

<<<QUESTION>>>

**10. 다음 중 리눅스에서 Process ID(PID) 1번을 가지고 있는 프로세스는 무엇인가?**

[choice]

① init

② 부트로더

③ OS 커널

④ BIOS

<<<QUESTION>>>

**11. 다음 지문이 설명하는 것은?**

![EMB000072286dc2](data:image/gif;base64,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)

[choice]

① Kerberos

② OAuth

③ EAP

④ RADIUS

<<<QUESTION>>>

**12. 윈도우 NTFS에서 모든 파일들과 디렉터리에 대한 정보를 포함하고 있는 것은?**

[choice]

① MFT(Master File Table)

② FAT(File Allocation Table)

③ $AttrDef

④ $LogFile

<<<QUESTION>>>

**13. 리눅스 시스템의 /etc/logrotate/conf 파일에서 로그순환 설정을 하려고 한다. 최소 6개월분의 로그를 저장하기 위해 빈칸 ㉠에 들어갈 용어로 적절한 것은?**
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[choice]

① save

② rotate

③ cycle

④ minimum

<<<QUESTION>>>

**14. FTP 접속기록을 확인할 수 있는 파일은?**

[choice]

① xferlog

② ftplog

③ error log

④ pacct

<<<QUESTION>>>

**15. 다음 지문에서 설명하고 있는 것은?**
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[choice]

① S/Key 인증

② RADIUS

③ Challenge Response

④ Kerberos

<<<QUESTION>>>

**16. 다음은 윈도우 부팅 순서이다. 올바르게 나열된 것은?**
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[choice]

① 바-다-라-가-마-나

② 나-바-가-다-라-마

③ 나-바-다-라-가-마

④ 바-가-마-나-다-라

<<<QUESTION>>>

**17. Cyber Kill Chain의 단계 중 빈칸 ⓐ, ⓑ에 들어갈 절차로 알맞은 것은?**
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[choice]

① ⓐ 악성코드 제작(Develop) ⓑ 명령 및 제어(Command &Control)

    ② ⓐ 명령 및 제어(Command &Control) ⓑ 전달(Delivery)

    ③ⓐ 전달(Delivery) ⓑ 명령 및 제어(Command &Control)

    ④ ⓐ 전달(Delivery) ⓑ 악성코드 제작(Develop)

<<<QUESTION>>>

**18. 다음 지문이 설명하는 것은?**
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[choice]

① CryptoCurrency Hijacking

② CryptoCurrency Jacking

    ③ Currency Hijacking

④CryptoJacking

<<<QUESTION>>>

**19. 실행 레벨은 0부터 6까지 있는데 다음 지문의 빈칸 ㉠, ㉡, ㉢에 해당되는 실행 레벨로 알맞게 짝지어진 것은?**
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[choice]

① ㉠ 실행레벨 0 ㉡ 실행레벨 5 ㉢ 실행레벨 4

    ②㉠ 실행레벨 1 ㉡ 실행레벨 6 ㉢ 실행레벨 3

    ③ ㉠ 실행레벨 0 ㉡ 실행레벨 5 ㉢ 실행레벨 3

    ④ ㉠ 실행레벨 1 ㉡ 실행레벨 6 ㉢ 실행레벨 2

<<<QUESTION>>>

**20. 유닉스 또는 리눅스 시스템에서 SetUID와 SetGID가 설정된 모든 파일을 찾으려고 한다. 명령어가 바르게 기술된 것은?**

[choice]

① find / -type f ＼(-perm –1000 –o –perm -2000＼) -print

    ②find / -type f ＼(-perm -2000 –o –perm -4000＼) -print

    ③ find / -type f ＼(-perm -100 –o –perm -200＼) -print

    ④ find / -type f ＼(-perm -200 –o –perm -400＼) -print

(Subject) 2과목 : 네트워크 보안 (Subject)

<<<QUESTION>>>

**21. Smurf 공격을 방지하기 위하여 라우터에서 차단되어야 하는 기능은?**

[choice]

①Directed Broadcast

② Ingress Filtering

③ HTTP GET Flooding

④ ICMP Ping Request

<<<QUESTION>>>

**22. IPv4의 IP 주소 고갈 및 라우팅 테이블 대형화에 대한 해소책으로 기존의 클래스 기반 IP 주소 체계를 벗어나 서브넷 마스크 정보를 IP 주소와 함께 라우팅 정보로 사용할 수 있게 만든 IP 주소 지정 방식은?**

[choice]

① FLSM

② CIDR

③ VLSM

④ Static Routing

<<<QUESTION>>>

**23. 다음 지문에서 설명하는 네트워크 기술은?**

![EMB000072286dd0](data:image/gif;base64,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)

[choice]

① Bypass

② LLCF

③ Failover

④ DPDK

<<<QUESTION>>>

**24. 스니핑 할 수 있는 공격방법과 거리가 먼 것은?**

[choice]

① ARP Redirect

② Switch Jamming

③ ARP Spoofing

④ IP Spoofing

<<<QUESTION>>>

**25. 다음 지문에서 설명하고 있는 공격 특징 및 대응방안과 관련성이 가장 높은 것은?**
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[choice]

① UDP Flooding

② SYN Flooding

③ ICMP Flooding

④ GET Flooding

<<<QUESTION>>>

**26. 컴퓨터 및 네트워크에서 서비스가 더 이상 진행되지 못하도록 하는 경우로써 ＜보기＞에서 설명하고 있는 공격 방법으로 가장 옳은 것은?**
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[choice]

① 스머프(smurf) 공격

    ② 중간자(man-in-the-middle) 공격

    ③ 포맷 스트링(format string) 공격

    ④ 포맷 스트링(format string) 공격

<<<QUESTION>>>

**27. 다음 네트워크 공격은 무엇인가?**
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[choice]

① Ping of death

② LAND attack

③ Teardrop

④ Smurf attack

<<<QUESTION>>>

**28. 다음 보기의 내용은 어떤 공격에 대한 특징인가?**
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[choice]

① Land Attack

② Bonk

③ Boink

④ Teardrop

<<<QUESTION>>>

**29. 침입차단시스템(Firewall)의 기능과 가장 거리가 먼 것은?**

[choice]

① 로깅(logging)과 감사추적(auditing) 기능

    ② 네트워크 접근제어 기능

    ③데이터 축약 기능

    ④ 사용자 인증 기능

<<<QUESTION>>>

**30. hosts 파일을 통해 도메인 이름에 대한 IP 주소를 적어두면 이 스푸핑 공격에 대응할 수 있다. 이 공격은 무엇인가?**

[choice]

① DNS 스푸핑

② IP 스푸핑

③ ARP 스푸핑

④ 이메일 스푸핑

<<<QUESTION>>>

**31. 침입차단시스템(Firewall)의 동작 방식은?**
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[choice]

① Circuit Gateway

② Application Gateway

③ Packet Filtering

④ Stateful Inspection

<<<QUESTION>>>

**32. 다음에서 설명하고 있는 기술은?**
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[choice]

① ATP

② MPI

③ DPI

④ SPI

<<<QUESTION>>>

**33. 점차 증대되고 고도화되는 보안 위협에 대처하기 위해 예방, 탐지, 대응 등을 위한 보안 도구들을 유기적으로 연결하고 통합함으로써 보안 운영 업무를 자동화하고 보안 운영 효율성 극대화를 도모하는 기술은?**

[choice]

① UTM(Unified Threat Management)

    ② IDS(Intrusion Detection System)

    ③SOAR(Security Orchestration, Automation and Response)

    ④ ESM(Enterprise Security Management)

<<<QUESTION>>>

**34. Snort의 threshold 옵션에서 다음 지문의 빈칸 ㉠에 들어갈 용어로 알맞은 것은?**
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[choice]

① content

② both

③ threshold

④ limit

<<<QUESTION>>>

**35. VPN 터널링 프로토콜과 관련이 없는 것은?**

[choice]

① L2TP

② IPSec

③ SOCKS V5

④ IMAP

<<<QUESTION>>>

**36. UTM(Unified Threat Management)에 대한 설명 중 옳지 않은 것은?**

[choice]

① UTM은 다양한 보안 솔루션을 하나의 장비에 탑재하여 운영하는 All-in-One 통합보안 솔루션이다.

    ②보안정책 적용이 개별적으로 이루어지므로 전문가의 운영이 필요하다.

    ③ 다양한 보안 기능을 하나의 솔루션에 통합하여 복합 해킹 위협에 효과적으로 대응하는데 목적을 두고 있다.

    ④ 보안 정책, 필터링 시그니처를 통합 관리하여 일관성과 운영 효율성을 제공한다.

<<<QUESTION>>>

**37. TLS Record 프로토콜의 가공 단계를 올바른 순서대로 나열한 것은?**
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[choice]

① 나 → 가 → 다 → 라 → 마

    ② 나 → 다 → 가 → 라 → 마

    ③ 나 → 라 → 다 → 가 → 마

    ④ 나 → 라 → 가 → 다 → 마

<<<QUESTION>>>

**38. 포트 스캔 시 포트가 열린 경우 대상으로부터의 응답이 다른 것은?**

[choice]

① TCP Open Scan

② NULL Scan

③ FIN Scan

④ XMAS Scan

<<<QUESTION>>>

**39. 빈칸 ㉠, ㉡, ㉢, ㉣에 들어갈 용어들이 올바르게 짝지어진 것은?**

![EMB000072286de2](data:image/gif;base64,R0lGODlhMAGDAHcAACH5BAAAAAAALAAAAAAwAYMAgAAAAP///wj+AAMIHEiwoMGDCBMqXMiwocOHECNKnEixosWLGDNq3Mixo8ePIEOKHEmypMmTKFOqXAigpcuXMGPKnEmzps2bOHPq3Mmzp8+fQIMKHUoQwMqjSJMqXZrR6ECnTKNKnUo1JdQAV6tq3cq1q8OrWb2KHUtWKtiyaNOqRXl2rdu3cC+2jUu3rl2Dcy2+fFpU5lOYAsP2jfl3L1a8RQsSZtmS71++ghMrBJwwcmC/hSlfXrxZ80HDhwe7HJmXYlvBjScHVq0YIWjHq2HLRhzbslHLoSu31r2xdEPbkn3jxuhb4mnauJ0mp41c8e3RolPzDq0c8G3Wrj9Pz54be/fPmLX+OxYusnjE44/TN98e2zl0yLPPj9cNnDfl+tzDzoz+XvJ3/9S5199H5kGE3kPKtQceZ6/NlWBnnC0om3TXcWfhfBeuB6B4rtF04YMTkrYhXq8JCFtNwW1GYGvDGYfhgCOOCCJzAjbIEkcHoghSgXLJF2BF+yEYHonWvfhffDIquJtxQwYJIYwhHnkSj3rVqF9utnnIXoQZcohlbVKG+d+MSwJ542/bkcmlR1R+deaGWbWo5JPSjclfnR8auRx7cyLponeZlQjgjFeG1CaagGJJmJxHDldon28qSKGYjpZJ453Q6aijmAtCRZ6hMTLJ5ZqX8onVkKeW6KSb2VU6maD+oZq0KqKBMmqmn3flqitZh+7q669L9QrssMTKGmuxyCZb3rHKNussccw+K+20rEJK7bXY5pntttzSaCtjo1XY2YRNomple4s9yqm641qJp4SSesrpvJ552WmD5UY4q7ZsfolhmlX6C2aZrkYbKYdkJlbwlgdDi6up3vYWoLz/8jsRiAdelqqj4W2675IPLrpuw5QylLCXHJMasUYVipvxqt9qmPFhFPNZKLu0nrzanvaVymzCMJsrsHcxq7ZXzT9aq7TJ6N7nn87xxTmolpVNqp649mr4sKs4W+oulASD+y6LO0dJ5ccII0j2q6Ma/OePYC8NdKK11rkwjm6jmSD+0oQKfTG5Kv/d4bto0+nv3nSn6HXeRHoWdOCDSoy4pJAWTfTBkPvstpwOgslzfoZ9fivEmofN8sRmdzl6vPqW7nqjfpsO98h0i7561hvDujJxR3cHmqdabkri7l0mFzzVlkt9Ne2A3o1papoibxrjBjI/JabnkhY76VirXiPJbG0fZbfkbyts+ej/en767N+1fvvww/V+/PSnNX/9+It1f/78a7V//wCMyv9MpKTMBfCAl2uK4uZkOQQGcICpi5oDJ1iteVVQTfWioAaJF7CBjW+DIIycAv8lvBBuEIKUs6AJTYhC3xUwgyukYAtf9roY9q+FG/vg0mzIPxzay4D+PMyfD4NIRIAV8Yg7oh4Sl8i0hzHxiWpzIhSnmEAqWjGKO7yiFl24xS5azGFVi9sOf4e9J71Qd5kpm+xS9TSngYtc8GniGfuTLiWSkYC0UmEefwi+FKKGa0lqYve4CDGooctag0RZIBtFvZlNT4pYxJ3tRHgz1rwHiDlUV3XcqLW0UadInBPh01C2vRxRzYhgFA8ncefHvriSOQ3cTfdcNrbKya1ia4tUnBzHyguqCJdV7JHNlIafpEUSeIWbj/L6Zh5D/tJ38grlbPKCGrlcco3BvFfiGEhMttUsesoTJtbO8s3CgOxtIaulwswJzkzVTYx8hCQhhVm8blavN+L+o1ljkHaifsLSm+HSE9P4mcdYGgieoqRn1gwZs12qyoOk62fByolNfoWMeRiE1QDR9i0cTnKSP/OWO8sIMB5RdJoFFSh2CFUqar7NTx1VYkS/47zFLRJ165Pa2eymHimG81RxzNA4YSkyeS6yhIqUGED7+M7sBepE+VxnU7eZRZvS7KW5axFYxJfMY3rxqxUF6xaHKFYZyrSsPCQrWhGo1rU+8KxuZSFc4wrCttJViHPF41YZtMpZGbB3NLVaVsfIyZddc4+DU6fBHNmmcNHxkVWVozFZebKxdY2S4HOmzBboyF7CCbEr06Qcqym4yOrymZqbm52s2krDRUazsqz+1SGB6dk+adVkq7zqGJHU1RSm0pmvjdcrZXva1dpSjx48zT4XONNPjpSqXDysZgnaQeSKTYJQDZ2IcOky4jZ0thC9I3QnS6/iuvS2ppWsQSXrW9JmFY0FvSTwGGnak5KXtbs17kzraFvc8rW3HjVX52r4TsV2drT3VJR2x4vey+Z1hKczamn92d+pri6jUBLW2Zia39zW1owkBe2F8bmm4HJwnr5EMU3xi9Kt9ba8NZRmSCMp4YQqtHHpKio3a5xJ30I1xqL1EYcLKGKv1fR51E0py6JKtHzBsGf8Ye8xuVrBMCrWqH/lHRDtetf6cbnL8fsymNsn5jGnr8xmLh/+mtPcrTWz2XwPfjNeeay65+DpyaLRYco0w997YfjKlILv51Q7xyuLF8TmzO5zX7rengKVb15F8ZFVyapPeY/I3GOujx1MQ/xSN5Yz3CUhbdVpNV66k/aBnuuKiassLTioDhVjqcfTZ/cy+nTRHDWNNx1olcGWn5Crj4dhGhyrwVZbsb4zNBMJ6jjr9qoOQihQowxewUHNRpBtKSKRHTlk+m1mLgWvrYVs3Z5NTtxfgXS1kaw4aac3VptUtfdq/WEjepve60ZtpB3WMhUjl6UQChhDO3ZKeO+43qaJ3YEHN0oCf3F0ueateTXtahh1t7kJRs6rV12vrhbzz+il74SNG41udVsP4D+96YqtjO1dS/zUDmYdnmftY581m86SzKF7Wn1YiErpUX4BaY1FJ3T9JlVIgtWv8YqUXjcPuSNZZjkdqcxyBuMZcFf/Ycepbl2ny5laXv+6tMIudmeRvezKOjvakaX2tROr7W4HFtzj7qu9DuXueM+73vfO9777/e82obvgB0/4whue7gEBADs=)

[choice]

① ㉠ L2TP ㉡ IPSec ㉢ MAC ㉣ ESP

    ② ㉠ AH ㉡ IPSec ㉢ Encapsulation ㉣ SSL

    ③㉠ AH ㉡ ESP ㉢ MAC ㉣ HASH

    ④ ㉠ L2TP ㉡ IPSec ㉢ HASH ㉣ MAC

<<<QUESTION>>>

**40. 보안 솔루션은?**
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[choice]

① IPS

② IDS

③ DLP

④ NAC

(Subject) 3과목 : 어플리케이션 보안 (Subject)

<<<QUESTION>>>

**41. SSH의 기능과 가장 거리가 먼 것은?**

[choice]

① 원격 접속 보호

② 파일 전송 보호

③패킷 필터링

④ 사용자 인증

<<<QUESTION>>>

**42. DB 보안 위협 요소인 추론으로부터 정보 유출을 막기 위한 기술은?**

[choice]

① 집성

② DAC

③ 암호화

④ 다중 인스턴스화

<<<QUESTION>>>

**43. 다음 지문의 설명에 가장 알맞은 기술은?**
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[choice]

① HSM

② OTP

③ SSO

④ DRM

<<<QUESTION>>>

**44. DNS 서버에 대한 질의 시 사용되는 type 옵션에 대한 설명으로 틀린 것은?**

[choice]

① MX : 도메인의 메일서버 질의

    ② NS : 도메인의 네임서버 질의

    ③ A : 도메인에 대한 IP 주소 질의

    ④SOA : IP에 대한 도메인 정보 질의

<<<QUESTION>>>

**45. 다음 중 HTML 문서 내 입력받은 변수값을 서버측에서 처리할 때 부적절한 명령문이 포함되거나 실행되어 서버의 데이터가 유출되는 취약점은?**

[choice]

① SSI 인젝션

② LDAP 인젝션

③ XPATH 인젝션

④ SQL 인젝션

<<<QUESTION>>>

**46. 다음 보안 프로토콜 중 작동 레이어가 OSI 7 Layer 중 가장 낮은 것은?**

[choice]

① S/MIME

② IPSec

③ SSH

④ SSL

<<<QUESTION>>>

**47. 웹 서비스를 주요 대상으로 하는 공격 유형이 아닌 것은?**

[choice]

① CSRF

② XSS

③ RFI

④ Format String

<<<QUESTION>>>

**48. TLS handshake 과정을 순서에 맞게 나열한 것은?**
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[choice]

① 다 → 라 → 나 → 가 → 마

    ②다 → 나 → 가 → 라 → 마

    ③ 다 → 라 → 가 → 나 → 마

    ④ 다 → 나 → 라 → 마 → 가

<<<QUESTION>>>

**49. 다음 중 SQL injection에서 사용되는 여러 종류의 특수문자 용도에 대한 설명으로 가장 적합하지 않은 것은?**

[choice]

① -- 및 # 은 앞의 출력값을 받아 두 번째 입력값으로 사용한다.

    ② ; 은 쿼리 구분 기호이다.

    ③ ' 은 문자 데이터 구분기호이다.

    ④ /\* \*/은 구문 주석 처리 기호이다.

<<<QUESTION>>>

**50. 디지털포렌식의 일반원칙으로 적합하지 않은 것은?**

[choice]

① 증거분석은 원본을 사용하여 분석하여야 한다.

    ② 디지털 증거는 신뢰성이 검증된 분석 도구(HW, SW)를 사용해야 한다.

    ③ 디지털 증거는 추출, 분석된 데이터가 무결성, 동일성이 보장되어야 증거능력을 인정받을 수 있다.

    ④ 증거분석의 전 과정을 기록하여야 한다.

<<<QUESTION>>>

**51. 빈칸 ⓐ, ⓑ, ⓒ에 들어갈 상태코드 값으로 알맞은 것은?**
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[choice]

① ⓐ 200 ⓑ 400 ⓒ 500

② ⓐ 400 ⓑ 300 ⓒ 200

③ ⓐ 200 ⓑ 500 ⓒ 300

④ ⓐ 300 ⓑ 400 ⓒ 500

<<<QUESTION>>>

**52. 전자상거래 보안에서 SSL/TLS의 특징이 아닌 것은?**

[choice]

① SSL은 Record Layer와 Handshake Layer로 구분한다.

    ② 응용계층의 프로토콜의 안정성을 보장한다.

    ③ https://\* 로 표현된다.

    ④전자서명을 통한 부인방지를 제공한다.

<<<QUESTION>>>

**53. 게시판에 올리는 글에 악성코드를 삽입하여 다른 게시판 이용자가 글을 읽을 경우 악성코드가 실행되도록 하여 클라이언트의 정보를 유출하는 공격 기법에 해당하는 것은?**

[choice]

① File Download

② 쿠키/세션 위조

③ XML 외부 개체

④ Cross Site Scripting

<<<QUESTION>>>

**54. SSL/TLS의 취약점과 관계가 먼 것은?**

[choice]

① Freak

② logjam

③ Poodle

④ Spectre

<<<QUESTION>>>

**55. 다음 지문의 특징을 가진 공격 유형으로 적절한 것은?**
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[choice]

① APT 공격

② 갠드크랩(GandCrab) 공격

③ 클롭(CLOP) 공격

④ 공급망 공격(Supply Chain)

<<<QUESTION>>>

**56. 다음 지문에서 설명하는 웹 공격 기법은?**
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[choice]

① SQL Injection 공격

    ② 역직렬화 공격

    ③CSRF 공격

    ④ 디렉터리 리스팅(Directory Listing) 공격

<<<QUESTION>>>

**57. 다음 지문에서 설명하는 것은?**

![EMB000072286df0](data:image/gif;base64,R0lGODlhMAFbAHcAACH5BAAAAAAALAAAAAAwAVsAgAAAAP///wj+AAMIHEiwoMGDCBMqXMiwocOHECNKnEixosWLGDNq3Mixo8ePIEOKfAigpMmTKFOqXMmypcuXMGPKnEmzps2bOHPq3EkQwMifQIMKHUoUpM+BR4sqXcq0qdOOSQNEfUq1qtWrS6NOxcq1q9evErWCHUu2LFmxZtOqXasULdu3cONqdIswpcCkKqUiRXmXoVu7evciDdyzcMKVe0v23XrSr8nAWhXrjQxY4V/DlA1L5Uu4ruTOjwd7btz5sOa6Bxlr3lq6p13Wmz8fnd2abkO8BX3Cjqi7L+rdvi2vdv0Zdergx30Db218OfLlrFWLjq04tGncybHTlo7cIOLgjyn+c16o2zrf3onH/54OeHb75sKV331/23r87t6Tn8ae+z7t/ODJxx1zABJmHoHOFfYfe6CFJd9z9unXH4EBNpiZf7edJuF0HOL1GnmyFVeebPNVB2CE8HE42XEJQtYdbh5+JyF61El2IX4PHkZihRR2mKGKBWpII3R+rVacgQL2x593LL1YG5C5aaekiRRFRx6DJU7Yo3787RZhgrYFqeKQxKkX5XkkJakglA6RRuNmWlYEY5mkVZkXj1biWGJjN24ppnF6QnnZli2Oqd5/b0o5l58gVrbio6bp6CiXWO5XJJuYxnlpoDgOKl6dG/6paKKiAUfkT2JtRyeKV6ZXZ5f+mjpHV6F/3kfoh06G2Wqk+82Zq62hrgrqj0iSepGuxBlZq5Aatllem80SC2iNrLr6pZlK7pranXsOm5GXoHELrbVHLpvpjOIyGeWmjMrl7rvvIgvvvPTCJW+9+OYL1r369uvvU/z+K/DAQQVM8MEIc2Rwwgw37OC5DkcssbYteivjtpNmfKBlNhoYWqK+Yhybx25qC+GO1ILHWcUbd1stuZEN5uXK0oIZrabscocWrW+q6SKkBS6JmclIliro0TlzSihEPUdrM8QDBmurzkNLaiJj4RkNtJZCa231q2UizdzTOVJb7pkrowmuuZYS/enL01LtNa9Nq/pg05XCtuD+tDz+nHLROM/43MPQrh14kGSXRquPq6INtcwnFs0n3ezRzHFlOyMu9tQqX8ykoyQafnOcLJe7+OAWyTqydGS6aHiMY59dM36Dnkmx0kxHPjLfuDd4bLqCp75pzyNKvhjlfUM8tXm4jj17uJOiTZ/dwSZ+OrAYwiy70ugRD/ndFMLa6eV3Zp794aRzL7zrvI7e9qLjxi3s9scDnarWeOO5udtVc5rn7dDD1ufsg6jwSS195GtPkzAmroCZCnJCA9n3RDaevBQqOi3rkQUzBTbl4Sxm9WNg1pLGFQfmDlwo5A3R2re86HFNhTBzjLfWlDsSTuyGOARgDnfIQ9T18If+N1wYEIeoLyES8YjzMiISlxgXJTLxiWpxIhSnOBYpUvGKJXSf2Uj2MRlWsItYM10GRUilLcaoi+yiHYo62KhrubBxAZwhA6W3NzZy7nnOI9xU8he8ijULWXtjYbt8pzoEyglugwTWkgIpPzyeh34uQ9kII7nI3vnufRMCE7dagrpC9uqNKRLkAIflHpT57Y42/N/wEjPBD/ZPhyH8kvKidkpCpvGSE1kk8HTkmeHMrX1+rByaxmUbvNVtjNchoNc2eMs9YpKRZKQjJGWmzCrRTn+/bOSVuoY+SnaMhr7EHosqFULGtZGUQmLe9Q5oO0ySBIS27CQehaNLUDqrY/D+VF+RuNkqRJpLjlbU3jpjKBLzwRJQ0NSigwaKO0VRUnM1FKUPR7NL3gjQkpx8qDxtiLy3TfNUdqqoL0H6pIjyzpyotJa09HS9YMbzoGIyFgwl6s0HKnJpHpTmxxbIzIPSUlQCTVPNkBm8mZpNVg0UafxMii57FnSeLrunP40qToXiEotYXUtAs8rVrFi1q2AF2FfDSta2jLWsaC3YWdPK1pBsta1wPdZa40pXjBhMY6YMHbm4+M267tCEL8xmK32oSr8GUaFyu5vaIJpHw+Lwrod6ZbbAyU2GOpZed30mhAZbwPFd9rDnyqhBESUiyorssxF762h99r/CopZhkAVn1WrZd765vhaziA1a/wp4L9fe9mCA/aQuW2mq5ln2t1G0qlMN6FGQHhe5ZnkrdC8r3ekatrrWrSt2sxvX7XK3rd79blrDK96ykre8YW3uTtbL3va6973wja9857tc9Nr3vvjNb3kDAgA7)

[choice]

① DRM

② DOI

③ 스테가노그래피

④ 워터마킹

<<<QUESTION>>>

**58. 윈도우 7을 사용하는 사용자가 한국인터넷진흥원 홈페이지(http://www.kisa.or.kr)에 접속하기 위해 IP 주소를 얻어오는 순서로 적절한 것은?**

[choice]

① 로컬 DNS 서버 → 캐시 → Hosts 파일

    ② Hosts 파일 → 캐시 → 로컬 DNS 서버

    ③ 로컬 DNS 서버 → Hosts 파일 → 캐시

    ④캐시 → Hosts 파일 → 로컬 DNS 서버

<<<QUESTION>>>

**59. 갑자기 대량의 DNS(Domain Name System) 관련 트래픽이 유입되어 확인해 보니, DNS 증폭공격이라는 것을 알게 되었다. 다음 중 이 공격에 대해 바르게 설명하고 있는 것은?**

[choice]

① DNS zone transfer의 취약점을 이용한 공격이다.

    ② DNSSEC의 취약점을 이용한 공격이다.

    ③ DNS bug이므로 취약한 서버는 최신 버전으로 패치를 하여야 한다.

    ④resolving이 허용된 DNS를 매개체로 악용하는 형태의 공격이다.

<<<QUESTION>>>

**60. SQL injection 공격 취약점에 대응하기 위한 방법과 가장 거리가 먼 것은?**

[choice]

① 웹 방화벽을 웹 서버 앞단에 두고 미리 필터링 한다.

    ② 인터프리터 방식을 회피한다.

    ③ 사용자 입력 값을 모두 Encoding 하여 유효성을 검증한다.

    ④현재 쓰고 있는 웹브라우저를 업그레이드 하거나, 다른 것으로 바꾼다.

(Subject) 4과목 : 정보 보안 일반 (Subject)

<<<QUESTION>>>

**61. 다음 지문에서 설명하는 정보보호 용어는?**

![EMB000072286df2](data:image/gif;base64,R0lGODlhMQFJAHcAACH5BAAAAAAALAAAAAAxAUkAgAAAAP///wj+AAMIHEiwoMGDCBMqXMiwocOHECNKnEixosWLGDNq3Mixo8ePIEOKHEmypMmTKFOqfAigpcuXMGPKnEmzps2bOHPq3Mmzp8+fQIMKHVoQwMqjSJMqXZrRKEGnTKNKnUo1JVSBV6tq3cq1q8OsWb2KHUtWKtiyaNOqRXl2rdu3cC+2jUu3rl2DcxPOHCgzwNWXfAPjZfgXYVjAfhPzhWo0rGG9Txe69DtZ8ETHLQP/7aswZmTBhz9TRuz4YOnHohueLoz1M2PThFPLVqwZdOvTT1fPLmp5t2rctyV3HowVZmvevV1/hZg3NurjtBW/Jj48ufXJ2G0nBi4d9nTI0HP+exYe3XNj8cbBi2ZdOTzj9Ny3s0SuOnpt6Oyt24et/7xs/93Jp9dmyDkF3HcWZbYYZKzNR19+9O1HG3cIVqcff/ZNh6CB/TkXHn7/TVhcZvFJWNiBF1aE2Wvv7TUgYiNWFpplMEq4YG4efmjaXGdtCCJeCnrXW5DFxXiehsHVFyFLnI3WpIXatXcUgCh61Bx5zCmno433cSkRhwLu6KKTNWKpIk3HcbjZeBSNmWR5T250JZSLsQmhiRaC+VWTYAKoUYle/plmoKuhqZ6IhL4YJ4ZbHpqnlniqp6eS6w2K24GLOtqoplr66SajYD2JZJ3p5Wgqpp9GCGOLgOkWGav+dlJHWZeM1kqYoYHKuiOtgA655JKeqpilb3KZaauxkmX6ppilkinlZcoa+eyr6JUpa6hsPucskXQa2+td4IZb1ZzilmvuuL+eq+66SZHL7rvwjuRuvPTW21S69uar75f47uvvv9rmCvDA+84bo69tpiblms2umqxxa85mbapAkoYejfCRqmCvQXoqKrRdjvetwXcKrG2Vm5aXssLeEpsisAhX+GO/xKlp5rdC8jcyzSrDmS2UBopcbXslAy3tpDNyqjPRkGLW4XJOJqrxtEOHKfSwL/eM88nU1klpgML5GPF+DFtrWIN3Xh2pkjZPzS1GftIYkcFRr+zgzN/VRGr+1ojmnVyDdqO2IdOqPs32slvfSqt7c/P8nN5he+13gi1PTva0Wxeta88mvq0z4p3h+vloXrtca+L3Dg44xab/hjrrcLuNqOOgZec26oOGGfCpUJuM5aSXIbs54IEfG7rZPMvse5824t5phs32XnyFmWs3dVF8wn770J5/beqEbl5q/OhxG+5g2zru3Lp8wTbedfrrO5402bdvLPruKHvZl/LYh4xr5iySWOtIZjntOepnBqSQqKLVkZ+BioGzWw7HIDgYbC3Me84jmAbFRbcNevBdHfygCM0VwhGa8C4lPKEK4ZLCFbowLS18oQzFEsMZ2lArNbyhDqNCN4cVbnv+QHxYq3a3q2WRrnhHBF92LhUnB2LPieO7GH4yphSSQQphh8rgbro3HLQhUVcBVNp1unW3LM4sfiKxYu3eUzczJiyCuTvbEL0osP09SH+3Ql4Qu3izM/KNJGqM45vy97ozEomLsxpRpXwHxsU9MXol4R/j4PhFkPSQcD8q2wXfyD8KWeqJf1Tkh8IILdZBrog3YpbcNqeSGlJvbZpEZNPe5snu5O9RSWyRoqC4FeVR7SQ5DF4lwZO3++FokObpHdJsmSAGGpAjTqui/JoISUEWi5JWQiMmBVS+R8qSkVw65eO2uBRXCpCV1/TR3KpJvD6CqJtj3GPFqhnFO5pvSrSBuxZ1IHfK0tgxlPH8m2/+KSJ4wg+gwwzlkZQ4xITeC43/oecby5hAia6yjLxB1bO090y7dexlkpRXPndIUrOMtKQobddJU8pSq6y0pTAF5EtjStOPBLOmOI0dRHPK04citKdAFRb3hkLUohr1qEhNqlKXylQKBvWpUI2qVKeqwYAAADs=)

[choice]

①위협(threat)

② 취약점(vulnerability)

③ 자산(asset)

④ 위험(risk)

<<<QUESTION>>>

**62. 다음 지문에서 설명하고 있는 원칙은?**

![EMB000072286df4](data:image/gif;base64,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)

[choice]

① 직무 순환

② 상호 배제

③ 책임추적성 보장

④ 직무 분리

<<<QUESTION>>>

**63. 다음 지문은 블록 암호 알고리즘을 분석하는 방법에 대한 서술이다. 이 분석법에서 사용한 암호 해독의 원리는?**

![EMB000072286df6](data:image/gif;base64,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)

[choice]

① 암호문 단독 공격

② 선택 평문 공격

③ 알려진 평문 공격

④ 선택 암호문 공격

<<<QUESTION>>>

**64. 전체 사용자가 10명인 시스템(또는 조직)내에서 어떤 사용자가 다른 사람에게 암호화된 메시지를 대칭키 암호를 사용하여 교환하고자 한다. 이때, 서로 다른 2명씩 대칭키를 사전에 공유한다고 가정할 때, 전체 시스템에서 존재하는 서로 다른 대칭키의 개수는 몇 개인가?**

[choice]

① 10

② 45

③ 55

④ 100

<<<QUESTION>>>

**65. 기존의 사람과 사람, 사람과 디바이스 중심의 네트워크 환경이 디바이스와 디바이스 간의 네트워크로 확장됨에 따라 디바이스 인증이 중요한 쟁점으로 부각되고 있다. 디바이스 인증에 대한 설명 중 틀린 것은?**

[choice]

① 디바이스의 진위성 및 네트워크 접속 권한을 제어하기 위한 것이다.

    ② 비 인가된 디바이스가 네트워크에 접속되어 IT 서비스를 위협하는 것을 방지하기 위한 것이다.

    ③ 네트워크에 참여하는 다양한 디바이스들을 신뢰할 수 있도록 하기위한 것이다.

    ④네트워크 및 시스템 사용권을 허가된 사용자로 제한하기 위한 것이다.

<<<QUESTION>>>

**66. SSO(Single Sign On)는 사용자가 단 한 번의 인증절차만으로 다수의 애플리케이션에 접속할 수 있도록 해주는 인증 프로세스로 인증시간 단축, 사용자 계정의 효율적 관리, 접근권한의 효율적 통제가 가능하다. 다음 중 SSO 방식과 가장 거리가 먼 것은?**

[choice]

① RADIUS

② SPNEGO

③ Kerberos

④ SESAME

<<<QUESTION>>>

**67. 대칭키 암호화와 MAC(Message Authentication Code)으로 해결할 수 없는 보안서비스는?**

[choice]

① 메시지 무결성(Integrity)

    ② 메시지 인증(Authentication)

    ③메시지 부인방지(Non Repudiation)

    ④ 메시지 기밀성(Confidentiality)

<<<QUESTION>>>

**68. 다음 중 MD 계열 해시함수의 특징으로 옳지 않은 것은?**

[choice]

① 160Bit의 출력 해시값을 생성한다.

    ② 데이터 무결성을 위해 메시지 압축ㆍ축약을 하는 해시 알고리즘이다.

    ③ 해시 충돌 방지 확률은 약 이다.

    ④ MD4의 경우, 속도가 빠른 반면에 안정성에서 뒤떨어진다.

<<<QUESTION>>>

**69. 다음 지문에서 설명하는 접근통제 모델은?**
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[choice]

① 강제적 접근통제 모델

② 규칙기반 접근통제 모델

③ 역할기반 접근통제 모델

④ 임의적 접근통제 모델

<<<QUESTION>>>

**70. 다음은 암호키 관리의 운영단계 중 키변경 기능(Key Change Function)에 대한 설명이다. 잘못된 것은?**

[choice]

① 기존의 암호키를 이용하여 새로운 암호키를 생성하는 방법을 키 갱신이라고 한다.

    ② 기존의 암호키와는 독립적인 방법으로 새로운 암호키를 생성하는 방법을 키 교체라고 한다.

    ③갱신된 암호키가 노출된 경우, 갱신되기 이전의 암호키에 대한 정보는 노출되지 않으므로, 기존의 암호키가 노출되면 노출된 암호키를 변경하기 위해 키 갱신을 사용한다.

    ④ 암호키의 노출이 확인되거나, 노출의 위협이 있는 경우 혹은 암호키 유효 기간의 만료가 가까워지는 경우 암호키를 안전하게 변경해야 하며, 암호키를 변경한 이후에는 기존의 암호키를 정지단계로 전환해야 한다.

<<<QUESTION>>>

**71. 다음 중 역할기반 접근통제(Role Based Access Control)의 설명으로 틀린 것은?**

[choice]

① 대개 구현을 위하여 역할에 대한 추상화 작업이 요구된다.

    ② Non-DAC 또는 비임의적 접근통제 모델로도 불린다.

    ③ 사용자의 역할 및 직능에 따라 접근을 통제하는 방식이다.

    ④사용자에게 지나친 권한이 부여될 우려가 있다.

<<<QUESTION>>>

**72. Kerberos 프로토콜이 적용된 시스템에 대한 설명 중 틀린 것은?**

[choice]

① 사용자, 클라이언트, 인증서버, 티켓발급 서버, 응용서버로 구성된다.

    ② 인증된 클라이언트만 서버에 접근하도록 고안된 보안시스템이다.

    ③ 인증 혹은 티켓 발급 서버가 정지되면 전체 서비스가 중단된다.

    ④데이터의 무결성, 기밀성, 가용성, 부인방지 등의 보안 서비스를 제공한다.

<<<QUESTION>>>

**73. 다음 지문에서와 같이 정의되었을 때, A가 B에게 메시지 M을 암호화 하여 보내고자 한다. 올바른 설명은?**
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[choice]

① 1

② 1

③ 1

④ 1

<<<QUESTION>>>

**74. X.509 확장 영역에 속하는 것은?**

[choice]

① 공개키

② 서명 알고리즘

③ 인증서의 버전

④ 주체 키 식별자

<<<QUESTION>>>

**75. ⓐ, ⓑ 각각이 설명하는 서명 방식은 무엇인가?**

![EMB000072286dfc](data:image/gif;base64,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)

[choice]

① ⓐ 이중서명 ⓑ 정규서명

② ⓐ 이중서명 ⓑ 분할서명

③ ⓐ 은닉서명 ⓑ 분할서명

④ ⓐ 은닉서명 ⓑ 이중서명

<<<QUESTION>>>

**76. 이론적으로 전수공격(Brute Force Attack)에 가장 강한 암호기법은?**

[choice]

① RC4

② 3-DES

③ AES

④ OTP(One Time Pad)

<<<QUESTION>>>

**77. 메시지 인증을 위해 송신자가 메시지와 이에 대한 MAC 값을 동시에 수신자에게 보낼 때, 중간 공격자가 이를 가로채 가지고 있다가 송신자를 가장하여 언제든 수신자에게 보내는 재전송 공격이 가능하다. 다음 중 이를 방어하는 기술이 아닌 것은?**

[choice]

① 메시지를 보낼 때 마다 순서번호(Sequence Number)를 포함시켜 MAC 값을 계산한다.

    ② 메시지를 보낼 때 마다 순서번호(Sequence Number)를 포함시켜 MAC 값을 계산한다.

    ③ 비표(Nonce) 값을 포함시켜 MAC 값을 계산한다.

    ④MAC 값을 암호화한다.

<<<QUESTION>>>

**78. Kerberos 키 분배 프로토콜의 기반 기술에 해당하는 것은?**

[choice]

① Needham-Schroeder 프로토콜

    ② Diffie-Hellman 프로토콜

    ③ Challenge-Response 프로토콜

    ④ RSA 이용 키 분배 프로토콜

<<<QUESTION>>>

**79. 다음 지문에서 설명하고 있는 대칭키 암호 알고리즘은?**
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[choice]

① SEED

② DES

③ SHA-1

④ IDEA

<<<QUESTION>>>

**80. 다음 지문은 공개키 암호방식에 대한 내용을 설명한 것이다. (가)~(마)에 들어가야 할 단어로 옳은 것은?**
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[choice]

① (가) 정수 (나) p × q (다) 이산대수 문제 (라) RSA (마) ElGamal

    ② (가) 소수 (나) p + q (다) 소인수분해 문제 (라) 타원곡선암호 (마) Diffie-Hellman 암호

    ③ (가) 실수 (나) p + q (다) 이산대수 문제 (라) Rabin 암호 (마) 타원곡선암호

    ④(가) 소수 (나) p × q (다) 소인수분해 문제 (라) RSA (마) Rabin 암호

(Subject) 5과목 : 정보보안 관리 및 법규 (Subject)

<<<QUESTION>>>

**81. 과학기술정보통신부장관은 다음 중 어느 하나에 해당하는 사유를 발견한 경우 정보보호 관리체계 인증을 취소할 수 있다. 해당 사유 발생 시 반드시 인증을 취소해야 하는 것은?**

[choice]

①거짓이나 그 밖의 부정한 방법으로 정보보호 관리체계 인증을 받은 경우

    ② 사후관리를 거부한 경우

    ③ (과학기술정보통신부장관이 정한 인증기준에 미달하게 된 경우

    ④ 사후관리를 방해한 경우

<<<QUESTION>>>

**82. 개인정보의 안정성 확보조치 기준(고시)의 제7조(개인정보의 암호화)에 따라 반드시 암호화하여 저장해야하는 개인정보가 아닌 것은?**

[choice]

① 비밀번호

② 고유식별번호

③ 바이오 정보

④ 전화번호

<<<QUESTION>>>

**83. 아래 지문에서 설명하고 있는 것은 무엇인가?**
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[choice]

① 정성적 위험분석

② 정량적 위험분석

③ 상세 위험분석

④ 베이스라인 접근법

<<<QUESTION>>>

**84. 정보보호 내부 감사 시 고려해야할 사항으로 가장 부적합한 것은?**

[choice]

① 내부감사를 수행하는 구성원은 정보보호 전문가들로 제한한다.

    ② 감사의 범위는 다양한 위험을 분석 및 검토할 수 있도록 가능한 포괄적이어야 한다.

    ③ 감사활동은 기업 내외부로부터 독립성을 유지할 수 있도록 해야 한다.

    ④ 내부감사는 조직의 위험을 파악하여 개선사항을 제시할 수 있다.

<<<QUESTION>>>

**85. 100만명 미만의 정보주체에 관한 개인정보를 보유한 중소기업의 내부관리계획의 내용에 포함하지 않아도 될 사항은 무엇인가?**

[choice]

① 개인정보 보호책임자의 지정에 관한 사항

    ② 개인정보 유출사고 대응ㆍ계획 수립ㆍ시행에 관한 사항

    ③ 개인정보의 암호화 조치에 관한 사항

    ④개인정보 처리업무를 위탁하는 경우 수탁자에 대한 관리 및 감독에 관한 사항

<<<QUESTION>>>

**86. 다음 중 「정보통신망 이용촉진 및 정보보호 등에 관한 법률」제 47조의 정보보호 관리체계의 인증 제도에 대한 설명으로 옳지 않은 것은?**

[choice]

① 정보보호 관리체계 인증의 유효기간은 3년이다.

    ② 정보보호 관리체계 인증은 의무 대상자는 반드시 인증을 받아야 하며 의무 대상자가 아닌 경우에도 인증을 취득할 수 있다.

    ③ 정보보호 관리체계는 정보통신망의 안정성ㆍ신뢰성 확보를 위하여 관리적ㆍ기술적ㆍ물리적 보호조치를 포함한 종합적 관리체계를 의미한다.

    ④정보보호 관리체계 의무대상자는 국제표준 정보보호 인증을 받거나 정보보호 조치를 취한 경우에는 인증 심사의 전부를 생략할 수 있다.

<<<QUESTION>>>

**87. 개인정보처리자가 정보주체의 동의를 받을 때 정보주체에게 알려야 하는 항목이 아닌 것은?**

[choice]

① 개인정보의 수집ㆍ이용 목적

    ② 수집하려는 개인정보의 항목

    ③ 개인정보의 보유 및 이용 기간

    ④개인정보의 수집 출처

<<<QUESTION>>>

**88. 정성적 위험분석 방법론에 해당되지 않는 것은?**

[choice]

① 델파이 기법

② 순위 결정법

③ 시나리오법

④ 과거 자료 분석법

<<<QUESTION>>>

**89. 다음 중 아래 내용에 해당하는 위험분석 방법론으로 적절히 짝지은 것은?**
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[choice]

① ㉠ 시나리오법 ㉡ 델파이법

    ② ㉠ 확률 분포법 ㉡ 순위결정법

    ③ ㉠ 델파이법 ㉡ 확률 분포법

    ④㉠ 시나리오법 ㉡ 순위결정법

<<<QUESTION>>>

**90. 다음의 ISMS 인증 의무 대상자에 대한 설명으로 잘못 기술 된 것은?**

[choice]

① 전기통신사업법의 전기통신사업자로 전국적으로 정보통신망 서비스를 제공하는 사업자

    ② 타인의 정보통신서비스 제공을 위하여 집적된 정보통신시설을 운영ㆍ관리하는 사업자

    ③ 정보통신서비스 부문 전년도 매출액 100억 이상 사업자

    ④전년도말 기준 직전 6월간 일일 평균 이용자 수 100만명 이상 사업자

<<<QUESTION>>>

**91. 다음 경제협력개발기구(OECD) 개인정보 보안 8원칙에 대한 설명 중 옳지 않은 것은?**

[choice]

① 수집 제한의 법칙: 개인정보는 적법하고 공정한 방법을 통해 수집해야 한다.

    ② 목적 명시의 원칙(Purpose Specification Principle): 개인정보는 수집 과정에서 수집 목적을 명시하고, 명시된 목적에 적합하게 이용해야 한다.

    ③비공개의 원칙(Closedness Principle): 개인정보의 처리 및 보호를 위한 관리자에 대한 정보는 비공개해야 한다.

    ④ 책임의 원칙(Accountability Principle): 개인정보 관리자에게 원칙 준수 의무 및 책임을 부과해야 한다.

<<<QUESTION>>>

**92. 다음 중 위험분석을 위한 ALE 계산에 사용되지 않는 값은 무엇인가?**

[choice]

① 자산가치

② 노출계수

③ 연간발생률

④ 우선순위

<<<QUESTION>>>

**93. 정보시스템의 개발 및 시험 과정을 검토한 결과, 정보보안측면에서 가장 적절하지 않은 것은?**

[choice]

① 시험데이터로 임의의 데이터를 생성하거나 운영데이터를 가공 변환한 후 사용하고 있다.

    ② 실 운영데이터를 테스트 용도로 사용하고 테스트 완료 후 테스트 DB에서 삭제하였다.

    ③이전 버전의 소스 코드를 운영 서버에 보관하고 있다.

    ④ 실 운영데이터를 테스트 용도로 사용하고 테스트 DB에 대해 운영 DB와 동일한 수준의 접근통제를 적용하고 있다.

<<<QUESTION>>>

**94. 다음 지문에서 설명하는 백업 설비는?**
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[choice]

① 콜드 사이트

② 미러 사이트

③ 웜 사이트

④ 핫 사이트

<<<QUESTION>>>

**95. 다음 빈칸 ㉠에 들어갈 말로 적절한 것은?**
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[choice]

① ISMS

② PIMS

③ ISMS-P

④ GDPR

<<<QUESTION>>>

**96. 다음 지문의 정보통신망 이용촉진 및 정보보호 등에 관한 법률에서 정의하는 용어에 대한 설명으로 옳지 않은 것은 무엇인가?**
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[choice]

① a, b

② b, c

③ c, d

④ b, d

<<<QUESTION>>>

**97. 정보통신망 이용촉진 및 정보보호 등에 관한 법률에 따라 침해사고의 유형별 통계, 해당 정보 통신망의 소통량 통계 및 접속경로별 이용 통계 등의 침해사고 관련 정보를 과학기술정보통신부 장관이나 한국인터넷진흥원에 제공해야 하는 기관이 아닌 것은?**

[choice]

① 정보보호 전문서비스 기업

    ② 주요정보통신서비스 제공자

    ③ 컴퓨터바이러스 백신소프트웨어 제조자

    ④ 집적정보통신시설 사업자

<<<QUESTION>>>

**98. 다음에서 설명하는 것은?**
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[choice]

① 암호모듈검증 제도

    ② 정보보호시스템 공통평가 제도

    ③ 보안 적합성 검증 제도

    ④정보보호 사전점검 제도

<<<QUESTION>>>

**99. 위험 분석 수행의 주목적은 기업이 피해를 입었을 때 손실 비용에 대한 값을 산정하거나 가치를 부여하기 위해 잠재적 위협의 충격 정도를 정하는 것이다. 위협이 가해질 때 특정 위협이나 위협 그룹에 관련된 위험을 제거하기 위해 적용된 통제나 대응방안을 의미하는 것은?**

[choice]

① 세이프가드

② 규제 정책

③ 가이드

④ 복구 절차

<<<QUESTION>>>

**100. 정보보호 관리의 목적, 이유, 범위 등에 대한 거시적이고 개괄적인 설명 중 가장 부적절한 것은?**

[choice]

① 조직은 정보보호관리를 통해 정보 및 자산의 기밀성, 무결성, 가용성 서비스를 받을 수 있다.

    ② 조직이 정보보호관리를 구현하고 실행하는 것은 조직의 목적, 보안요구사항, 조직의 크기 및 구조에 영향을 받는다.

    ③ 조직의 요구 및 수요에 따라 정보보호관리 규모가 변화될 수 있다.

    ④정보보호관리의 적용 범위는 정보보호 실무자가 위험분석에 의해 결정한다.

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 |
| ④ | ① | ④ | ③ | ① | ② | ① | ④ | ③ | ① |
| 11 | 12 | 13 | 14 | 15 | 16 | 17 | 18 | 19 | 20 |
| ② | ① | ② | ① | ② | ② | ③ | ④ | ② | ② |
| 21 | 22 | 23 | 24 | 25 | 26 | 27 | 28 | 29 | 30 |
| ① | ② | ③ | ④ | ② | ① | ③ | ③ | ③ | ① |
| 31 | 32 | 33 | 34 | 35 | 36 | 37 | 38 | 39 | 40 |
| ④ | ③ | ③ | ② | ④ | ② | ① | ① | ③ | ④ |
| 41 | 42 | 43 | 44 | 45 | 46 | 47 | 48 | 49 | 50 |
| ③ | ④ | ① | ④ | ① | ② | ④ | ② | ① | ① |
| 51 | 52 | 53 | 54 | 55 | 56 | 57 | 58 | 59 | 60 |
| ③ | ④ | ④ | ④ | ④ | ③ | ② | ④ | ④ | ④ |
| 61 | 62 | 63 | 64 | 65 | 66 | 67 | 68 | 69 | 70 |
| ① | ④ | ④ | ② | ④ | ① | ③ | ① | ④ | ③ |
| 71 | 72 | 73 | 74 | 75 | 76 | 77 | 78 | 79 | 80 |
| ④ | ④ | ③ | ④ | ④ | ④ | ④ | ① | ④ | ④ |
| 81 | 82 | 83 | 84 | 85 | 86 | 87 | 88 | 89 | 90 |
| ① | ④ | ④ | ① | ④ | ④ | ④ | ④ | ④ | ④ |
| 91 | 92 | 93 | 94 | 95 | 96 | 97 | 98 | 99 | 100 |
| ③ | ④ | ③ | ④ | ③ | ① | ① | ④ | ① | ④ |