(Subject) 1과목 : 시스템 보안 (Subject)

<<<QUESTION>>>

**1. 리눅스 운영체제 특수 권한에 대한 설명으로 틀린 것은?**

[choice]

① SetGID가 부여된 파일은 소유 그룹의 실행 권한이 x에서 s로 변경된다.

   ② SetUID가 부여된 파일은 소유자의 실행 권한이 x에서 s로 변경된다.

   ③Sticky bit이 부여된 디렉터리는 기타 사용자의 실행 권한이 x에서 s로 변경된다.

   ④ Sticky bit는 /tmp와 같은 777 권한의 공용 디렉터리에서 파일 삭제 통제에 이용된다.

<<<QUESTION>>>

**2. 악성코드 유형은 무엇인가?**
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[choice]

① 루트킷

② 트로이 목마

③ 스파이웨어

④ 파일리스

<<<QUESTION>>>

**3. 최근 기관이나 단체를 사칭하는 것부터 이력서나 발주서 등을 사칭해 무의식 중에 열어보도록 하는 방법을 사용하여 이메일에 첨부파일이나 URL을 삽입한 후, 이를 클릭해 악성코드를 실행하도록 하는 등의 공격이 성행하고 있다. 이러한 공격의 차단을 목적으로 하는 가장 적합한 솔루션은?**

[choice]

① WAF(Web Application Firewall)

   ②CDR(Content Disarm &Reconstruction)

   ③ TMS(Threat Management System)

   ④ DLP(Data Loss Prevention)

<<<QUESTION>>>

**4. 다음 지문이 설명하는 파일 시스템은?**
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[choice]

① exFAT(Extended File Allocation Table)

   ② ext4(extended file system)

   ③ HFS(Hierarchical File System)

   ④ HFS(Hierarchical File System)

<<<QUESTION>>>

**5. 다음 지문이 설명하는 파일 시스템은?**

![EMB00002ddc6dc7](data:image/gif;base64,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)

[choice]

① exFAT(Extended File Allocation Table)

   ② ext4(extended file system)

   ③ HFS(Hierarchical File System)

   ④ ReFS(Resilient File System)

<<<QUESTION>>>

**6. 다음 중 윈도우 운영체제에서 시스템에 대한 비인가 변경을 통제하기 위한 기술에 해당하는 것은?**

[choice]

① 커널 모드

② 윈도우 디펜더

③ 보안 업데이트

④ 사용자 계정 컨트롤

<<<QUESTION>>>

**7. OTP(One-Time Password) 사용자 인증방식에 대한 설명으로 틀린 것은?**

[choice]

① OTP는 해시함수 등 암호학적 알고리즘에 의해 패스워드를 생성하기 때문에 다음 생성될 암호를 예측하는 것은 계산상 불가능하다.

   ② OTP에 의해 생성된 패스워드는 재사용이 불가능한 특징을 보인다.

   ③ OTP 단말기와 서버는 사전에 공유한 비밀값을 암호학적 알고리즘에 적용하여 패스워드를 생성한다.

   ④시간 동기화 방식을 사용하는 OTP 시스템에서 OTP 서버와 단말기에 적용되는 시간은 정확한 패스워드 생성을 위해 시간 오차를 전혀 허용하지 않는다.

<<<QUESTION>>>

**8. 다음 지문에서 설명하는 파일은?**
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[choice]

① mediarun.msc

② activerun.inf

③ autorun.inf

④ execute.inf

<<<QUESTION>>>

**9. secure.txt 파일의 소유자에게는 읽기와 실행권한을 부여하고 다른 사용자에게는 읽기 권한을 제거하는 권한 변경 명령으로 알맞은 것은?**

[choice]

① chmod 401 secure.txt

② chmod o+rx, a-r secure.txt

③ chmod 504 secure.txt

④ chmod u=rx, o-r secure.txt

<<<QUESTION>>>

**10. 다음 중 빈칸 ㉠에 들어갈 알맞은 용어는?**

![EMB00002ddc6dcb](data:image/gif;base64,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)

[choice]

① 클라우드

② 저장소

③ 젠킨스

④ 빌드

<<<QUESTION>>>

**11. 윈도우 시스템 인증 구성요소에서 모든 계정의 로그인에 대한 검증을 하고, 비밀번호 변경을 처리하며 자원 접근 토큰을 생성하는 것은?**

[choice]

① LSA(Local Security Authority)

    ② SAM(Security Account Manager)

    ③ SRM(Security Reference Monitor)

    ④ NTLM(NT LAN Manager)

<<<QUESTION>>>

**12. 도메인 계정에 대한 로그인 성공, 실패 관련 이벤트 로그를 기록하기 위해 보안설정이 필요한 감사 항목은?**

[choice]

① 계정 관리 감사

② 계정 로그인 이벤트 감사

③ 개체 액세스 감사

④ 시스템 이벤트 감사

<<<QUESTION>>>

**13. 레지스트리에 대한 설명으로 틀린 것은?**

[choice]

① 시스템 구성정보를 저장하는 데이터베이스로 저장되는 위치는 윈도우 운영체제 버전에 따라 다르다.

    ② 레지스트리의 편집을 위해 사용되는 도구는 regedit.exe이다.

    ③ 레지스트리 키는 HKEY\_CLASSES\_ROOT, HKEY\_USERS, HKEY\_CURRENT\_USER, HKEY\_LOCAL\_MACHINE, HKEY\_CURRENT\_CONFIG 등을 포함한다.

    ④레지스트리 백업 및 복구는 shell.exe를 구동하여 수행한다.

<<<QUESTION>>>

**14. ㉠, ㉡, ㉢에 들어갈 내용이 올바르게 짝지어진 것은?**
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[choice]

① ㉠ 패스워드 무차별 대입 ㉡ disable ㉢ 10

    ②㉠ 패스워드 무차별 대입 ㉡ deny ㉢ 600

    ③ ㉠ 부채널 ㉡ disable ㉢ 10

    ④ ㉠ 부채널 ㉡ deny ㉢ 600

<<<QUESTION>>>

**15. 쿠키(Cookie)에 대한 설명 중 옳지 않은 것은?**

[choice]

① 웹사이트에 마지막으로 방문한 시간, 페이지 등 다양한 정보를 기록할 수 있다.

    ② 웹서버가 웹브라우저에게 보내어 저장했다가 서버의 부가적인 요청이 있을 때 다시 서버로 보내준다.

    ③ 일정한 기간 동안만 유효하게 할 수 있고, 유효(만료) 기한이 설정되지 않을 경우 웹브라우저 종료 시에 자동 삭제된다.

    ④웹서버에 저장된 쿠키값은 개인정보보호를 위해 정기적으로 삭제해야 한다.

<<<QUESTION>>>

**16. 다음 중 AD(Active Directory) 시스템을 안전하게 관리하기 위한 방안을 잘못 설명한 것은?**

[choice]

① 전용 계정을 별도로 관리하여 일반 업무용 AD 계정과 는 분리하여 사용한다.

    ②관리자 계정은 특수성이 있으므로 비밀번호 갱신주기에 대해서는 예외적용을 하도록 한다.

    ③ 비밀번호 갱신 정책에는 최근에 사용한 비밀번호들을 재사용하지 못하게 하는 제약조건도 고려되어야 한다.

    ④ 관리자용 단말은 인터넷과 격리된 망분리 환경으로 구성되어야 한다.

<<<QUESTION>>>

**17. 스택상에서 특정 코드 실행을 막기 위해 수정해야 하는 파일은?**

[choice]

① /etc/system

② /etc/getty

③ /etc/fsck

④ /etc/conf

<<<QUESTION>>>

**18. 시스템 오류를 공격하는 Heap Overflow 공격의 특징 및 원리에 대한 설명으로 틀린 것은?**

[choice]

① 프로그램이 실행되면서 메모리를 동적으로 할당하는 영역을 이용한다.

    ② 프로그래머가 malloc과 같은 메모리 할당 함수를 이용한다.

    ③ 힙 영역을 오버플로우 시켜서 특정 코드를 실행하여 공격하는 기술이다.

    ④버스를 통해 전달되는 중요 정보를 엿보고 가로채는 공격 기술이다.

<<<QUESTION>>>

**19. 다음 지문의 설정사항이 의미하는 것은?**

![EMB00002ddc6dcf](data:image/gif;base64,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)

[choice]

① root 계정의 패스워드 임계치를 설정하고 있다.

    ② 모든 계정에 대한 패스워드 임계치를 설정하고 있다.

    ③ 모든 계정에 대한 암호화 접속을 활성화하기 위한 설정이다.

    ④root 계정의 원격접속을 제한하는 설정이다.

<<<QUESTION>>>

**20. 윈도우 시스템에 포함된 원격 접속 프로그램인 터미널 서비스 기능을 이용할 때 사용되는 명령어는?**

[choice]

① vnc

② mstsc

③ teamviewer

④ realvnc

(Subject) 2과목 : 네트워크 보안 (Subject)

<<<QUESTION>>>

**21. 가상사설망(VPN)의 터널링에 사용되는 프로토콜이 아닌 것은?**

[choice]

① PPTP

② L2F

③RSVP

④ IPSec

<<<QUESTION>>>

**22. 아래 지문에서 강조(밑줄)된 프로토콜의 기능과 가장 거리가 먼 것은?(문제 오류로 밑줄이 없습니다. 정확한 내용을 아시는분 께서는 오류신고를 통하여 내용 작성 부탁 드립니다. 정답은 4번 입니다.)**

![EMB00002ddc6dd1](data:image/gif;base64,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)

[choice]

① 네트워크 장치의 동적 상황 검사

    ② Routing Table 변경 요청

    ③ IP 통신을 위한 진단 데이터 전송

    ④Multi-casting 제어

<<<QUESTION>>>

**23. 다음 보기 중 빅데이터의 방대한 정보 속에서 단순한 로그 수집 및 분석이 아닌 사후에 추적 등이 가능하도록 상관분석과 포렌식 기능을 제공해주는 지능적 위협에 대한 조기 경고 모니터링 체계를 의미하는 것은?**

[choice]

① IPS

② TMS

③ UTM

④ SIEM

<<<QUESTION>>>

**24. 다음 지문은 네트워크 공격기술에 대한 설명이다. 적절하지 못한 것으로 짝지어진 것은?**
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[choice]

① ㉠, ㉡

② ㉠, ㉢

③ ㉡, ㉣

④ ㉢, ㉣

<<<QUESTION>>>

**25. 다음 지문은 라우팅에 관한 설명이다. 빈칸에 들어갈 내용을 순서대로 나열한 것은?**
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[choice]

① (가) 라우터 (나) 라우팅 테이블 (다) Static Route

    ②(가) 라우터 (나) 라우팅 테이블 (다) Default route

    ③ (가) 스위치 (나) 목적지 테이블 (다) Static Route

    ④ (가) 스위치 (나) 목적지 테이블 (다) Default Route

<<<QUESTION>>>

**26. 스위칭 환경에서 시도할 수 있는 스니핑 공격 유형과 거리가 먼 것은?**

[choice]

① SYN Flooding

② Switch jamming

③ ICMP Redirect

④ ARP Spoofing

<<<QUESTION>>>

**27. 지문에서 설명한 공격의 대응 방안으로 옳지 않은 것은?**

![EMB00002ddc6dd7](data:image/gif;base64,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)

[choice]

① 위조된 패킷이 인터넷망으로 인입되지 않도록 ISP의 네트워크 단에서 직접 차단한다.

    ② 사전 공격에 악용될 소지가 있는 취약한 DNS 서버 등에 대해 보완 조치한다.

    ③ 악의적으로 이용되지 않기 위해 ICMP 프로토콜을 사용할 필요가 없는 시스템인 경우에는 스위치 또는 서버에서 해당 프로토콜을 차단한다.

    ④외부 인터넷 서버의 접속이 잦을 경우 클라이언트의 보호를 위해 HTTP 프로토콜을 차단한다.

<<<QUESTION>>>

**28. 다음 지문에서 설명하는 것은?**
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[choice]

① 페트야 공격(Patya Attack)

    ②이터널블루 공격(EternalBlue Attack)

    ③ 공급망 공격(Supply Chain Attack)

    ④ 갠드크랩 공격(GandCrab Attack)

<<<QUESTION>>>

**29. 다음 괄호 안에 들어갈 수 있는 적절한 용어는?**
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[choice]

① Blackhole 필터링

② Unicast RPF를 이용한 필터링

③ Ingress filtering

④ Multicast RPF를 이용한 필터링

<<<QUESTION>>>

**30. 다음 지문에서 설명하는 용어는?**

![EMB00002ddc6ddd](data:image/gif;base64,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)

[choice]

① 멀버타이징(Malvertising)

    ② 익스플로잇(Exploit)

    ③사이버 킬 체인(Cyber Kill Chain)

    ④ 사이버 위협 인텔리젼스(CTI)

<<<QUESTION>>>

**31. 다음 지문에서 설명하는 용어는?**

![EMB00002ddc6ddf](data:image/gif;base64,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)

[choice]

① HA(High Availability)

② Null Routing

③ Cut-Through

④ Load Balancing

<<<QUESTION>>>

**32. 다음 중 nmap의 TCP Half Open 스캔과 TCP FIN/NULL/XMAS 스캔에 대한 특징으로 옳지 않은 것은?**

[choice]

① TCP Half Open 스캔과 TCP FIN/NULL/XMAS 스캔은 대상 호스트에 로그를 남기지 않는다.

    ② nmap 사용 시, TCP Half Open 스캔은 –sS 옵션, TCP FIN/NULL/XMAS 스캔은 각각 –sF, -sN, -sX 옵션을 사용한다.

    ③ 공격대상의 닫힌 포트에 대한 TCP Half Open 스캔과 TCP FIN/NULL/XMAS 스캔은 각각 RST + ACK, RST 응답이 온다.

    ④공격대상의 열린 포트에 대한 TCP Half Open 스캔과 TCP FIN/NULL/XMAS 스캔 시 둘 모두 SYN + ACK 응답이 온다.

<<<QUESTION>>>

**33. 무선랜의 보안 취약점에 대한 설명으로 잘못된 것은 무엇인가?**

[choice]

① 무선랜은 유선처럼 물리적으로 랜케이블을 연결할 필요가 없기 때문에 관리자의 눈을 피해 불법침입자가 접속하기 용이하다.

    ② 기존의 AP를 제거하고 불법으로 AP를 교체하거나, 임의의 장소에 불법으로 AP를 설치하는 방법으로 내부 네트워크를 해킹할 수 있다.

    ③무선망에서의 트래픽은 기존의 유선망과 동일한 패킷 프레임 구조로 구성되어 유선망에서의 해킹공격과 동일한 형식의 공격이 가능하다.

    ④ 단말기에 대한 인증과 무선 구간의 암호화를 위해 WEP/WPA 프로토콜 등을 사용하여 보안기능을 일부 강화할 수 있다.

<<<QUESTION>>>

**34. 다음 중 모바일 기기를 통한 애플리케이션 배포, 데이터 및 환경설정 변경, 모바일 분실 및 장치 관리를 통합적으로 해주는 시스템은?**

[choice]

① MDM

② ESM

③ NAC

④ DLP

<<<QUESTION>>>

**35. 다음 무선통신 보안에 관한 설명 중 틀린 것은?**

[choice]

① MAC 주소 인증은 사전에 미리 등록을 하여야 하는 번거로움이 있다.

    ② WEP 인증은 데이터 암호화와 사용자 인증 기능을 제공한다.

    ③SSID는 AP가 브로드캐스팅하지 않으면 접속할 방법이 없다.

    ④ EAP 인증을 통해 공격자의 패킷 도청을 방어할 수 있다.

<<<QUESTION>>>

**36. 방화벽 장비에 대한 설명으로 가장 부적절한 것은?**

[choice]

① Transport Mode의 IPSec VPN이 구현될 수 있다.

    ② 보호하고자 하는 네트워크에 허가받지 않은 사용자들의 접근을 통제할 수 있는 시스템이다.

    ③ 주요 기능으로 IP, PORT 차단 기능이 있다.

    ④ 내부 네트워크 주소와 인터넷 주소를 변환시켜주는 기능을 설치하여 운영할 수 있다.

<<<QUESTION>>>

**37. US-CERT는 크랙(KRACK)이라 부르는 WPA2(Wi-Fi Protected Access Ⅱ) 프로토콜 내 취약점에 대한 내용을 공개하였으며, 키 재설정 공격인 크랙(Key Reinstallation Attack, KRACK)은 와이파이 인증 표준인 WPA2의 키 관리 취약점을 공격하는 것이다. 다음 중 이 취약점을 이용하는 공격과 거리가 먼 것은?**

[choice]

① TCP 연결 하이재킹

② HTTP 컨텐츠 인젝션

③ Wi-Fi 패킷 재전송

④ SSID 브로드캐스팅

<<<QUESTION>>>

**38. TCP SYN Flooding 공격은 대량의 패킷을 생성하여 공격하는 방식이다. 다음 중 TCP SYN Flooding 공격과 관련이 없는 것은?**

[choice]

① Half Open Connection 공격

② 분산 DoS 공격

③ Reflector 공격

④ Teardrop 공격

<<<QUESTION>>>

**39. Snort 탐지 옵션 정의 중 틀린 것은?**

[choice]

① sid : 규칙을 분류ㆍ식별하기 위한 ID 옵션이다.

    ② nocase : 대소문자 구분 없이 탐지하는 옵션이다.

    ③offset : content 옵션 명령이 검사할 byte 수를 지정하는 옵션이다.

    ④ distance : 이전 content 옵션으로 찾은 패턴의 끝부분 이후 몇 byte부터 검색할지 정하는 옵션이다.

<<<QUESTION>>>

**40. 다음 중 로드 밸런싱을 제공하는 장비는?**

[choice]

① L2 스위치

② L3 스위치

③ L4 스위치

④ 허브

(Subject) 3과목 : 어플리케이션 보안 (Subject)

<<<QUESTION>>>

**41. SSO에 대한 설명 중 적절하지 못한 것은?**

[choice]

① SSO는 한번의 인증으로 여러 서비스에 대한 이용을 지원하는 사용자 인증 시스템이다.

    ② SSO를 도입하면 여러 응용 프로그램의 로그인 처리가 간소화되어 사용자들의 편의성이 증진될 수 있다.

    ③ SSO를 도입하면 최초 로그인 대상이 되는 응용 프로그램 또는 운영체제에 대한 보안 강화가 요구될 수 있다.

    ④SSO를 도입하면 사이트별로 각각의 사용자 인증 시스템을 운영하는 방식에 비하여 보안이 강화된다.

<<<QUESTION>>>

**42. 다음은 여러 공격 유형에 대해 DNSSEC이 방어 기능을 제공할 수 있는지를 보여주는 분석표이다. 분석이 잘못된 공격유형은?(문제 오류로 분석표가 없습니다. 정확한 내용을 아시는분 께서는 오류신고를 통하여 내용 작성 부탁 드립니다. 정답은 4번 입니다.)**

[choice]

① 파밍

    ② 피싱

    ③ DDos 공격

    ④웜바이러스에 의한 hosts 파일 안의 정보변조

<<<QUESTION>>>

**43. 다음은 KISA의 리눅스 Wi-Fi 보안취약성에 대한 보안권고문 중 일부이다. 빈칸 ㉠에 공통적으로 들어갈 용어는?**
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[choice]

① XML injection

    ② Brute force

    ③ SSRF(Server-Side Request Forgery)

    ④Buffer Overflow

<<<QUESTION>>>

**44. 인터넷과 같은 공용 통신망에서 안전한 데이터 전달과 사용자 인증 기능을 수행하는 SSL 보안 프로토콜 중 전송되는 데이터에 대한 암호화 및 복호화, 메시지 인증 코드의 생성과 검증을 수행하는 프로토콜은?**

[choice]

① Handshake 프로토콜

② Alert 프로토콜

③ Change Cipher Spec 프로토콜

④ Record 프로토콜

<<<QUESTION>>>

**45. MS SQL 서버는 윈도우 인증과 SQL 서버 인증이라는 두 가지 인증 방법을 제공하고 있다. 이에 대한 설명으로 잘못된 것은?**

[choice]

① SQL Server의 기본 인증 모드는 윈도우 인증이다.

    ② 윈도우 인증 모드가 적용되어 있을 경우 SQL 서버 인증을 이용할 수 없다.

    ③ 혼합 인증 모드가 적용되어 있을 경우 윈도우 인증과 SQL 서버 인증 모두 사용될 수 있다.

    ④윈도우 인증과 SQL 서버 인증 중 보안성이 높은 안전한 인증 방법은 SQL 서버 인증이다.

<<<QUESTION>>>

**46. 쿠키에 대한 설명 중 가장 부적절한 것은?**

[choice]

① 웹사이트에 마지막으로 방문한 시간, 페이지 등 다양한 정보를 기록할 수 있다.

    ② 쿠키의 유효 기간을 설정할 수 있으며, 유효(만료) 기간이 설정되지 않을 경우 웹브라우저 종료 시에 자동 삭제된다.

    ③웹서버가 웹브라우저에게 보내어 저장했다가 해당 사이트를 다시 방문할 때 서버에게 전달된다.

    ④ 웹 서버에 저장된 쿠키값은 개인정보보호를 위해 정기적으로 삭제해야 한다.

<<<QUESTION>>>

**47. DRM 구성 요소 중에서 콘텐츠를 이용하는 사용자에 대해 정해진 정책에 따라 사용 권한을 결정하고, 부여된 사용 권한에 따라 라이선스의 발급 및 그 내역을 관리하는 시스템을 무엇이라고 하는가?**

[choice]

① 패키저(Packager)

    ②클리어링 하우스(Clearing House)

    ③ 시큐어 컨테이너(Secure Container)

    ④ DRM 제어기(DRM Controller)

<<<QUESTION>>>

**48. 버퍼 오버플로우 공격을 막는 가장 중요한 방법으로 프로그래밍 시 권장하는 함수가 아닌 것은?**

[choice]

① strncat()

② fgets()

③ snprintf()

④ strcpy()

<<<QUESTION>>>

**49. 다음 디지털 포렌식에 대한 설명 중 옳지 않은 것은?**

[choice]

① 디지털 증거는 현실적으로 손상되기 쉽고, 분석 중에 훼손 및 변경, 조작될 수 있다.

    ②정당성의 원칙은 수집 증거가 위변조 되지 않았음을 증명하는 것이다.

    ③ 디지털 증거는 증거 식별, 수집, 획득, 보존, 분석 등의 과정을 거친다.

    ④ 연계보관성의 원칙은 증거물 획득, 이송, 분석, 법정 제출의 각 단계에서 담당자 및 책임자를 명확히 하는 것이다.

<<<QUESTION>>>

**50. 전자메일의 실제 발송자를 추적하기 위해 사용되는 메일 헤더의 항목은?**

[choice]

① Message-ID

② Content-Type

③ From

④ Received

<<<QUESTION>>>

**51. 데이터베이스의 보안 유형과 거리가 먼 것은?**

[choice]

① 접근 제어(Access Control)

    ②데이터 집계연산(Aggregation)

    ③ 가상 테이블(Views)

    ④ 암호화(Encryption)

<<<QUESTION>>>

**52. 전자 금융거래에서 사용되는 단말 정보, 접속 로그, 거래 정보 등을 분석하여 이상 금융거래 또는 부정 거래 행위를 탐지 및 예방하는 시스템은?**

[choice]

① IDS(Intrusion Detection System)

    ②FDS(Fraud Detection System)

    ③ POS(Point Of Sale System)

    ④ HDS(Hitachi Data System)

<<<QUESTION>>>

**53. 다음 지문에서 설명하는 보안 솔루션은?**
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[choice]

① DRM(Digital Rights Management)

②DLP(Data Loss Prevention)

    ③ NAC(Network Access Control)

④ MLS(Multi-Level Security)

<<<QUESTION>>>

**54. 다음 지문에서 설명하는 공격 기법은 무엇인가?**
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[choice]

① Bounce 공격

② XSS 공격

③ Anonymous FTP 공격

④ 디렉터리 리스팅 공격

<<<QUESTION>>>

**55. WPKI 구성요소의 역할을 잘못 기술한 것은?**

[choice]

① 인증기관(CA) : 인증서 발급

    ②등록기관(RA) : 인증서 폐지

    ③ 사용자(Client) : 인증서 발급 및 관리에 대한 요청

    ④ 디렉터리(Directory) : CA가 발행한 인증서 정보 저장

<<<QUESTION>>>

**56. XML 조회를 위한 질의문(XPath, XQuery 등) 생성 시 사용되는 입력값과 조회 결과에 대한 검증 방법(필터링 등)을 설계하고 유효하지 않은 값에 대한 처리방법을 설계할 때 고려해야 할 사항 중 잘못된 것은?**

[choice]

① 공통 검증 컴포넌트를 이용한 입력값 필터링

    ② 필터 컴포넌트를 이용한 입력값 필터링

    ③ 개별 코드에서 입력값을 필터링하도록 시큐어코딩 규칙 정의

    ④필터를 이용한 출력값 검증

<<<QUESTION>>>

**57. TLS에 대한 공격대상과 공격방법의 쌍이 올바르지 못한 것은?**

[choice]

① DHE export Key - Logjam

    ② CBC mode encryption - BEAST

    ③CBC mode encryption + padding - FREAK

    ④ OpenSSL(SSL 3.0) - Heartbleed

<<<QUESTION>>>

**58. 다음 중 SSL이 제공하는 보안 기능과 거리가 먼 것은?**

[choice]

① 암호화 세션

② 서버 인증

③ 클라이언트 인증

④ 부인 방지

<<<QUESTION>>>

**59. 다음 지문에서 웹 로그파일에 저장되는 내용을 모두 고른 것은?**
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[choice]

① 가, 나, 다

② 다, 라, 마

③ 가, 나, 다, 마

④ 나, 다, 라, 마

<<<QUESTION>>>

**60. OTP(One-Time Password)는 고정된 패스워드 대신 랜덤하게 생성되는 일회성 패스워드를 말하며 동일한 패스워드를 사용할 경우 발생할 수 있는 보안상 취약점을 극복하여 일회성의 서로 다른 패스워드를 생성함으로써 안전한 전자상거래를 진행할 수 있게 한다. 다음 중 OTP의 생성 및 인증 방식이 아닌 것은?**

[choice]

① 이벤트 동기화 방식

② 캡차(CAPTCHA) 방식

③ 질의/응답 방식

④ 시간 동기화 방식

(Subject) 4과목 : 정보 보안 일반 (Subject)

<<<QUESTION>>>

**61. 다음 중 Needham-Schroeder 키 분배에 대한 설명으로 옳지 않은 것은?**

[choice]

① 키 분배 센터를 이용하는 키 분배 방법이다.

    ② 질의-응답(Challenge-Response) 방식을 이용하여 설계되었다.

    ③Kerberos 프로토콜의 취약점을 개선한 프로토콜이다.

    ④ 재전송 공격(Replay attack)에 취약하다.

<<<QUESTION>>>

**62. 다음 지문에서 공유 폴더에 적용된 접근통제 방식은?**

![EMB00002ddc6de9](data:image/gif;base64,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)

[choice]

① 강제적 접근통제

② 임의적 접근통제

③ 역할기반 접근통제

④ 규칙기반 접근통제

<<<QUESTION>>>

**63. 다음 중 Kerberos 프로토콜에 대한 설명으로 옳지 않은 것은?**

[choice]

① 비밀키 암호작성법에 기초를 둔 온라인 암호키 분배방법이다.

    ②Kerberos 프로토콜의 목적은 인증되지 않은 클라이언트도 서버에 접속할 수 있도록 하는 것이다.

    ③ Kerberos 프로토콜은 데이터의 기밀성과 무결성을 보장한다.

    ④ 키 분배 센터에 오류 발생 시, 전체 서비스를 사용할 수 없게 된다.

<<<QUESTION>>>

**64. 다음은 커버로스 프로토콜의 세션키 전송 절차에 필요한 단계이다. 이 단계의 순서가 올바르게 나열된 것은?**
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[choice]

① ㉣ → ㉢ → ㉤ → ㉡ → ㉠

    ② ㉠ → ㉣ → ㉡ → ㉢ → ㉤

    ③㉣ → ㉤ → ㉡ → ㉠ → ㉢

    ④ ㉤ → ㉡ → ㉠ → ㉢ → ㉣

<<<QUESTION>>>

**65. 다음은 특정 블록 암호 운영 모드의 암호화 과정이다. 해당 모드는?(문제 오류로 운영모드 이미지가 없습니다. 정확한 내용을 아시는분 께서는 오류신고를 통하여 내용 작성 부탁 드립니다. 정답은 2번 입니다.)**

[choice]

① ECB 모드

② CBC 모드

③ CFB 모드

④ OFB 모드

<<<QUESTION>>>

**66. 스트림 암호에 대한 설명으로 가장 부적절한 것은?**

[choice]

① 일회성 패드를 실용적으로 구현할 목적으로 개발되었다.

    ②짧은 주기와 높은 선형 복잡도가 요구되며 주로 LFSR을 이용한다.

    ③ 블록단위 암호화 대비 비트단위로 암호화하여 암호화 시간이 더 빠르다.

    ④ 블록 암호의 OFB 모드는 스트림 암호와 유사하게 동작한다.

<<<QUESTION>>>

**67. 다음 중 전자서명에 대한 설명으로 옳지 않은 것은?**

[choice]

① 서명문에 공개키 암호화 방식(혹은 비대칭 암호화 방식)을 이용하여 서명자의 개인키로 생성한 정보

    ② 전자서명은 서명문의 위조 불가, 서명한 행위의 부인 방지를 제공할 수 있다.

    ③ 은닉서명은 서명자가 서명문의 내용을 알지 못하는 상태에서 서명하도록 한 방식으로 서명자의 익명성이 보장된다.

    ④ DSA 알고리즘은 이산대수 문제의 어려움에 기반을 두고 있는 대표적인 전자서명 알고리즘이다.

<<<QUESTION>>>

**68. 다음 중 KDC(Key Distribution Center)에 대한 설명으로 옳지 않은 것은?**

[choice]

① 사용자가 아무리 많더라도 KDC에서 관리하여야 할 키의 수는 동일하다.

    ② 사용자는 상대방과의 암호 통신에 사용될 키를 생성할 필요가 없다.

    ③ 키의 관리는 KDC에서 이루어지기 때문에 사용자의 키 관리가 요구되지 않는다.

    ④ KDC에서 많은 키를 관리하기 때문에 해커에 의한 공격 위험이 높다.

<<<QUESTION>>>

**69. 공개키 기반 구조(PKI)에서 등록기관(RA)이 수행하는 기능이 아닌 것은?**

[choice]

① 인증서 발급 대행

② 사용자 신분 확인

③ 인증 요청서 보관

④ 인증서 폐지 목록 저장

<<<QUESTION>>>

**70. 아래 지문은 긴 메시지에 전자서명하는 방법에 대한 설명이다. 이렇게 하는 가장 근본적인 이유는?**
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[choice]

① 전자서명 알고리즘의 특성상 전자서명 및 검증속도가 데이터량에 따라 많은 영향을 받기 때문이다.

    ② 국제표준으로 규정된 것이기 때문이다.

    ③ 해시함수로 생성된 해시값이 안전한 전자서명을 보장하기 때문이다.

    ④ 전자서명에 대칭암호시스템이 사용되기 때문이다.

<<<QUESTION>>>

**71. 256 비트 키 길이의 AES 알고리즘의 라운드의 개수는?**

[choice]

① 10

② 12

③ 14

④ 16

<<<QUESTION>>>

**72. 다음 설명 중 틀린 것은?**

[choice]

① 사용자의 인증서에 인증기관의 올바른 전자서명이 붙어 있고 인증서의 유효기간이 유효하면 인증서를 신뢰한다.

    ② 개인키가 제대로 관리되고 있어도 인증서는 폐지될 수 있다.

    ③ 인증서가 폐지되면 CRL에 추가되고 폐지 대상 인증서 목록에 인증기관이 전자서명을 한다.

    ④ 인증서에 포함되어 있는 공개키가 바른지를 알아보기 위해서는 인증기관의 공개키가 필요하다.

<<<QUESTION>>>

**73. 다음 중 HMAC에 대한 설계 목적의 설명으로 올바르지 않은 것은?**

[choice]

① 내장된 해시함수를 손쉽게 교체할 수 있어야 한다.

    ②사용되는 해시함수를 손쉽게 구할 수 있어야 한다.

    ③ 제공되는 해시함수를 목적에 맞게 변경하여 사용할 수 있어야 한다.

    ④ 해시함수의 원래의 성능을 거의 유지할 수 있어야 한다.

<<<QUESTION>>>

**74. 다음 블록 암호 운영 모드 중 메시지 인증에 사용될 수 있는 것들로 올바르게 짝지어진 것은?**
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[choice]

① ㉠ - ㉡

② ㉠ - ㉢

③ ㉡ - ㉢

④ ㉡ - ㉣

<<<QUESTION>>>

**75. 다음 중 CRL(Certificate Revocation List)에 대한 설명으로 옳지 않은 것은?**

[choice]

① 인증서 폐지 사유로는 인증 발생 조직에서의 탈퇴, 개인키의 침해, 개인키의 유출 의심 등이 있다.

    ② 인증서 폐지 메커니즘은 X.509에 정의된 인증서 폐지 목록(CRL)으로 관리한다.

    ③인증서의 폐지는 인증서 소유자 본인만 가능하다.

    ④ 폐지된 인증서의 목록은 디렉터리에 보관하여 공개하고 네트워크를 통해 접속하여 확인할 수 있다.

<<<QUESTION>>>

**76. 무선 네트워크 보안을 위한 WPA, WPA2 등에서는 순방향 기밀성(forward secrecy)을 지원하지 않고 있지만, 2018년 Wi-Fi Alliance에서는 순방향 기밀성을 지원하는 WPA3을 발표하였다. 다음 중 순방향 기밀성의 의미를 올바르게 설명하고 있는 것은?**

[choice]

① 보안 프로토콜이 적용된 이후의 트래픽에 대해서는 기밀성이 보장된다.

    ② 중간자 공격을 통해 암호키를 탈취하는 공격에 대한 방어 메커니즘을 갖추고 있다.

    ③현재 사용되는 세션키나 마스터키가 노출되더라도 예전에 암호화된 트래픽의 기밀성에 영향을 미치지 않는다.

    ④ 192비트 이상의 암호 강도를 갖는 AES-256, SHA-384 등의 고강도 암호 알고리즘의 채택을 의무화하고, 취약한 비밀번호 사용을 차단한다.

<<<QUESTION>>>

**77. 다음 지문의 괄호 안에 들어갈 용어를 순서대로 나열한 것은?**
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[choice]

① 개인키, 개인키

② 개인키, 공개키

③ 공개키, 개인키

④ 공개키, 공개키

<<<QUESTION>>>

**78. 공개키 기반구조와 인증서에 대한 다음 설명 중 적절치 않은 것은?**

[choice]

① 인증서란 사용자의 공개키에 대해 인증기관이 인증해 주는 전자문서이다.

    ② 등록기관이란 공개키와 인증서 소유자 사이의 관계를 확인해주고 인증서 발급을 대행해 주는 기관이다.

    ③인증서에는 평문 상태의 공개키와 암호문 상태의 개인키가 포함된다.

    ④ X.509 인증서의 확장영역은 CRL 배포지점 등 사용자나 공개키에 연계된 여러 가지 속성들에 해당하는 선택정보를 담고 있는 부분으로 X.509 버전 3에서 도입되었다.

<<<QUESTION>>>

**79. 다음 중 암호공격 방식에 대한 설명이 틀린 것은?**

[choice]

① 트래픽 분석 : 불법적인 공격자가 전송되는 메시지를 도중에 가로채어 그 내용을 외부로 노출시키는 공격

    ② 재생 공격 : 공격자가 이전에 특정 송신자와 수신자 간에 행해졌던 통신내용을 캡처하여 보관하고 있다가 나중에 다시 전송하는 공격

    ③ 삽입 공격 : 불법적인 공격자가 정당한 송신자로 가장하여 특정 수신자에게 위조된 메시지를 보내어 불법적인 효과를 발생시키는 공격

    ④ 메시지 변조 : 전송되는 메시지들의 순서를 바꾸거나 메시지의 일부분을 다른 메시지로 대체하여 불법적인 효과를 발생시키는 공격

<<<QUESTION>>>

**80. 해시함수 h와 주어진 입력값 x에 대해 h(x)=h(x')을 만족하는 x'(≠x)를 찾는 것이 계산적으로 불가능한 것을 무엇이라고 하는가?**

[choice]

① 압축성

② 일방향성

③ 두 번째 역상저항성

④ 강한 충돌 저항성

(Subject) 5과목 : 정보보안 관리 및 법규 (Subject)

<<<QUESTION>>>

**81. 빈칸 ㉠, ㉡에 들어갈 용어를 순서대로 나열한 것은 무엇인가?**

![EMB00002ddc6df3](data:image/gif;base64,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)

[choice]

① ㉠ 목표 ㉡ 위협 수준을

    ② ㉠ 업무특성 ㉡ 위협 수준을

    ③ ㉠ 목표 ㉡ 중요도를

    ④㉠ 업무특성 ㉡ 중요도를

<<<QUESTION>>>

**82. 다음 중 정보보호 교육 및 훈련에 대한 설명으로 적절하지 않은 것은 무엇인가?**

[choice]

① 위험분석을 통해 구현된 정보보호 대책을 실제 운영 또는 시행할 부서 및 담당자를 파악하여 관련 내용을 공유하고 교육한다.

    ②정책, 지침 및 절차 등이 개정된 사항에 대해서는 모두 모이기 어렵기 때문에 집합 또는 온라인 교육보단 게시판 등을 통해서 알리는 것이 보다 효과적이다.

    ③ 타사의 침해사고 사례, 최근 발생한 보안위험 등에 대한 최근 동향을 지속적으로 교육함으로써 보안인식 제고를 위해 노력한다.

    ④ 출장, 휴가 등의 사정으로 정기 정보보호 교육을 받지 못한 인력에 대해서 전달교육, 추가교육, 온라인 교육 등의 방법으로 정보보호 교육을 수행한다.

<<<QUESTION>>>

**83. 다음 지문이 설명하는 것은?**
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[choice]

① 업무연속성관리체계

② 재난복구체계

③ 보안성평가체계

④ 정보보호관리체계

<<<QUESTION>>>

**84. 다음 중 정량적 위험분석의 장점이 아닌 것은?**

[choice]

① 위험관리 성능평가가 용이하다.

    ② 위험평가 결과가 금전적 가치, 백분율, 확률 등으로 표현되어 이해가 쉽다.

    ③ 정보자산의 가치가 논리적으로 평가되고 화폐로 표현되어 이해가 쉽다.

    ④위험분석 작업을 위한 시간과 비용이 절약된다.

<<<QUESTION>>>

**85. 개인정보 영향평가를 하는 경우에 고려할 사항이 아닌 것은?**

[choice]

① 처리하는 개인정보의 수

    ② 개인정보의 제3자 제공여부

    ③개인정보처리의 위탁 여부

    ④ 정보주체의 권리를 해할 가능성 및 그 위험의 정도

<<<QUESTION>>>

**86. 인터넷 기업이 사물인터넷(Internet of Things, IoT)을 이용한 비즈니스를 구상하고 있다. 사물인터넷은 이종 장치들과 유무선 네트워크 기술 그리고 지능화 플랫폼을 기반으로 개발되어야 한다. 서비스 제공자와 사용자가 IoT 장치의 전 주기 세부단계에서 고려해야 하는 공통 보안 요구사항 중에서 'IoT 장치 및 서비스 운영/관리/폐기 단계의 보안요구사항'으로 가장 부적절한 것은?**

[choice]

① IoT 침해사고 대응체계 및 책임추적성 확보 방안 마련

    ② 안전한 운영ㆍ관리를 위한 정보보호 및 프라이버시 관리체계 마련

    ③안전한 소프트웨어 및 하드웨어 개발 기술 적용 및 검증

    ④ IoT 제품ㆍ서비스의 취약점 보안패치 및 업데이트 지속 이행

<<<QUESTION>>>

**87. 다음 중 「개인정보보호법」에 따른 국무총리 소속의 개인정보보호위원회의 기능이 아닌 것은?**

[choice]

① 개인정보보호 관련 법령, 정책 등을 수립하거나 집행

    ② 개인정보보호에 관한 법령의 해석ㆍ운영에 관한 사항 심의

    ③ 개인정보의 처리에 관한 공공기관 간의 의견조정에 관한 사항 의결

    ④ 관계 기관 등에 대한 자료제출이나 사실조회 요구

<<<QUESTION>>>

**88. 정보통신서비스 제공자가 이용자에 대한 정보를 이용하려고 수집하는 경우 이용자에게 알리고 동의 받아야 할 사항이 아닌 것은?**

[choice]

① 개인정보의 수집ㆍ 이용 목적

    ②동의를 거부할 권리가 있다는 사실 및 동의 거부에 따른 불이익이 있는 경우에는 그 불이익의 내용

    ③ 수집하는 개인정보의 항목

    ④ 개인정보의 보유ㆍ이용 기간

<<<QUESTION>>>

**89. 업무연속성관리 및 재난복구계획을 위하여 수행하는 내용 중에서 올바르지 않은 것은 무엇인가?**

[choice]

① 재난복구서비스 중에 웜사이트는 재난 발생 시 새로운 컴퓨터를 설치할 수 있는 컴퓨터실을 미리 준비해 둔 것으로 별다른 장비는 가지고 있지 않은 것을 의미한다.

    ② 업무연속성계획의 접근5단계 방법론에는 프로젝트의 범위 설정 및 기획, 사업영향평가, 복구전략 개발, 복구계획 수립, 프로젝트의 수행 테스트 및 유지 보수로 나눌 수 있다.

    ③ 재해복구테스트 종류는 체크리스트 방법, 구조적 점검 테스트, 시뮬레이션, 병렬테스트, 전체 시스템 중단 테스트 등이 있다.

    ④ 업무영향분석의 목적은 운영의 전부 혹은 일부 그리고 컴퓨터서비스가 작동하지 않을 때, 조직을 보호하기 위한 핵심 업무를 파악하는 것이며, 핵심 업무의 정지로 인해 조직에 발생되는 잠재적인 손해 혹은 손실을 파악하는 것이다.

<<<QUESTION>>>

**90. 공공기관에서 개인정보파일을 운용하는 경우에 보호위원회에 등록해야 하는 사항에 포함되지 않는 것은?**

[choice]

① 개인정보파일의 명칭

    ② 개인정보파일에 기록되는 개인정보 항목

    ③개인정보를 일시적으로 제공하는 경우 그 제공받는 자

    ④ 개인정보파일로 보유하고 있는 개인정보의 정보주체 수

<<<QUESTION>>>

**91. 위험분석 결과 식별된 위험에 대한 처리 전략과 위험별 위험처리를 위한 적절한 (개인)정보보호 대책을 선정한 내용 중에서 올바르지 않은 것은?**

[choice]

① 위험감소: 비밀번호 도용의 위험을 줄이기 위해 개인정보처리시스템 등 중요한 시스템의 로그인 비밀번호 복잡도 길이를 3가지 문자조합, 8글자 이상 강제 설정하도록 비밀번호 설정 모듈을 개발하여 적용한다.

    ②위험수용: 유지보수 등 협력업체, 개인정보 처리 수탁자 중에서 직접 모두 관리ㆍ감독할 수 없어 개인정보를 대량으로 처리하고 있는 IT 수탁사를 대상으로 관리ㆍ감독하고 나머지 수탁자는 이슈가 발생될 경우에만 관리ㆍ감독한다.

    ③ 위험전가: 중요정보 및 개인정보 유출 시 손해 배상 소송 등에 따른 비용 손실을 줄이기 위해 관련 보험에 가입한다.

    ④ 위험회피: 회사 홍보용 인터넷 홈페이지에서는 회원관리에 따른 위험이 존재하므로 회원 가입을 받지 않는 것으로 변경하고 기존 회원 정보는 모두 파기 처리한다.

<<<QUESTION>>>

**92. 경영진 참여에 대한 사항으로 가장 부적절한 것은?**

[choice]

① 경영진 참여가 이루어질 수 있도록 보고, 의사 결정 등의 책임과 역할을 문서화하지 않았지만 정기적으로 보고하고 있다.

    ② 경영진이 직접 정보보호 활동에 참여도 가능하지만 정보보호 위원회 등을 구성하여 중요한 의사결정 등을 결정할 수 있다.

    ③ 조직의 규모 및 특성에 맞게 보고 및 의사결정 절차, 대상, 주기 등을 결정할 수 있다.

    ④ 경영진 참여가 원칙이나, 내부 위임전결 등의 규정이 있는 경우에는 정보보호를 담당하고 있는 책임자가 경영진의 의사결정을 대행할 수 있다.

<<<QUESTION>>>

**93. 다음 중 법률에 근거하여 운영되고 있는 정보보호 및 개인정보보호 관련 제도 중에서 자율제도가 아닌 의무제도에 해당하는 것은?**

[choice]

① 정보보호 준비도 평가

    ② 클라우드 보안인증제

    ③ 정보보호 공시제도

    ④주요정보통신기반시설 취약점의 분석ㆍ평가

<<<QUESTION>>>

**94. 개인정보처리자는 다음 지문의 사항이 포함된 것을 정하고 이를 정보주체가 쉽게 확인할 수 있게 공개하도록 되어 있다. 다음 지문의 사항이 포함된 문서의 법률적 명칭은 무엇인가?**
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[choice]

① 개인정보 보호정책

② 표준 개인정보 보호지침

③ 개인정보 보호지침

④ 개인정보 처리방침

<<<QUESTION>>>

**95. 정보통신망을 통해 이용자가 원하지 않음에도 불구하고 일방적으로 전송되는 영리목적의 광고성 정보인 스팸에 관련된 내용 중에서 잘못된 것은?**

[choice]

① 휴대전화 등의 앱 푸시 알람 ON/OFF 기능은 광고성 정보 수신 동의와 동일하므로 푸시 알람을 승인한 경우에는 광고성 정보를 전송하는 것이 가능하다.

    ② 전송자가 제공하는 재화 또는 서비스에 대한 조건 또는 특징에 대한 변경 안내 정보(회원 등급 변경ㆍ포인트 소멸 안내 등)는 영리 목적 광고성 정보의 예외이다.

    ③ 광고성 정보를 전송하려면 사전에 문서(전자문서 포함) 또는 구술 등의 방법으로 수신자에게 명시적으로 수신 동의를 받아야 한다.

    ④ 오후 9시부터 그 다음 날 오전 8시까지 전자적 전송매체를 이용하여 광고성 정보를 전송하려는 자는 수신자에게 별도의 사전 동의를 받아야 한다.

<<<QUESTION>>>

**96. 다음은 개인정보보호법상 개인정보처리 위탁에 관한 설명이다. 가장 거리가 먼 것은?**

[choice]

① 개인정보처리자가 제3자에게 개인정보의 처리 업무를 위탁하는 경우에는 일정한 내용이 포함된 문서에 의하여야 한다.

    ②개인정보처리자가 재화 또는 서비스를 홍보하거나 판매를 권유하는 업무를 위탁하는 경우에는 위탁에 대해 정보주체의 동의를 받아야 한다.

    ③ 위탁자는 업무위탁으로 인하여 정보주체의 개인정보가 분실ㆍ도난ㆍ유출ㆍ변조 또는 훼손되지 아니하도록 수탁자를 교육하고, 처리 현황 점검 등 수탁자가 개인정보를 안전하게 처리하는지를 감독하여야 한다.

    ④ 수탁자가 위탁받은 업무와 관련하여 개인정보를 처리하는 과정에서 이 법을 위반하여 발생한 손해배상책임에 대해서는 수탁자를 개인정보처리자의 소속 직원으로 본다.

<<<QUESTION>>>

**97. 「정보통신기반 보호법」에 관련된 사항으로 적절하지 않은 것은?**

[choice]

① 주요정보통신기반시설보호계획에는 주요정보통신 기반시설의 취약점 분석ㆍ평가에 관한 사항이 포함되어 있다.

    ② 주요정보통신기반시설보호대책의 미흡으로 국가 안전보장이나 경제사회 전반에 피해가 우려된다고 판단하여 그 보완을 명하는 경우 주요정보통신 기반시설의 침해사고 예방 및 복구 등의 업무에 대한 기술적 지원을 요청할 수 있다.

    ③ 침해사고가 발생하여 소관 주요정보통신기반시설이 교란ㆍ마비 또는 파괴된 사실을 인지한 때에는 관계 행정기관, 수사기관 또는 인터넷진흥원에 그 사실을 통지하여야 한다.

    ④금융ㆍ통신 등 분야별 정보통신기반시설을 위하여 취약점 및 침해요인과 그 대응방안에 관한 정보 제공, 침해사고가 발생하는 경우 실시간 경보ㆍ분석체계 운영 업무를 수행하는 사이버안전센터를 구축ㆍ운영할 수 있다.

<<<QUESTION>>>

**98. 다음은 개인정보처리시스템을 기획하는 단계에서 개인정보보호를 위해 검토하고 확인하여야 할 기본원칙에 관한 설명이다. 잘못된 것끼리 묶은 것은?**

![EMB00002ddc6df9](data:image/gif;base64,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)

[choice]

① 가, 나

② 다, 라

③ 마, 바

④ 사, 아

<<<QUESTION>>>

**99. 개인정보보호법 상 개인정보 유출 시 개인정보 처리자가 정보 주체에게 알려야 할 사항으로 옳은 것만을 모두 고르면?**

![EMB00002ddc6dfb](data:image/gif;base64,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)

[choice]

① ㉠, ㉡

② ㉢, ㉣

③ ㉠, ㉢

④ ㉡, ㉣

<<<QUESTION>>>

**100. 정보통신서비스 제공자 등은 개인정보의 분실ㆍ도난ㆍ누출사실을 안 때에는 지체 없이 다음 각 호의 모든 사항을 해당 이용자에게 알리고 방송통신위원회 또는 한국인터넷진흥원에 신고하여야 하며, 정당한 사유 없이 그 사실을 안 때부터 24시간을 경과하여 통지ㆍ신고해서는 아니 된다. 이때 정당한 사유에 관하여 잘못 설명된 것은?**

[choice]

① 단전, 홍수, 폭설 등의 천재지변으로 인해 24시간 내에 신고가 불가능한 경우, 방송통신위원회 또는 한국인터넷진흥원에 대한 신고지연의 정당한 사유가 될 수 있다.

    ② 경찰이 이용자 통지에 대해 보류를 요청한 경우, 수사상의 이유로 이용자에 대한 통지 지연의 정당한 사유가 될 수 있다.

    ③ 물리적ㆍ기술적ㆍ관리적인 사유로 통지가 불가능한 경우, 이용자에 대한 통지지연의 정당한 사유가 될 수 있다.

    ④누출 등이 된 개인정보 항목이나 누출 등이 발생한 시점에 대한 파악이 24시간 내에 불가능한 경우, 통지ㆍ신고지연의 정당한 사유가 될 수 있다.

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 |
| ③ | ④ | ② | ① | ① | ④ | ④ | ③ | ④ | ② |
| 11 | 12 | 13 | 14 | 15 | 16 | 17 | 18 | 19 | 20 |
| ① | ② | ④ | ② | ④ | ② | ① | ④ | ④ | ② |
| 21 | 22 | 23 | 24 | 25 | 26 | 27 | 28 | 29 | 30 |
| ③ | ④ | ④ | ④ | ② | ① | ④ | ② | ① | ③ |
| 31 | 32 | 33 | 34 | 35 | 36 | 37 | 38 | 39 | 40 |
| ② | ④ | ③ | ① | ③ | ① | ④ | ④ | ③ | ③ |
| 41 | 42 | 43 | 44 | 45 | 46 | 47 | 48 | 49 | 50 |
| ④ | ④ | ④ | ④ | ④ | ③ | ② | ④ | ② | ④ |
| 51 | 52 | 53 | 54 | 55 | 56 | 57 | 58 | 59 | 60 |
| ② | ② | ② | ① | ② | ④ | ③ | ④ | ③ | ② |
| 61 | 62 | 63 | 64 | 65 | 66 | 67 | 68 | 69 | 70 |
| ③ | ② | ② | ③ | ② | ② | ① | ① | ④ | ① |
| 71 | 72 | 73 | 74 | 75 | 76 | 77 | 78 | 79 | 80 |
| ③ | ① | ② | ④ | ③ | ③ | ④ | ③ | ① | ③ |
| 81 | 82 | 83 | 84 | 85 | 86 | 87 | 88 | 89 | 90 |
| ④ | ② | ④ | ④ | ③ | ③ | ① | ② | ① | ③ |
| 91 | 92 | 93 | 94 | 95 | 96 | 97 | 98 | 99 | 100 |
| ② | ① | ④ | ④ | ① | ② | ④ | ② | ④ | ④ |