ID: TC1

Название: Логин с валидными данными

Описание: Проверка авторизации при вводе валидных данных

Предусловия:

1. Пользователь зарегистрирован с почтой [JohnDoe@gmail.com](mailto:JohnDoe@gmail.com) и паролем mypassword123

Шаги:

1. Открыть страницу логина
2. Ввести валидный email – [JohnDoe@gmail.com](mailto:JohnDoe@gmail.com)
3. Ввести валидный пароль – mypassword123
4. Нажать кнопку «Log in»

Ожидаемый результат:

1. Переход на домашнюю страницу
2. На главной страницу отображается «signed in as [JohnDoe@gmail.com](mailto:JohnDoe@gmail.com)

ID: TC2

Название: Защита от SQL-инъекции

Описание: Проверка формы логина на уязвимость к SQL-инъекциям

Предусловия:

1. Пользователь зарегистрирован с почтой [JohnDoe@gmail.com](mailto:JohnDoe@gmail.com)

Шаги:

1. Открыть страницу логина
2. Ввести валидный email – [JohnDoe@gmail.com](mailto:JohnDoe@gmail.com)
3. В поле пароля ввести «’ OR ‘1’=’1»
4. Нажать кнопку «Log in»

Ожидаемый результат:

1. Вход в аккаунт не происходит
2. Отображается ошибка «Please enter your Email address and password correct»

ID: TC3

Название: Сокрытие пароля при вводе

Описание: Проверка формы логина на отображение символов в поле «password» в виде точек

Предусловия: нет

Шаги:

1. Открыть страницу логина
2. В поле пароля ввести символы

Ожидаемый результат:

1. В поле «password» символы отображаются в виде точек