**代码安全规范**

规范一：公司的代码只能保存在公司配发的电脑、存储介质以及公司的版本库、WIKI等内部网站中

规范二：代码中不能包含线上服务器的IP、端口号、用户名及密码等敏感信息，生产环境中使用这些敏感信息只能通过配置环境变量来实现；更不能把敏感信息显示输出

规范三：用户输入的内容，在用作拼接SQL语句，SHELL命令以及展示输出时，都应先转译特殊字符

规范四：后台接口必须对用户进行身份认证、鉴权，前台传过来的参数必须进行有效性验证