**用户隐私政策**

平台（以下简称“ ”或“我们”）重视用户个人信息保护及个人隐私。在您使用我们向您提供的产品和/或服务时（包括通过合作方的APP或网站），我们可能会收集和使用您的相关信息和隐私。因此，我们希望通过《用户隐私政策》（以下简称“《隐私政策》”）向您说明，您在使用我们的服务时，我们是如何收集、存储、使用、分析这些信息的，以及我们向您提供的访问、更新、控制和保护这些信息的方式。

《隐私政策》与您使用 的产品和/或服务息息相关，请您务必仔细阅读、充分理解。如果您使用或者继续使用 的产品和/或服务，即视为您已经充分理解并完全接受《隐私政策》；如果您对《隐私政策》还有任何疑问、异议之处，请拨打客服电话400-0523-528。

**第一条** 我们将遵循“合理、相关、必要”原则，且以您授权同意为前提，合法合规地采集信息，保障您的知情权及选择权。采集信息的范围包括您通过 APP或网站及合作方的网站/网页链接/APP（以下可统称“互联网媒介”）自主提交的信息、您在使用我们的服务过程中所产生的信息、以及司法行政与公共事业机构在履行职责或进行管理的过程中所产生形成的信息。我们仅采集为您提供服务所必须的信息，在采集过程中我们将严格遵守法律法规，绝不采集您的宗教信息、基因、指纹、血型、疾病和病史信息等法律、行政法规禁止采集的信息。

**第二条** 本隐私政策所述的个人信息，是指姓名、性别、身份证号、住所地、手机号码、电子邮件、银行账号、人像信息等单独或与其他信息对照可以识别特定的个人信息，包括但不限于您在注册或登录 时填写或者提供的姓名、身份证号、手机号码、家庭住址、银行卡信息等。

**第三条** 您主动填写或者提供给我们的个人信息务必是真实、准确、完整和有效的。在我们或合作方的互联网媒介上填写或提供完毕后，如果发生了任何信息变更，请您在第一时间内通过原有方式或者其他方式做出更新，以保证获取到的您的个人信息是真实、准确、完整和有效的。否则，因信息不符合上述要求所造成的损失将由您自行承担。

**第四条** 您应当重视您个人信息保护，如果发现您的个人信息已经泄露或者存在泄露的可能，并且有可能会危及您在我们的互联网媒介注册的账户安全，请您第一时间通知我们，以便采取相应措施保障您的账户安全，防止损失的发生或者进一步扩大。

**第五条** 在您使用我们的产品和/或服务的过程中，我们可能会获取、收集、存储、分析、使用您的相关信息，包括但不限于如下信息：

1. 本协议第二条所包含的您的个人信息；
2. 您留存在 处的信息，您留存在 合作伙伴（包括但不限于银行、咨询服务供等）处的信息；
3. 您留存在自然人、法人以及其他组织处或其合法披露的信息；
4. 行政机关、司法机关留存的您的任何信息，包括但不限于户籍信息、工商信息、诉讼信息、执行信息和违法犯罪信息；
5. 您提供给第三方或者向第三方披露的个人信息及隐私信息；
6. 为了实现前述目的，通过cookie或者其他方式自动采集到的您的其他个人信息或者隐私。

**第六条** 为向您提供服务以及优化服务体验，我们将会在符合法律规定或者您授权的情况下，在以下用途上使用您的个人信息：

1. 用于验证身份用户服务；
2. 用于评估和分析我们提供的产品或服务效果；
3. 用于我们软件的升级、改版；
4. 帮助我们了解和分析用户需求，设计新产品和运作模式，或者用于我们开展的其他新业务中；
5. 用于安全防范、反欺诈、存档和备份；
6. 其他基于合法合规目的进行使用。

**第七条** 我们将会采取各种制度、安全技术、程序等严格保护您的个人信息安全，防止未经授权的访问、篡改、使用、泄露和破坏。除以下任一情形之外，我们不会将您的个人信息对外公开或向第三方披露：

1. 根据法律、法规的规定或政府主管部门的强制性要求；
2. 为了实现对您个人信息的管理、使用或向您提供需要的服务而向 的关联方、合作方或者其他代表 履行某项职能的第三方分享；
3. 为保护 或您的合法权益；
4. 在紧急情况下，为保护其他用户或者第三方人身安全；
5. 应您本人或您的监护人授权；
6. 应用户本人监护人的合法要求。

**第八条** 我们仅基于提供服务的需要，在您授权范围内获取、收集、存储、分析、使用和共享您的信息。我们使用各种安全技术和程序保护您提供的个人信息，以避免我们获取、存储的您的信息在未经授权的情况下被访问、篡改、披露或破坏。我们建立与业务发展相适应的信息安全保护体系，包括严格的数据安全和隐私保护制度，以及相匹配的信息安全保障体系。

**第九条** 我们在此善意提醒您，在您决定是否要向某机构提供信息或授权其采集您的信息前，建议您充分考虑向其提供信息或授权某些机构获取您信息的必要性，以及您是否信赖他们的信息安全保障能力，他们向您提示的用途是否超出了您的要求。同时，建议您提供信息时，采取合理措施避免信息泄露或不当使用的风险。此外，建议您对目前相关行业的信息使用方式和方法予以持续关注，提升自身安全管理意识，积极咨询了解相关机构是否建立了安全可靠的技术系统及必要的流程管理措施。在您确认对相关信息使用有足够认知，或评估相应信息的披露不会对您造成安全风险的情况下，对个人信息进行对外授权使用。

**第十条** 为给您提供更好的服务， 可能会随时修订本协议。如有变更，我们将会在我们的产品上发出更新版本并提醒您相关内容的更新，修订的条款仍构成《隐私政策》的一部分。您务必及时关注并了解《隐私政策》的变更内容，一经变更，如果您继续使用我们的服务，即视为您已充分理解并完全接受更新后的《隐私政策》。
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