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\*\* Disclaimer: This whole thing is fake and completely made up. The names are just random names I thought of and companies except for the forensic tools. \*\*

**Case Overview**

On August 10, 2020 Ronald Luther, President of Wakanda University, contacted me about them finding child pornography on a hard drive. They contacted me because they found traces of child pornography when they ran an antivirus on their computer to see why it was running slow. They want me to establish an investigation to find out where this child pornography came from and who downloaded it. They also told me that they recently updated their computers and got new ones about 3 years ago.

**Forensic Acquisition and Exam Preparation**

1. On August 12, 2020, I began to examine the computer. I ran an antivirus just as the IT department did and found that the reason that it was being slow was because of a couple viruses that downloaded with regards to child pornography downloaded.
2. Once I found the child pornography, I used Encase to discover where these files came from. Encase helped me discover that these files downloaded onto the new hard drives from the cache of the old hard drives.
3. They didn’t have the old hard drives, so I wasn’t able to dive into them as deeply as I wanted to, but I was able to discover how these files were downloaded in the first place. They were all downloaded from emails that were sent to the teacher at the time.
4. The teacher was no longer teaching at the school, so I had to access their system through the administrator. Luckily, Mr. Luther wanted to get to the bottom of it so he allowed me to access that teachers log in information and log in to his email.
5. Once into the email, I looked for any evidence of child pornography attachments and any talk about child pornography. I couldn’t find anything, so I used E3 from Paraben to help me.
6. E3 help me find deleted emails that had attachments on them to see if they were child pornography. I was able to find many counts of child pornography from these attachments that included images and videos.
7. I could not see who these emails were from, so I had to use E3 again to see where the emails came from. Once I got this, I could use the evidence to take them to court.

**Findings and Reports (Forensic Analysis)**

1. On August 12, 2020, I began to examine the computer.
2. I used Panda AntiVirus 2020 and found that there were child pornography files on the hard drive.
3. I then used Encase to find out where these files were and discovered they were from the old hard drive. This made the teacher that owned the computer now no longer a suspect.
4. I found out that it was downloaded all the way back in 2010. This means that Josue Jones was now the main suspect because he was the one using this computer at that time.
5. I wanted to find out where these files came from so I decided to get into his email. And at first I didn’t find anything so I had to use E3 from Paraben.
6. After using E3 I found that there were deleted emails that contained attachments of child pornography in Josue Jones’ old email. So that is enough to be able to take him to court
7. Now that I found the source of where they came from I also know that they were sent to him. So this made me investigate more and catch whoever is sending this child pornography
8. I couldn’t see the sender so I had to use E3 again to be able to see who sent the email. The email which sent this content was [youngdiamonds@yahoo.com](mailto:youngdiamonds@yahoo.com).
9. Now I needed to find out who was youngdiamonds. So I contact yahoo and they are able to give me the name and address of the perpetrator.
10. We go to this address with a warrant and confiscate three computers that we were able to find evidence of child pornography for.

**Conclusion**

President, Ronald Luther contacted me about child pornography being found on one of his University computers. Using tools, like Encase and E3, I was able to establish enough evidence to be able to put Josue Jones and Fabian Smith in jail for child pornography. I discovered that Mr. Jones had 134 counts of child pornography downloaded from his email, so he was sentenced to 4 years in prison. I also discovered that Fabian Smith sent these files to Josue Jones and many more people. We ended up finding 1056 counts of child pornography on the computers from his house, so he was sentenced to 10 years in prison. Overall, we were able to find who was responsible for the child pornography on the University computer.
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