**Rapport Annexe Technique**

**{{gen\_date}}**

# Synthèse de Scan de Vulnérabilité

{{ vulbarImg }}

{{ vulpieImg }}

{{ host\_vul\_barImg }}

|  |
| --- |
| Top Vulnérabilités |

|  |  |  |  |
| --- | --- | --- | --- |
| **Gravité (CVSS v3.0)** | **Vulnérabilité** | **Nbr des hôtes** | **Adresses IP** |
| {%tr for item in csvRows10 %} | | | |
| {% cellbg item.Riskcolor %}  {{ **item.RiskFactor**}} | {{**item.Name**}} | {{item.count}} | {{item.FewOnes}} |
| {%tr endfor %} | | | |

|  |
| --- |
| Description Détaillée des Vulnérabilités les plus critiques |

|  |  |  |  |
| --- | --- | --- | --- |
| {%tr for item in csvRows100 %} | | | |
| 1. ***{{item.Name}}*** | | | |
| **ID DE LA VULNÉRABILITÉ** | **ID\_{{loop.index}}** | **RISQUE** | {% cellbg item.Riskcolor %}  {{ item.RiskFactor}} |
| **Synopsis** | {{item.Synopsis}} | | |
| **ÉLÉMENTS IMPACTÉS** | {{item.All}} | | |
| **DESCRIPTION** | | | |
| {{item.Description}} | | | |
| **Date de publication de vulnérabilité** | {{item.PluginPub}} | **Date publication de patch** | {{item.PluginMod}} |
| **Exploit disponible** | {{item.exploited}} | **Exploité par** | {{item.exploitedby}} |
| {{item.Cvss3}} | Métriques d’exploitabilité | Vecteur d'attaque | **{{item.AV}}** |
| Complexité de l'attaque | **{{item.AC }}** |
| Privilèges requis | **{{item.PR}}** |
| Interaction d’un utilisateur légitime | **{{item.UI}}** |
| Périmètre | **{{item.S}}** |
| Métriques d’impact | Impacte sur la confidentialité | **{{item.C }}** |
| Impact sur l’intégrité | **{{item.I}}** |
| Impact sur la disponibilité | **{{item.A}}** |
| **Solution** | | | |
| {{item. Solution}} | | | |
| **RECOMMANDATIONS** | | | |
| {{item.See}} | | | |
|  | | | |
| {%tr endfor %} | | | |