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| A person wearing glasses posing for the camera  Description automatically generated | Fadhel Ghajati  Manager | Cyber Risk  Rôle |Expert Cybersécurité  Fadhel est Manager Cyber-risque. Il est de formation ingénieur en Télécom et profite de plus que 17 ans d’expérience en cybersécurité, gestion des risques et conformité des système d’information.  Il possède des compétences solides et diversifiées, notamment dans la conduite de projets complexes, l'élaboration des programmes et des stratégies cybersécurité, la gestion de la sécurité (SMSI), la continuité des activités (SMCA), la gestion des risques cyber, l’audit et le diagnostic SI, ainsi que la mise en place de procédures et de processus IT et de sécurité à grande échelle. |

Références pertinentes

Secteur des banques – Pilotage d’une mission de tests d’intrusion externes et internes

Ce mandat consistait principalement à l’évaluation de la maturité du système d’information face aux attaques cybernétiques. Le mandat se résume comme suit :

* La mission est alignée suite à une revue du processus des tests d’intrusion du client.
* Effectuer une phase de reconnaissances des nœuds sujet des tests d’intrusion via des outils de scan passifs.
* Identifier les vulnérabilités et les classifier selon leurs criticités.
* Formuler des recommandations appropriées en lien avec les vulnérabilités identifiées.

Secteur des assurances – Mise en place d’un Système de Management de la Sécurité d’Information - SMSI

Ce mandat consistait principalement à l’évaluation la structure de l’organisation existante afin de contribuer à l’amélioration de la gouvernance selon les meilleurs pratiques et le cadre de référence international. Le mandat se résume comme suit :

* Effectuer un diagnostic et une analyse des processus IT afin de disposer d’un outil d’appréciation de la pertinence de sa gestion interne pour mener à bien les missions qui lui sont confiées ;
* Evaluer la couverture fonctionnelle actuelle et se projeter sur les besoins futurs ;
* Formuler des recommandations en lien avec les constats opérés, visant à améliorer l’efficacité opérationnelle des processus IT.

Secteur des assurances – Actualisation du diagnostic SI et mise en place d’une feuille de route triennale

Ce mandat visait à définir un SI aligné au plan de développement de la banque, réussir sa transformation digitale et s’aligner aux nouveautés technologiques et meilleures pratiques du secteur des assurances. Ce mandat réside principalement :

* A la réalisation du diagnostic de l’état actuel du système d’information (Gouvernance, Organisation, Architecture, Couverture fonctionnelle & applicative, …)
* Au diagnostic en mode FOCUS sur l’architecture réseau, les infrastructures SI, les systèmes et les applications à fort impact
* A la définition du ROADMAP sur 3 ans et son portefeuille projet pour la déclinaison de la stratégie SI cible

Secteur de la grande distribution – Mise en place d’un Système de Management de la Sécurité d’Information - SMSI

Ce mandat visait à l’accompagnement de la mise en place d’un SMSI et à la certification ISO 27001, ce mandat est constitué de cinq principales phases qui sont la phase de planification, la phase de déploiement , phase de contrôle , la phase de d’amélioration et la phase de certification du SMSI . Les principales activités réalisées au cours de ce mandat sont :

* Evaluation des risques IT du système d'information (basée sur MEHARI) et l’élaboration du plan de traitement des risques,
* La réalisation des différents audits organisationnel, physique, technique et tests d’intrusions, de la stratégie de sécurité et du plan de mise en œuvre.
* L’assistance à la mise en œuvre des politiques et procédures de sécurité, la réalisation des documents de support du SMSI, la sensibilisation des équipes à la sécurité de l’information et la mise en œuvre du plan d’action de sécurité et de traitement des risques.
* La surveillance et l’évaluation du SMSI, ainsi que la réalisation de l’audit interne ISO 27001, la revue de direction et la revue de processus.
* L’élaboration de la procédure d’actions correctives, préventives et d’amélioration, ainsi que le suivi de la mise en place des actions.
* Le choix de l’organisme de certification, l’accompagnement lors de l’audit à blanc et de l’audit de certification ISO 27001.

Secteur grande distribution – Mise en place des bonnes pratiques ITIL

Un mandat d’accompagnement à la mise en place des bonnes pratiques ITIL, ce mandat visait à garantir la gestion d’un catalogue de service IT qui répond aux besoins des métiers, le Niveau de Service (SLA) convenu avec les prescripteurs métiers, la conformité de la qualité, de la sécurité et la professionnalisation des services rendus avec les normes définies et un coût aligné avec les objectifs stratégiques. Les principales activités réalisées au cours de ce mandat sont :

* Le diagnostic de la gouvernance SI
* La définition de la feuille de route de mise en place du référentiel ITIL
* La mise en place des processus prioritaires ITIL
* La rédaction du cahier des charges pour le choix de l’outil ITSM

Secteur gouvernemental – Elaboration des politiques et procédures liées à la sécurité de l’information

Ce mandat consistait à la mise en place des politiques et des procédures afin d’atténuer les risques et contribuer à l’amélioration de la gestion de la sécurité de l’information. Le mandat se résume comme suit :

* Développement d'un cadre de classification des informations (basé sur ISO 27002 et NIST 800-60).
* Evaluation et revue des politiques de sécurité (sur la base des normes ISO 27001 et NIST).
* Elaboration des guides techniques pour des outils de sécurité
* Evaluation des risques IT du système d'information (basée sur MEHARI & Ebios, ISO 27005 et partiellement le cadre de gestion des risques du NIST).
* Développement du programme de sensibilisation à la cybersécurité

Certifications

* ISO 27001 Lead Auditor & ISO 27001 Lead Implementer
* ISO 22301 Internal Auditor
* ISO 27005 Senior Lead Risk Manager & ISO 31000 Senior Lead Risk Manager
* MEHARI Advanced Expert
* Expert Auditeur ANSI
* Certified Data Protection Officer
* RWVCPC Remote Work and Virtual Collaboration
* Certfied Digital Marketing
* SFPC: Scrum Foundation Professional Certificate
* CNSS – Certified Network Security Specialist
* Fortinet NSE1 & NSE2
* ITIL V3
* Pentesting and Securing Web Applications (PSWA)

Études

* Master en Télécommunications, École Polytechnique de Turin (2007)
* Diplôme d’ingénieur en Télécommunications, Sup’Com (2003)

Compétences linguistiques

* Arabe – Langue maternelle
* Français – Courant
* Anglais – Courant
* Italien – Notions de base