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作为密码爱好者，我们对于10月26日十三届全国人大常委会第十四次会议审议通过的，即将于2020年1月1日开始实施的《中华人民共和国密码法》也是甚为关注。特此撰文，分享一些个人的理解，也算是做一点点科普。

## 01 什么是密码？

根据密码法（第二条）的法律定义：密码是指采用特定变换的方法对信息等进行加密保护、安全认证的技术、产品和服务。

其实，这个关于密码概念的定义，即是法律定义，也是业界公认的技术定义。这里有两个关键点，一个是密码的工作方法：特定的“变换”，一个是密码的作用：“加密保护”与“安全认证”。

因此，我们生活中在登录界面输入“密码”，以及人脸识别、指纹识别、声纹识别等生物识别技术，都不是真正的密码，它们只是“登录口令”，是某种特征的输入和匹配。而真正的密码则工作在这个过程的背后。在你“刷脸”的时候，以及系统存储你的面部特征信息的时候，系统都会用密码对这些信息进行加密，以保护你的身份特征信息不被黑客窃取。

## 02 密码分几级？

密码法根据应用场景和加密强度的要求，把密码范围三级（第六条、第七条）：

**核心密码、普通密码和商用密码**

其中核心密码、普通密码都是用于保护国家秘密信息的密码。核心密码保护信息的最高密级为绝密级，普通密码保护信息的最高密级为机密级。而商用密码则是用于保护不属于国家秘密的信息的密码，用于保护公民、法人和其他组织的信息安全。

特别的，普通密码其实一点都不普通。这个名字只不过是业界的一种通行叫法而已。而且，密码法还明确说明：核心密码、普通密码属于国家秘密。

## 03 哪些行为属于与密码相关的违法犯罪行为？

密码法主要规定了三种情形（第十二条）属于与密码相关的犯罪：

一、窃取他人加密保护的信息。

二、非法侵入他人的密码保障系统。

三、利用密码从事危害国家安全、社会公共利益、他人合法权益等违法犯罪活动。

例如，制作勒索病毒、加密传播木马病毒及各类不法信息，都属于第三种情形。

## 04 做密码工作是否需要持证上岗？

一般不用。但如果要做核心密码和普通密码，就需要“持证上岗”了。

密码法（第十八条）规定：国家建立适应核心密码、普通密码工作需要的人员录用、选调、保密、考核、培训、待遇、奖惩、交流、退出等管理制度。

## 05 生产和销售密码产品，是否必须经过检测认证？

这个问题，简单的说就是：生产者自愿，但使用领域受限。

根据密码法（第二十五条）要求：国家鼓励商用密码从业单位自愿接受商用密码检测认证，提升市场竞争力。但法律对此并不强求。

同时密码法（第二十六条）也要求：涉及国家安全、国计民生、社会公共利益的商用密码产品，应当依法列入网络关键设备和网络安全专用产品目录，由具备资格的机构检测认证合格后，方可销售或者提供。

## 06 企业、行业可以自定密码标准吗？

**可以。**

根据密码法《第二十二条》规定，密码即有国家标准，也可以有行业标准，同时，在商用密码领域，国家还支持社会团体、企业制定高于国家标准、行业标准的团体标准、企业标准。

## 07 外商必须使用中国密码吗？国产密码在外国能用吗？

在除关键信息基础设施之外的一般商用领域，使用什么密码是企业的自由，外商和国内企业一视同仁。同时，国产密码也在走向国际化。例如，SM2、SM3、SM4、SM9、祖冲之序列密码算法等国产密码算法，已经成为国际标准，或者获得国际标准提案立项。

密码法（第二十一条）要求有关部门应当遵循非歧视原则，依法平等对待包括外商投资企业在内的商用密码科研、生产、销售、服务、进出口等单位。国家鼓励在外商投资过程中基于自愿原则和商业规则开展商用密码技术合作。行政机关及其工作人员不得利用行政手段强制转让商用密码技术。

同时，密码法（第二十三条）还指出：国家推动参与商用密码国际标准化活动，参与制定商用密码国际标准，推进商用密码中国标准与国外标准之间的转化运用。

## 08 密码也能进出口吗？

**能，但有限制。**

根据密码法（第二十八条）要求：对涉及国家安全、社会公共利益且具有加密保护功能的商用密码实施进口许可，对涉及国家安全、社会公共利益或者中国承担国际义务的商用密码实施出口管制。但是，大众消费类产品所采用的商用密码不实行进口许可和出口管制制度。