随着互联网时代的到来，网络在方便我们的同时，我们也应该注意网络安全，在网上保护自己。

网络诈骗：

关于网络诈骗大家想必已经听过很多相关宣传，这里就不赘述了。

网络病毒：

（熊猫烧香）

人为编写的一段程序

木马病毒：

是一种后门程序，它会潜伏在操作系统中，窃取用户资料比如QQ、网上银行密码、账号、游戏账号密码等。

蠕虫病毒：

相对来说要先进一点，它的传播途径很广，可以利用操作系统和程序的漏洞主动发起攻击，每种蠕虫都有一个能够扫描到计算机当中的漏洞的模块，一旦发现后立即传播出去，由于蠕虫的这一特点，它的危害性也更大，它可以在感染了一台计算机后通过网络感染这个网络内的所有计算机，被感染后，蠕虫会发送大量数据包，所以被感染的网络速度就会变慢，也会因为CPU、内存占用过高而产生或濒临死机状态。

（摘自[网络病毒\_百度百科 (baidu.com)](https://baike.baidu.com/item/%E7%BD%91%E7%BB%9C%E7%97%85%E6%AF%92/2436546)）

特点：

感染速度快

在整个网络系统中能够通过网络通讯平台来进行迅速的扩散

扩散面极广

传播形式多元化

无法彻底清除

传播方式：

E-mail的附件

E-mail本身

Web服务器

文件共享

（选择一些来讲，精简）

所以网络病毒是十分可怕的

策略：

1. 强化网络用户安全防范意识

不随意下载陌生文档

不点击陌生链接

尽量不在陌生的网站留下个人信息

1. 及时对计算机系统更新

计算机会定期的检测自身的不足与漏洞，并发布系统的补丁，计算机的网络用户需要及时下载这些补丁，并安装，避免网络病毒通过系统漏洞入侵到计算机中

1. 安装防火墙、杀毒软件

做好重要数据文件的备份

一旦网络病毒入侵到系统当中，会导致计算机系统出现瘫痪……

1. 设置较为复杂的密码

……