1. Анализ защищенности веб-приложений (сайтов)
   * определение используемых технологий, проверка их актуальностей и наличия общедоступных уязвимостей
   * тестирования безопасности механизмов веб-приложения (аутентификация, авторизация, управление сессиями и т.д.)
   * определение наличия уязвимостей в функционировании веб-приложения по классификации OWASP TOP-10
   * раскручивание векторов атак на основе выявленных уязвимостей по желанию заказчика
   * подготовка высокоуровневого отчета для руководства и детального отчета для технического персонала
2. Анализ защищенности локальной сети предприятия
   * инвентаризация сетевых устройств, определение типов устройств, операционных систем, идентификация сетевых служб и приложений
   * определение общедоступных уязвимостей для определенных типов аппаратных и программных средств
   * сбор и анализ сетевого трафика локальной сети предприятия на наличие вредоносных программ, утечек конфиденциальной информации, сетевых аномалий, скрытых каналов взаимодействия с управляющими серверами злоумышленников