**Paragrafy trestního zákoníku**

**§ 230** Neoprávněný přístup k počítačovému systému a nosiči informací –

Překonání bezpečnostního opatření k neoprávněnému přístupu k počítačovému systému

Tzn. že i když mám heslo na papírku vedle počítače, nemohu ho použít, protože bych porušil zákon.  
Podle odstavce 2 je zakázáno jakkoli modifikovat či smazat data z počítačového systému nebo je neoprávněně použít, padělat atd.   
Podle odstavce tři nesmí uživatel způsobit jinému škodu nebo omezit funkčnost počítačového systému.

**§ 231** Opatření a přechovávání přístupového zařízení a hesla k počítačovému systému a jiných takových dat

Zakazuje podle trestného činu porušení tajemství či neoprávněného přístupu k nosiči informací. S použitím nástroje, postupu, programu a dalších věcí k získání přístupu.

Daný trestný čin dále eskaluje jedná-li v rámci organizované skupiny nebo se jedná o značný prospěch pro někoho

**§ 232** Poškození záznamu v počítačovém systému a na nosiči informací a zásah do vybavení počítače z nedbalosti – Je poškození, zničení nebo učiní neupotřebitelnými a tím způsobí na cizím majetku značnou

Podle těchto paragrafů se určují trestné činy s výpočetní technikou, ale vždy se jedná tento trestný čin spolu s nějakým, jako např. urážkou na cti, vydíráním atd.

**Zákon o KB**

**Dopad zákona o KB na běžného uživatele**

V celku žádný. Zákon o kybernetické bezpečnosti výhradně upravuje větší NÚKIB vydá varování o existenci hrozby v oblasti KB, na kterou je nutné bezprostředně reagovat.

Běžný uživatel, který se nenachází v pozici pracovníka významné nebo kritické sítě elektronických komunikací nebo informačního systému nemusí dodržovat varování od úřadu varování a nebude za to trestán.

**Právní odpovědnost s připojením k internetu**

Právo na přístup k internetu bez omezování patří jako základní lidské právo na informace a svobodu projevu a přístup k informacím.

Pro používání připojení k internetu si každý operátor klade své podmínky a u mého providera internetového připojení nemám žádné právní odpovědnosti.