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# 1. Executive summary

# 2. Introduction and background

## 2.1 Introduction

<INSERT INTRODUCTION>

## 2.2 Objective

<INSERT OBJECTIVE>

## 2.3 Requirements

<INSERT REQUIREMENTS>

# 3. Methodologies

<INSERT METHODOLOGIES>

## 3.1 Information Gathering

<INSERT INFO GATHERING STATEMENT>

## 3.2 Service Enumeration

<SERVICE ENUMERATION STATEMENT>

## 3.3 Penetration

<INSERT STATEMENT>

## 3.4 Maintaining Access

<INSERT STATEMENT>

## 3.5 House Cleaning

<INSERT STATEMENT>

## 3.6 Timeline of Compromise

# 4. Key findings and recommendations

# 5. **Public Facing Service**

**Port Scan Results**

|  |  |
| --- | --- |
| **IP Address** | **Ports Open** |
|  | **TCP: UDP:** |

## 5.1 – <IP>

### 5.1.1 Initial Access

**Vulnerability Explanation:**

**Vulnerability Fix:**

**Severity: Critical**

**Steps to reproduce the attack:**

# Appendices

## Scope of work

<Insert>

## Network map

<insert>

## Glossary of acronyms

SQL

LFI

## References

<insert>