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1. 安全知识

常见web安全漏洞

Web应用的安全漏洞有很多，无法穷举。针对众多的Web漏洞，OWASP的专家们结合各自在各领域的应用安全工作经验及智慧，提出了十大Web应用程序安全漏洞，帮助人们关注最严重的漏洞。（OWASP即开放Web应用安全项目，是一个旨在帮助人们理解和提高Web应用及服务安全性的项目组织。）

十大Web应用程序安全漏洞列表

|  |  |  |
| --- | --- | --- |
| **序号** | **漏洞名称** | **漏洞描述** |
| 1 | 注入 | 注入攻击漏洞，例如SQL、OS命令以及LDAP注入。这些攻击发生在当不可信的数据作为命令或者查询语句的一部分，被发送给解释器的时候。攻击者发送的恶意数据可以欺骗解释器，以执行计划外的命令或者访问未被授权的数据。 |
| 2 | 跨站脚本 | 当应用程序收到含有不可信的数据，在没有进行适当的验证和转义的情况下，就将它发送给一个网页浏览器，这就会产生跨站脚本攻击（简称XSS）。XSS允许攻击者在受害者的浏览器上执行脚本，从而劫持用户会话、危害网站、或者将用户转向至恶意网站。 |
| 3 | 失效的身份认证和会话管理 | 与身份认证和会话管理相关的应用程序功能往往得不到正确的实现，这就导致了攻击者破坏密码、密匙、会话令牌或攻击其他的漏洞去冒充其他用户的身份。 |
| 4 | 不安全的直接对象引用 | 当开发人员暴露一个对内部实现对象的引用时，例如，一个文件、目录或者数据库密匙，就会产生一个不安全的直接对象引用。在没有访问控制检测或其他保护时，攻击者会操控这些引用去访问未授权数据。 |
| 5 | 跨站请求伪造 | 一个跨站请求伪造攻击迫使登录用户的浏览器将伪造的HTTP请求，包括该用户的会话cookie和其他认证信息，发送到一个存在漏洞的Web应用程序。这就允许了攻击者迫使用户浏览器向存在漏洞的应用程序发送请求，而这些请求会被应用程序认为是用户的合法请求。 |
| 6 | 安全配置错误 | 好的安全需要对应用程序、框架、应用程序服务器、Web服务器、数据库服务器和平台，定义和执行安全配置。由于许多设置的默认值并不是安全的，因此，必须定义、实施和维护所有这些设置。这包括了对所有的软件保护及时地更新，包括所有应用程序的库文件。 |
| 7 | 失败的URL访问权限限制 | 许多Web应用程序在显示受保护的链接和按钮之前会检测URL访问权限。但是，当这些页面被访问时，应用程序也需要执行类似的访问控制检测，否则攻击者将可以伪装这些URL去访问隐藏的网页。 |
| 8 | 未经验证的重定向和前转 | Web应用程序经常将用户重定向和前转到其他网页和网站，并且利用不可信的数据去判定目的页面。如果没有得到适当验证，攻击者可以将受害用户重定向到钓鱼网站或恶意网站，或者使用前转去访问未经授权的网页。 |
| 9 | 不安全的加密存储 | 许多Web应用程序并没有使用恰当的加密措施或Hash算法保护敏感数据，比如信用卡、社会安全号码（SSN）、认证凭据等。攻击者可能利用这种弱保护数据实行身份盗窃、信用卡欺骗或或其他犯罪。 |
| 10 | 传输层保护不足 | 应用程序时常没有身份认证、加密措施，甚至没有保护敏感网络数据的保密性和完整性。而当进行保护时，应用程序有时采用弱算法、使用过期或无效的证书，或不正确地使用这些技术。 |

1. web设计规范
2. web部署要求

**规则3.1.1：**如果 Web 应用对 Internet 开放，Web服务器应当置于DMZ区，在Web服务器与Internet之间，Web服务器与内网之间应当有防火墙隔离，并设置合理的策略。

**规则3.1.2：**如果 Web 应用对 Internet 开放，Web服务器应该部署在其专用的服务器上，应避免将数据库服务器或其他核心应用与Web服务器部署在同一台主机上。

说明：Web服务器比较容易被攻击，如果数据库或核心应用与Web服务器部署在同一台主机，一旦Web服务器被攻陷，那么数据库和核心应用也就被攻击者掌控了。

**规则3.1.3：**Web站点的根目录必须安装在非系统卷中。

说明：Web站点根目录安装在非系统卷，如单独创建一个目录/home/Web作为Web站点根目录，能够防止攻击者使用目录遍历攻击访问系统工具和可执行文件。

**建议3.1.1：**Web服务器与应用服务器需物理分离（即安装在不同的主机上），以提高应用的安全性。

**建议3.1.2：**如果Web应用系统存在不同的访问等级（如个人帐号使用、客户服务、管理），那么应该通过不同的Web服务器来处理来自不同访问等级的请求，而且Web应用应该鉴别请求是否来自正确的Web服务器。

说明：这样便于通过防火墙的访问控制策略和Web应用来控制不同访问等级的访问，比如通过防火墙策略控制，只允许内网访问管理Portal。

**建议3.1.3：**对于“客户服务”和“管理”类的访问，除了普通的认证，还应该增加额外的访问限制。

说明：额外的访问限制，可以限制请求来自企业内网，可以建立VPN，或采用双向认证的SSL；或采用更简单的办法，通过IP地址白名单对客户端的IP地址进行过滤判断。

1. 身份验证

**口令**

待定

**认证**

**规则3.2.2.1：**对用户的最终认证处理过程必须放到应用服务器进行。

说明：不允许仅仅通过脚本或其他形式在客户端进行验证，必须在应用服务器进行最终认证处理（如果采用集中认证，那么对用户的最终认证就是放在集中认证服务器进行）。

**规则3.2.2.2：**网页上的登录/认证表单必须加入验证码。

说明：使用验证码的目的是为了阻止攻击者使用自动登录工具连续尝试登录，从而降低被暴力破解的可能。如果觉得验证码影响用户体验，那么可以在前3次登录尝试中不使用验证码，3次登录失败后必须使用验证码。验证码在设计上必须要考虑到一些安全因素，以免能被轻易地破解。具体实现细节请查看3.2.3验证码。如图：

![](data:image/png;base64,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)

验证码

实施指导：

建议使用电信软件与核心网网络安全工程部提供的[验证码CBB](http://wss-rnd.huawei.com/sites/ipd-tmg-anquan/CBB1/验证码CBB.htm)。

备注：对于嵌入式系统，如果实现验证码比较困难，可以通过多次认证失败锁定客户端IP的方式来防止暴力破解。

**规则3.2.2.3：**用户名、密码和验证码必须在同一个请求中提交给服务器，必须先判断验证码是否正确，只有当验证码检验通过后才进行用户名和密码的检验，否则直接提示验证码错误。

说明：如果验证码和用户名、密码分开提交，攻击者就可以绕过验证码校验（如：先手工提交正确的验证码，再通过程序暴力破解），验证码就形同虚设，攻击者依然可以暴力破解用户名及口令。

**规则3.2.2.4：**所有登录页面的认证处理模块必须统一。

说明：可以存在多个登录页面，但是不允许存在多个可用于处理登录认证请求的模块，防止不一致的认证方式。

**规则3.2.2.5：**所有针对其他第三方开放接口的认证处理模块必须统一。

**规则3.2.2.6：**认证处理模块必须对提交的参数进行合法性检查。

说明：具体输入校验部分请查看

**规则3.2.2.7：**认证失败后，不能提示给用户详细以及明确的错误原因，只能给出一般性的提示。

说明：可以提示：“用户名或者口令错误，登录失败”；不能提示：“用户名不存在”、“口令必须是 6 位”等等。

**规则3.2.2.8：**最终用户portal和管理portal分离。

说明：最终用户portal和管理portal分离，防止相互影响，防止来自用户面的攻击影响管理面。

实施指导：

将最终用户portal和管理portal分别部署在不同的物理服务器；如果为了解决成本合设（部署在同一台物理服务器上），那么，必须做到端口分离（通过不同的端口提供Web服务），一般的Web容器（如tomcat）支持为不同的Web应用创建不同的端口。

**规则3.2.2.9：**禁止在系统中预留任何的后门帐号或特殊的访问机制。

**规则3.2.2.10：**对于重要的管理事务或重要的交易事务要进行重新认证，以防范会话劫持和跨站请求伪造给用户带来损失。

说明：重要的管理事务，比如重新启动业务模块；重要的交易事务，比如转账、余额转移、充值等。重新认证，比如让用户重新输入口令。

**规则3.2.2.11：**用户名和密码认证通过后，必须更换会话标识，以防止会话固定（session fixation）漏洞。

实施指导：

|  |
| --- |
| 场景一：对于从HTTP转到HTTPS再转到HTTP（也就是仅在认证过程采用HTTPS，认证成功后又转到HTTP）的，在用户名和密码认证通过后增加以下行代码：  request.getSession().invalidate();  HttpSession newSession=request.getSession(true);  Cookie cookie = new Cookie("JSESSIONID",newSession.getId());  cookie.setMaxAge(-1);  cookie.setSecure(false);  cookie.setPath(request.getContextPath());  response.addCookie(cookie);  场景二：对于全程采用HTTPS协议，或者全程采用HTTP协议的，在用户名和密码认证通过后增加以下行代码：  request.getSession().invalidate();  request.getSession(true); |

**建议3.2.2.1：**管理页面建议实施强身份认证。

说明：如双因素认证、SSL双向证书认证、生物认证等；还可以通过应用程序限制只允许某些特定的IP地址访问管理页面，并且这些特定的IP地址可配置。

**建议3.2.2.2：**同一客户端在多次连续尝试登录失败后，服务端需要进行用户帐号或者是客户端所在机器的 IP 地址的锁定策略，且该锁定策略必须设置解锁时长，超时后自动解锁。

说明：

登录失败应该提示用户：如果重试多少次不成功系统将会锁定。在锁定期间不允许该用户帐号（或者客户端所在机器的 IP 地址）登录。

允许连续失败的次数（指从最后一次成功以来失败次数的累计值）可配置，取值范围为：0-99 次，0表示不执行锁定策略，建议默认：5 次。

锁定时长的取值范围为：0-999 分钟，建议默认：30 分钟，当取值为 0 时，表示无限期锁定，只能通过管理员手动解锁（需要提供管理员对服务器锁定其它用户帐号/IP进行解锁的功能界面）。建议优先使用帐号锁定策略。

注意：应用程序的超级用户帐号不能被锁定，只能锁定操作的客户端所在的 IP，这是为了防止系统不可用。特别说明：锁客户端IP策略存在缺陷，当用户使用proxy上网时，那么锁定客户端IP会导致使用该proxy上网的所有用户在IP锁定期间都不能使用该Web应用；锁定用户帐户的策略也存在缺陷，当攻击者不断尝试某帐户的口令，就给该帐户带来拒绝服务攻击，使该帐户不可用。

**验证码**

**规则3.2.3.1：**验证码必须是单一图片，且只能采用 JPEG、PNG或GIF格式。

说明：验证码不能使用文本格式，不允许多图片组合（如用四个图片拼成的验证码）。

**规则3.2.3.2：**验证码内容不能与客户端提交的任何信息相关联。

说明：在使用验证码生成模块时不允许接收来自客户端的任何参数，例如：禁止通过getcode.jsp?code=1234的URL请求，将1234作为验证码随机数。

**规则3.2.3.3：**验证码模块生成的随机数不能在客户端的静态页面中的网页源代码里出现。

说明：在客户端网页上点击鼠标右键、选择“查看源文件”时，必须看不到验证码模块生成的随机数。

**规则3.2.3.4：**验证码字符串要求是随机生成，生成的随机数必须是安全的。

说明：对于java语言可以使用类 java.security.SecureRandom来生成安全的随机数。

**规则3.2.3.5：**验证码要求有背景干扰，背景干扰元素的颜色、位置、数量要求随机变化。

**规则3.2.3.6：**验证码在一次使用后要求立即失效，新的请求需要重新生成验证码。

说明：进行验证码校验后，立即将会话中的验证码信息清空，而不是等到生成新的验证码时再去覆盖旧的验证码，防止验证码多次有效；注意：当客户端提交的验证码为空，验证不通过。

1. 会话管理

**规则3.3.1：**使用会话cookie维持会话。

说明：目前主流的Web容器通过以下几种方式维持会话：隐藏域、URL重写、持久性cookie、会话cookie，但通过隐藏域、URL重写或持久性cookie方式维持的会话容易被窃取，所以要求使用会话cookie维持会话。如果条件限制必须通过持久性cookie维持会话的话，那么cookie信息中的重要数据部分如身份信息、计费信息等都必须进行加密。（cookie有两种：会话cookie和持久性cookie；会话cookie，也就是非持久性cookie，不设置过期时间，其生命期为浏览器会话期间，只要关闭浏览器窗口，cookie就消失了；会话cookie一般不存储在硬盘上而是保存在内存里。持久性cookie，设置了过期时间，被浏览器保存到硬盘上，关闭后再次打开浏览器，持久性cookie仍然有效直到超过设定的过期时间。）

**规则3.3.2：**会话过程中不允许修改的信息，必须作为会话状态的一部分在服务器端存储和维护。

说明：会话过程中不允许修改的信息，例如，当用户通过认证后，其用户标识在整个会话过程中不能被篡改。禁止通过隐藏域或URL重写等不安全的方式存储和维护。对JSP语言，就是应该通过session对象进行存储和维护。

**规则3.3.3：**当Web应用跟踪到非法会话，则必须记录日志、清除会话并返回到认证界面。

说明： 非法会话的概念就是通过一系列的服务端合法性检测（包括访问未授权资源，缺少必要参数等情况），最终发现的不是正常请求产生的会话。

**规则3.3.4：**禁止使用客户端提交的未经审核的信息来给会话信息赋值。

说明：防止会话信息被篡改，如恶意用户通过URL篡改手机号码等。

**规则3.3.5：**当用户退出时，必须清除该用户的会话信息。

说明：防止遗留在内存中的会话信息被窃取，减少内存占用。

实施指导：对于JSP或java语言使用如下语句：request.getSession().invalidate();

**规则3.3.6：**必须设置会话超时机制，在超时过后必须要清除该会话信息。

说明：建议默认会话超时时间为10分钟（备注：对于嵌入式系统中的Web，建议默认超时时间为5分钟，以减少系统资源占用）。如果没有特殊需求，禁止使用自动发起请求的机制来阻止session超时。

**规则3.3.7：**在服务器端对业务流程进行必要的流程安全控制，保证流程衔接正确，防止关键鉴别步骤被绕过、重复、乱序。

说明：客户端流程控制很容易被旁路（绕过），因此流程控制必须在服务器端实现。

实施指导：可以通过在session对象中创建一个表示流程当前状态的标识位，用0、1、2、3、…、N分别表示不同的处理步骤，标识位的初始值为0，当接收到步骤N的处理请求时，判断该标识位是否为N-1，如果不为N-1，则表示步骤被绕过（或重复或乱序），拒绝受理，否则受理，受理完成后更改标识位为N。

**规则3.3.8：**所有登录后才能访问的页面都必须有明显的“注销（或退出）”的按钮或菜单，如果该按钮或菜单被点击，则必须使对应的会话立即失效。

说明：这样做是为了让用户能够方便地、安全地注销或退出，减小会话劫持的风险。

**规则3.3.9：**如果产品（如嵌入式系统）无法使用通用的Web容器，只能自己实现Web服务，那么必须自己实现会话管理，并满足以下要求：

* 采用会话cookie维持会话。
* 生成会话标识（session ID）要保证足够的随机、离散，以便不能被猜测、枚举，要求session ID要至少要32字节，要支持字母和数字字符集。
* 服务端必须对客户端提交的session ID的有效性进行校验。

说明：在嵌入式系统中部署Web应用，由于软硬件资源所限，往往无法使用通用的Web容器及容器的会话管理功能，只能自己实现。另外，为了节省内存，嵌入式webserver进程往往是动态启动，为了使session更快的超时，建议增加心跳机制，对客户端浏览器是否关闭进行探测，5s一个心跳，30s没有心跳则session超时，关闭该session。