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# 引言

## 编写目的

本说明书是证券一柜通系统描述支持国家商用密码修改方案。

编写此文档旨在为系统业务模块的编码、测试、工程实施以及维护提供指导与依据。项目成员可参考下表进行重点阅读部分章节。

表1.1阅读指引

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| 章节\角色 | 分析师 | 架构师 | 项目经理 | 开发人员 | 测试人员 | 工程人员 | 维护人员 |
| 第1章 | ★ | ★ | ★ | ★ | ★ | ★ | ★ |
| 第2章 |  |  |  |  |  |  |  |
| 第3章 |  |  |  |  |  |  |  |
| 第4章 |  |  |  |  |  |  |  |
| 第5章 |  |  |  |  |  |  |  |

## 背景

为了保障商用密码安全，国家商用密码管理办公室制定了一系列密码标准。根据证信办[2014]157号文件《证券期货业国产密码应用推进规划方案》和国务院办公厅发布《金融领域密码应用指导意见》要求，公司发布会议，要求证券总部所有产品，使用的各种加密都要进行改造，会议内容见《【会议纪要】国密项目各系统方案沟通会会议纪要-20171222》。

## 基线

## 范围

## 缩略语

* KJDP

Kingdom Java Develop Platform，金证Java EE开发平台。

## 参考文档

一柜通系统概要设计说明书.doc

# 需求描述

根据公司要求，在2018年6月前完成金证系统国密改造，2018年12前实现国产密码在网上证券交易系统全面应用。为此，一柜通系统目标在6月前完成国密改造，与各系统联调完成，并发布生产版本，版本同时支持新老两种密码加密方式。

# 系统现状

目前一柜通使用密码的业务场景主要有以下几个方面。

## 登录

登陆时前端将操作员密码使用DES加密，请求数据到达后端时Java程序使用DES解密得到明文，再使用kbss\_encrypt加密明文，最后比较kbss\_encrypt加密得到的密文是否和数据库中存储的一致。

## 通讯协议层

http请求从前端发出时使用AES加密请求包内容。

## 请求字段

请求包中某些敏感信息如银行密码，资金密码等字段使用DES加密，后端Java程序使用DES解密。

# 改造方案

一柜通系统前后端加解密使用的是统一的API处理，由于分前后端两种不同语言的实现，一柜通系统需要网关产品部提供两种语言的算法（JavaScript，Java）。

为了保持现有生产数据的兼容性，老的加解密算法不能直接去掉，加密的API直接替换成新的算法处理即可，但解密时应先使用检测方法检测是否为国密的密串，如果是则使用新的算法解密，否则使用老的算法处理。

## 登录

前端JavaScript使用最新的算法加密，后端Java程序使用最新算法解密，得到柜员密码明文后再使用国密改造版的kbss\_encrypt对柜员密码加密，处理完成后和数据库的密文比较，相同则认证通过，否则认证失败。

## 通讯协议层

前端JavaScript发送http请求时使用最新的算法加密，后端Java程序使用最新算法解密，得到请求包明文后再进行相应的业务处理。

## 请求字段

前端JavaScript使用最新的加密算法对字段加密，考虑到数据库中的存量数据，后端解密时需优先使用最新算法解密，如解密失败则尝试使用老算法处理。

# 工程实施

操作员表中的数据需使用产品部门提供批量修改密码的工具将操作员密码修改。

# 推进计划

整体开发计划按公司国密项目进度要求开展，一柜通系统国密改造工作将在2月份开始，3月份底完成初步版本，并与相关系统进行联测。