1. **系统终端防护**

公司网络中的服务器系统存在安全性的问题，你作为网络的安全管理人员需合理配置操作系统安全策略，按照要求完成对操作系统的安全加固。

1. Windows服务器上配置“本地组策略”，命名Guest用户名为wangguan，将关键的配置步骤截图并命名为P2-1.jpg。

**操作方法：控制面板-管理工具-本地安全策略-安全选项-账户:重命名系统管理员账户**

1. Windows服务器上配置“本地组策略“，要求用户若尝试登陆次数超过4次则锁定账户。将关键的配置步骤截图并命名为P2-2.jpg。

**操作方法：控制面板-管理工具-本地安全策略-账户锁定策略-帐户锁定阈值**

1. Windows服务器上配置“本地组策略”，要求仅允许Administrators组的用户允许拥有“取得文件或其他对象的所有权限”。将关键的配置步骤截图并命名为P2-3.jpg。

**操作方法：控制面板-管理工具-本地安全策略-用户权限分配-取得文件或其他对象的所有权**

1. Windows服务器上配置“本地组策略”，要求限制系统密码在最近5次修改历史中不得出现相同密码，将关键的配置步骤截图并命名为P2-4.jpg。

**操作方法：控制面板-管理工具-本地安全策略-密码策略-强制密码历史**