**三、应用服务防护**

公司网络需要架设一台IIS服务器，用于发布WEB服务和FTP服务，你作为网络的安全管理人员需要一同建设公司的服务网络。

1. Windows服务器上发布C:\WWW\WGWEB目录下的站点，要求通过本地IP地址即可访问到。将访问成功及URL的内容截图并命名为P3-1.jpg。

**操作方法：安装WEB服务—IIS管理器—添加网站，网站名称:paper002，物理路径C:\WWW\WGWEB—打开IE浏览器-http://192.168.1.1**

1. Windows服务器上发布FTP功能，目录位置为C:\WWW\WGFTP，要求通过本地IP地址输入账号密码即可登陆，账号密码不做要求。将访问成功的页面截图并命名为P3-2.jpg。

**操作方法：安装FTP服务—IIS管理器—添加FTP站点—物理路径C:\WWW\WGFTP—地址栏输入FTP://IP地址**

1. Windows服务器上检查WEB服务的WebDAV发布功能是否关闭，若该服务为开启状态则禁用该服务。将WebDAV创作规则能界面截图并命名为P3-3.jpg。

**操作方法：安装WEB服务器-常见HTTP功能-WebDAV发布—IIS管理器—WEB站点—WebDAV创作规则—禁用WebDAV**

1. Windows服务器上配置FTP 请求限制功能，拒绝“.exe”后缀的文件被请求。将FTP 请求筛选界面截图并命名为P3-4.jpg。

**操作方法：IIS管理器—FTP站点—FTP请求筛选—拒绝文件扩展名—提示框中输入“.exe”**