**五、系统安全管理**

公司网络架设的IIS服务器现在有不同需求的用户想要访问到它，你作为网络安全的管理人员，需要创建这些用户并且根据用户的需求对目录文件提供访问控制，具体的要求如下。

1. Windows服务器上通过CMD命令行的方式创建用户stu201和stu202，密码为stu@2021。配置完毕后对CMD执行命令界面截图并命名为P5-1.jpg。

**操作方法：**

**①开始菜单—运行，输入“CMD”—输入“net user stu201 stu@2021 /add”**

**②开始菜单—运行，输入“CMD”—输入“net user stu202 stu@2021 /add”**

1. Windows服务器上通过CMD命令行的方式配置stu201用户所属用户组为Administrators。配置完毕后对CMD执行命令界面截图并命名为P5-2.jpg。

**操作方法：开始菜单—运行，输入“CMD”—输入“net localgroup Administrators stu201 /add”**

1. Windows服务器上stu201作为管理员，要求能够对C:\WWW\WGWEB文件夹的内容进行读取和删除。配置完毕后要求使用stu201账号将“index.html”文件的内容修改为“hello world”后保存，对保存的结果进行截图并命名为P5-3.jpg。

**操作方法：**

**①打开C:\WWW\文件夹—右键WGWEB属性—安全—高级—禁用继承—添加—选择主体，输入“stu201”—只允许“读取和执行”权限**

**②开始菜单—切换用户—打开C:\WWW\WGWEB—右键“index.html”，选择“用记事本打开该文件”—输入“hello world”—将记事本另存为到C:\WWW\WGWEB**

1. Windows服务器上要求stu202作为普通的用户只能够对C:\WWW\WGWEB文件夹的内容进行读取。配置完毕后对该文件夹的权限属性进行截图并命名为P5-4.jpg。

**操作方法：打开C:\WWW\文件夹—右键WGWEB属性—安全—编辑—添加stu202—只允许“读取”权限**