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1. 概述

|  |  |
| --- | --- |
| **标题** | **内容** |
| 标题1 | 内容1 |
| 标题2 | 内容2 |
| 标题3 | 内容3 |

安全巡检主要是通过对评估范围内的主机进行安全扫描，对被评估对象进行一系列的安全分析与探测，以发现目标存在的安全隐患并确实的告知修复建议，是安全体系搭建工作中修复安全风险，提升安全等级的重要工作之一。

通过安全巡检工作，可以详细的了解当前服务器中存在的潜在安全隐患，有效发现操作系统和应用软件存在的安全风险、漏洞和威胁，同时梳理安全修复工作，以危害程度高低划分修复工作，阶段性的提供有效、明确的修复方案，为进一步通过技术手段降低或解决发现的问题提供了参考依据和方法。

在本次安全巡检项目中，通过对结果的分析，对目前存在的安全风险以危害程度进行划分，统计并展示各项巡检结果，供相关人员参考。

* 1. 评估人员

**表1.1.1 评估人员**

|  |  |  |
| --- | --- | --- |
| 姓名 | 所属部门 | 邮箱 |
|  |  |  |

* 1. 评估时间

**表1.2.1 评估时间**

|  |  |
| --- | --- |
| 评估时间 | |
| 起始时间 |  |
| 结束时间 |  |

* 1. 巡检范围

本次安全巡检范围，如表1.3.1所示：

**表1.3.1 巡检范围**

* 1. 巡检内容

本次安全巡检内容包括下内容：

* 获取巡检范围内主机的Agent管理信息，包含Agent安装及在线情况，插件安装情况等信息；
* 评估巡检范围内的系统、服务和应用的风险信息，包含漏洞检测、安全补丁以及弱密码等风险项；
* 评估巡检范围内主机的被入侵情况，包含暴力破解、异常登录以及web后门等入侵事件；
* 评估巡检范围内主机的合规性是否达到合规基线标准。

1. 巡检结果摘要

本次安全巡检主要对Agent管理、风险发现、入侵诊断等3方面进行安全巡检，摘要如表2.1.1所示。

**表2.1.1 巡检结果摘要**

|  |  |
| --- | --- |
| 项名 | 说明 |
| 版本 | 5.0.5 |
| 主机总数 |  |
| 发现风险项总数 |  |
| 历史入侵告警总数 |  |

* 1. Agent管理

2.1.1 Agent安装

Agent覆盖率和在线情况能体现您系统安全防护的建设情况和防护状态。本次巡检主机中Agent的在线状态分布如图2.1.1所示。

**图2.1.1 Agent状态情况**

2.1.2 操作系统类型分布

已经安装Agent的主机中，操作系统分布情况如图2.1.2所示：

**图2.1.2 操作系统覆盖情况**

2.1.3 主机业务组覆盖情况

本次巡检中主机业务组覆盖情况如图2.1.3所示：

**图2.1.3 Agent业务组覆盖情况**

2.1.4功能插件开启率

平台的部分功能需要依赖功能插件的开启，例如对用户执行的命令进行审计需要安装Bash插件，未安装Bash插件的主机将无法获取其执行的危险命令信息，存在一定风险；本次巡检范围内Agent插件安装的情况如表2.1.1所示。

**表2.1.1 插件安装列表**

2.1.5事件源开启率

**表2.1.2 事件源开启列表**

2.1.6安全建议

1. 需要关注巡检范围期间的离线Agent，确认Agent离线原因并及时上线以保障该主机安全。若确定离线的Agent不再使用，建议停用该Agent以释放license授权数量；
2. 需要关注巡检范围期间的停用Agent，Agent处于停用状态时，Agent功能均为不可用状态，包括资产清点与入侵检测功能，Agent只保持与服务端的心跳消息与命令下发通道；
3. 需要关注巡检范围内的降级Agent，Agent降级意味着系统内的系统整体负载持续偏高，存在一定风险；
4. 需要关注插件和事件源的开启情况，入侵部分功能需要依赖插件或者事件源的开启，未安装插件的主机部分功能无法正常使用，存在一定风险。检测能力与影响说明详见表2.1.2所示：

**表2.1.2 检测能力影响说明**

|  |  |
| --- | --- |
| 检测能力 | 影响说明 |
|  |  |
| 进程注入检测 | 必须开启audit事件源、ebpf事件源、驱动事件源中的任意一种事件源，否则无法进行进程注入检测。 |
| 恶意模块加载检测 | Linux设备必须开启ebpf事件源或驱动事件源，Windows设备必须安装sysmon插件或者开启驱动事件源，否则无法进行恶意模块加载检测。 |
| DNS域名检测增强 | Linux设备必须安装dns插件或开启ebpf事件源，否则无法监控DNS域名解析。 |
| 勒索防护 | 必须开启驱动，否则无法进行勒索防护。 |
| 恶意驱动防护 | Linux设备必须开启驱动事件源，否则无法进行检测。 |
| 程序劫持检测 | Windows设备必须安装sysmon插件或开启驱动事件源，否则无法进行检测。 |
| 可疑权限变更 | Linux设备必须开启audit事件源、ebpf事件源、驱动事件源中的任意一种事件源，否则无法进行检测 |
| BypassUAC检测 | Windows设备必须安装sysmon插件或开启驱动事件源，否则无法进行检测。 |
| 容器行为模型 | 已购买“容器安全高级版”产品的客户，使用容器行为模型功能时，必须开启ebpf事件源或驱动事件源，否则只能监控文件写和进程启动行为。 |

* 1. 入侵检测

入侵检测实时监控在主机上发生的入侵事件，并根据设定的监控规则进行告警。

2.2.1 历史入侵告警事件统计

各类历史入侵告警类型的分布情况如图2.2.1所示。

**图2.2.1 历史入侵告警类型分布**

2.2.2 历史入侵告警危险等级分布

历史入侵告警的危险等级分布情况如图2.2.2所示。

**图2.2.2 历史入侵告警危险等级分布**

2.2.3 历史入侵告警处理情况

各类历史入侵告警的处理情况如图2.2.3 所示。

**图2.2.3 历史入侵告警危险等级分布**

2.2.4 真实入侵攻击业务组分布

在历史入侵告警事件中，告警状态为已确认或处理中的告警表示一次真实的入侵攻击告警，需要重点关注。本次巡检过程中，受到真实入侵攻击的主机业务组分布如图2.2.4所示。

**图2.2.4真实攻击主机业务组分布**

2.2.5 真实入侵攻击告警危险等级分布

在历史入侵告警事件中，告警状态为已确认或处理中的告警表示一次真实的入侵攻击告警，需要重点关注。本次巡检过程中，受到真实入侵攻击的危险等级分布如图2.2.5所示。

**图2.2.6真实攻击告警危险等级分布**

2.2.6 真实入侵攻击告警类型分布

在历史入侵告警事件中，告警状态为已确认或处理中的告警表示一次真实的入侵攻击告警，需要重点关注。本次巡检过程中，受到真实入侵攻击的告警分布如图2.2.6所示。

**图2.2.6真实攻击告警类型分布**

2.3.7攻击事件详情列表

在历史入侵告警事件中，告警状态为已确认的告警表示一次真实的入侵攻击告警，需要重点关注。本次巡检过程中发现的真实攻击事件详情如表2.3.1所示：

**表2.3.1 攻击事件详细列表Top20**

2.3.8 安全建议

1. 本次巡检发现历史告警中存在被真实攻击的情况，建议尽快处理真实告警；
2. 对于还存在的未查清的攻击事件建议进一步分析。
   1. 风险发现

风险发现主要从漏洞、补丁、弱密码等角度发现当前威胁主机安全的风险项，并统计已修复的风险项。

2.3.1 补丁风险等级分布

本次巡检过程中，发现补丁风险等级分布情况如图2.3.1所示：

**图2.3.1补丁风险等级分布**

2.3.2 高危补丁风险

高危补丁指的是风险等级为危急、高危的补丁。本次巡检过程中，发现高危补丁风险项详情TOP20如表2.3.1所示：

**表2.3.1高危补丁风险详情TOP20**

2.3.3 漏洞风险等级分布

本次巡检过程中，发现补丁风险等级分布情况如图2.3.2所示：

**图2.3.2漏洞风险等级分布**

2.3.4 高危漏洞风险

高危漏洞指的是风险等级为危急和高危的漏洞。本次巡检过程中，发现高危漏洞风险项按照影响的主机数从高到低展示TOP20的漏洞详细信息，如表2.3.2所示：

**表2.3.2高危漏洞风险项TOP20**

2.3.5 弱密码风险

巡检过程中发现存在弱密码的应用详细列表如表2.3.3所示：

**表2.3.3弱密码应用列表**

2.3.6 安全建议

1. 通过安全巡检发现部分主机存在高危风险问题，所以建议优先修复POC验证检测出来的漏洞；建议在不影响业务的情况下尽快修复；
2. 经检测发现主机上存在弱口令问题。弱口令账号非常容易被攻破，一旦入侵者发现弱口令账号，可以在较短时间内攻破该账号，登录到系统，对系统产生较大危害。建议在不影响业务正常运转的情况下加强密码复杂度。
3. 总结
4. 经过本次巡检，确定目前Agent均正常运行，如后续可以考虑接入更多的主机，可联系我司工作人员进行license的扩容；
5. 当前规则日期为2024-01-01，相对较久，建议及时更新规则到最新，增加检测率和减少相关误报率；
6. License到期时间为2024-10-31，与当前日期距离较近，为了保障业务的正常防护能力，请尽快联系我司工作人员重新进行license授权的更新。