**审计接口示例**

|  |  |  |
| --- | --- | --- |
| 接口编号 | 接口名称 | 单条增加审计记录 |
|  | 接口定义 | curl -X PUT ‘http://IP:port/ audit/permission/\_single’ -d '  {  “appID”:”业务系统id”, //1020版本新增  “appVersion”:”业务系统版本号”, //1020版本新增  "opUser":"操作用户“,  "opDate": "操作时间",  “opArea”: "操作区域",  “opEmail”:”被操作用户”,  “opType”:”操作类型”,  "message" :”审计信息”,  “macIP”:”MAC/IP地址”,  “devInfo”:”device信息”,  “eventCode:”系统自定义事件代码” //1020版本新增  } |
| 传入参数定义 | curl -X PUT ‘http://IP:port/ audit/permission/\_single’ -d '  {  “appID”:”业务系统id”, //1020版本新增  “appVersion”:”业务系统版本号”, //1020版本新增  "opUser":"操作用户“（如sysadmin，safeadmin）  "opDate": "操作时间",（如2016-06-01）  “opArea”: "操作区域",（如gitlab、riochat）  “opEmail”:”被操作用户”,  “opType”:”操作类型”,（如update，delete，add）  "message" :”审计信息”,  “macIP”:”MAC/IP地址”,  “devInfo”:”device信息”,  “eventCode:”系统自定义事件代码” //1020版本新增  } |
| 返回结果 | {  “errorcode”:errorcode,  “errorMsg”:”errorMsg”,  "result": ture/false  } |
| 协议 | http |
| 示例 | curl -X PUT ‘http://IP:port/ audit/permission/\_single’ -d ' -d'  {  "appID":"20160421-appID-00",  "appVersion":"0421-版本-00",  "opUser":"safeadmin@test.com",  "opDate":"2016-04-21 14:20:00",  "opArea":"secfile",  ”opEmail”:”test001@test.com”,  "opType":"update",  "message" : {"addadmin": 1, "miji": 1, "userstatus": "active"},  "macIP":"00:00:00:00",  "devInfo":"test",  "evtCode":" buyaobaozao "  }' |