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# 1.文档概述

**1.1编写目的**

本文档是在对软件项目进行测试之前的方案文档。对每一个测试项，根据测试计划对其进行测试，报告测试项与其设计说明之间的差异，并对测试过程、测试的结果进行评价。

## 1.2 参考资料

GB/T 9386-2008.计算机软件测试文档编制规范.

# 2 测试概要

## 2.1 测试范围

功能性测试：对产品的各功能进行验证，根据功能测试用例， 逐项测试，检查产品是否达到用户要求的功能。

性能测试：对响应时间、事务处理速率需求进行评测和评估。测试的目的是核实性能需求是否都已满足。

用户界面的测试：测试用户界面是否符合标准和规范，主要看用户界面是否一致，是否简洁、不拥挤，UI 的组织和布局是否合理，是否有冗余功能。软件是否实用，使用起来是否舒适等。

安全性和访问控制测试：确保在预期的安全性情况下，该程序只能访问特定的用例，或者只能访问有限的数据。该测试为了提升软件的安全质量。

## 2.2 测试环境

### 2.2.1硬件配置

处理器：1.80 GHz Intel Core i7-8550U

内存：双通道8 GB 2400 MHz LPDDR4

### 2.2.2软件配置

操作系统：windows 10 x64

# 测试组织

**3.1 测试角色**

|  |  |  |
| --- | --- | --- |
| 编号 | 姓名 | 测试角色 |
| 1 | 冯蒙博 | 项目测试经理，测试员 |
| 2 | 汪一帆 | 测试员 |

## 3.2 测试分工

|  |  |  |
| --- | --- | --- |
| 编号 | 姓名 | 负责内容 |
| 1 | 冯蒙博 | 功能测试，界面测试 |
| 2 | 汪一帆 | 性能测试，访问控制测试 |

# 4 测试内容

## 4.1.功能测试

### 4.1.1功能测试概述

功能性测试就是对产品的各功能进行验证，根据功能测试用例，逐项测试，检查产品是否达到用户要求的功能。功能测试也叫黑盒测试或数据驱动测试，只需考虑需要测试的各个功能，不需要考虑整个软件的内部结构及代码.一般从软件产品的界面、架构出发，按照需求编写出来的测试用例，输入数据在预期结果和实际结果之间进行评测，进而提出更加使产品达到用户使用的要求。

#### 4.1.2测试目标

网络攻击图系统是否达到需求分析中的要求功能。

#### 4.1.3 测试项目

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 测试项 | 测试指标 | 测试内容 | 测试结果 | 通过情况 |
| N1 | 系统功能 | 读入EXCEL大数据 |  |  |
| N2 | 根据流量和CVE 生成攻击图并显示攻击图 |  |  |
| N3 | 攻击图变速显示 |  |  |

## 4.2 性能测试

**4.2.1性能测试概述**

**性能测试是对响应时间、事务处理速率和其他与时间相关的需求进行评测和评估。该测试的目标是核实性能需求是否都已满足。**

## 4.2.2 测试目标

网络攻击图系统是否达到需求分析中的性能要求。

## 4.2.3 测试项目

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 测试项 | 测试指标 | 测试内容 | 测试结果 | 通过情况 |
| N1 | 系统性能 | 被攻击节点支持5000以上结点 |  |  |
| N2 | 没有明显的延迟情况 |  |  |

## 4.3 易用性测试

## 4.3.1 易用性测试概述

易用性测试是指用户使用软件时是否感觉方便。通过易用性测试来发现软件系统存在的 易用性方面问题，并通过修改问题提高软件被理解、学习、使用和吸引用户的能力。

## 4.3.2 测试目标

1. 窗口的对象和特征（例如：菜单、大小、位置、状态和中心）是否符合标准。

2. 窗口中各按钮所实现的功能（例如：编译、运行、保存等）是否符合标准。

## 4.3.3 测试方法

1. 静态测试：对于用户界面的布局，风格，字体，图片等与显示相关的部分测试采用静态测试，将测试条目列出，然后通过手动操作观察界面，确保每项通过。

2. 动态测试：对用户界面中各个类别的控件应该采用动态测试，即编写测试用例或者点检表，对每个按钮的响应情况进行测试。

## 4.3.4 测试项目

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 测试项 | 测试指标 | 测试内容 | 测试结果 | 通过情况 |
| N1-1 | 用户界面按钮 | 导入数据按钮 |  |  |
| N1-2 | 分析数据按钮 |  |  |
| N1-3 | 生成攻击图按钮 |  |  |
| N1-4 | 加快攻击图生成速度按钮 |  |  |
| N1-5 | 减慢攻击图生成速度按钮 |  |  |
| N1-6 | 显示攻击图界面 |  |  |
| N2-1 | 窗口图形测试 | 界面的布局是否符合软件 的功能逻辑通过 |  |  |
| N2-2 | 界面布局行、列的间距是否合理 |  |  |
| N2-3 | 界面元素是否在水平或者 垂直方向对齐 |  |  |
| N2-4 | 界面元素的尺寸大小是否 合理 |  |  |
| N2-5 | 窗口切换、移动、改变大小时，界面显示是否正常 |  |  |

**4.4 安全性测试**

## 4.4.1 安全性测试概述

安全性测试是对系统的防护、数据泄露的可能性、后台权限等进行的测试， 是产品测试中必不可少的一环。系统的安全性是保障用户信息安全，保护商业 数据的必要一环，因此有必要对其进行完备的测试，以保证整个系统的安全运行。 因为本系统并不具备商业价值，所以只对一些基本的安全性进行测试。

## 4.4.2 测试目标

静态代码安全检测，程序访问控制检查

## 4.4.3 测试方法

1.静态测试：将测试条目列出，然后通过手动操作观察，确保每项通过。

2.黑盒测试方法，对 XX 用户权限进行测试，以不同的角色和权限进行登录对 不同功能进行查看。

## 4.4.4 测试项目

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 测试项 | 测试指标 | 测试内容 | 测试结果 | 通过情况 |
| N1-1 | 系统安全 | 是否有对文件进行修改操作 |  |  |
| N1-2 | 是否有安全日志 |  |  |
| N1-3 | 是否默认使用管理员权限 |  |  |
| N1-4 | 是否存在查看主机进程等危险操作 |  |  |
| N2-1 | 访问控制测试 | 是否根据用户的权限自动屏蔽某些功能 |  |  |
| N2-2 | 默认打开程序是否只能访问其所属用户类型或已被授权访问的数据。 |  |  |